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Overview

This manual describes the operation of the XBee/XBee-PRO ZB RF module, which consists of Zigbee firmware
loaded onto XBee S2 and S2B hardware, models: XBEE2, XBEEPRO2 and PRO S2B. The XBee/XBee-PRO ZB RF
Modules are designed to operate within the Zigbee protocol and support the unique needs of low-cost, low-
power wireless sensor networks. The modules require minimal power and provide reliable delivery of data
between remote devices.

The modules operate within the ISM 2.4 GHz frequency band and are compatible with the following:
= XBee RS-232 Adapter

= XBee RS-485 Adapter

= XBee Analog I/O Adapter

= XBee Digital I/O Adapter

= XBee Sensor

= XBee USB Adapter

= XStick

= ConnectPort X Gateways

= XBee Wall Router

The XBee/XBee-PRO ZB firmware release can be installed on XBee ZNet or ZB modules. The XBee ZB firmware is
based on the EmberZNet 3.x Zigbee PRO Feature Set mesh networking stack, while the XBee ZNet 2.5 firmware is
based on Ember's proprietary “designed for Zigbee” mesh stack (EmberZNet 2.5.x). ZB and ZNet 2.5 firmware are
similar in nature, but not over-the-air compatible. Devices running ZNet 2.5 firmware cannot communicate with
devices running the ZB firmware.

The difference between XBee and Zighee

Although the names are similar, it is important that you distinguish between XBee and Zigbee. XBee is the name
Digi gave to the physical radio module and refers to the form factor. Some radio modules are also offered in an
XBee-PRO variant for expanded range. Digi offers several different XBee modules in this common form factor that
use separate communication protocols. For example, the XBee and XBee-PRO ZB radio modules are specifically
designed to communicate according to the Zigbee protocol.

The XBee comes in two hardware options: through-hole (TH) and surface mount (SMT), for mounting on
customer PCBs. The TH option has a 20-pin header, and the SMT option has 37 SMT pads around its exterior. The
modules’ small size enables XBees to be integrated into dense and space-constrained designs.

Zigbee is an RF protocol that belongs to the Zigbee Alliance. Zigbee targets the application domain of low power,
low duty cycle and low data rate requirement devices.

The Zigbee specification is a product of the Zigbee Alliance. The Alliance is an association of companies working
together to ensure the success of this open global standard. Zigbee is built on top of the IEEE 802.15.4 standard.
Zigbee provides routing and multi-hop functions to the packet-based radio protocol.
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Overview

Specifications of the XBee/XBee-PRO ZB RF Module

Range figure estimates are based on free-air terrain with limited sources of interference. Actual range will
vary based on transmitting power, orientation of transmitter and receiver, height of transmitting
antenna, height of receiving antenna, weather conditions, interference sources in the area, and terrain
between receiver and transmitter, including indoor and outdoor structures such as walls, trees,
buildings, hills, and mountains.

o070 5 oo 80 520

Performance
Indoor/urban range up to 133 ft. (40 m) Up to 300 ft. (90 m), up to 200 ft (60 = Up to 300 ft. (90 m), up to 200 ft
m) international variant (60 m) international variant
Outdoor RF line-of-  up to 400 ft. (120 m) Up to 2 miles (3200 m), up to 5000 ft = Up to 2 miles (3200 m), up to
sight range (1500 m) international variant 5000 ft (1500 m) international
variant
Transmit power 2 mW (+3dBm), boost mode 50 mW (+17 dBm) 63mW (+18 dBm)
output enabled 10 mW (+10 dBm) for International ~ 10mW (+10 dBm) for
1.25 mW (+1dBm), boost mode  variant International variant
disabled
RF data rate 250,000 b/s 250,000 b/s 250,000 b/s
Data throughput up to 35000 b/s up to 35000 b/s up to 35000 b/s
(see Transmission, addressing, | (see Transmission, addressing, and | (see Transmission, addressing,
and routing) routing) and routing)
Serial interface 1200 b/s -1 Mb/s 1200 b/s -1 Mb/s 1200 b/s-1 Mb/s
data rate (non-standard baud rates also = (non-standard baud rates also (non-standard baud rates also
(software supported) supported) supported)
selectable)
Receiver sensitivity -96 dBm, boost mode enabled -102 dBm -102 dBm

-95 dBm, boost mode disabled

Power Requirements

Supply voltage 2.1-36V 3.0-3.4V 2.7-3.6V

Operating current 40 mA (@ 3.3V, boost mode 295 mA (@3.3V) 205 mA, up to 220 mA with

(transmit, max enabled) 170 mA (@3.3 V) international programmable variant (@3.3 V)

output power) 35mA (@ 3.3V, boost mode variant 117 mA, up to 132 mA with
disabled) programmable variant

(@3.3V), International variant

Operating current  40mA (@ 3.3V, boost mode 45 mA (@3.3V) 47 mA, up to 62 mA with
(receive)) enabled) programmable variant (@3.3 V)
38mA (@ 3.3V, boost mode
disabled)
Idle current 15mA 15mA 15mA

(receiver off)
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Overview

Specification XBee-PRO (S2) XBee-PRO (S2B)

Power-down <1uA@25°C 3.5 pA typical @ 25°C 3.5 pA typical @ 25°C
current

Operating ISM 2.4 GHz ISM 2.4 GHz ISM 2.4 GHz

frequency band

Dimensions 0.960” x 1.087” (2.438cm x 0.960 x 1.297 0.960 x 1.297
2.761cm) (2.438 cm x 3.294 cm) (2.438 cm x 3.294 cm)

Operating -40 to 85° C (industrial) -40 to 85° C (industrial) -40 to 85° C (industrial)

temperature

Antenna options Integrated whip antenna, Integrated whip antenna, Integrated whip antenna,
embedded PCB antenna, embedded PCB antenna, RPSMA or embedded PCB antenna,
RPSMA, or U.FL connector U.FL connector RPSMA or U.FL connector

I/0 interface 3.3V CMOS UART (not5V 3.3V CMOS UART (not 5 Vtolerant), 3.3V CMOS UART (not5V
tolerant), DIO, ADC DIO, ADC tolerant), DIO, ADC

Networking and Security

Supported network Point-to-point, point-to- Point-to-point, point-to-multipoint, Point-to-point, point-to-

topologies multipoint, peer-to-peer,and  peer-to-peer, and mesh multipoint, peer-to-peer, and
mesh mesh

Number of 16 direct Sequence channels 14 Direct sequence channels 15 Direct sequence channels

channels

Channels 11to26 11to24 11to 25

Addressing options = PAN ID and addresses, cluster  PAN ID and addresses, cluster IDs PAN ID and addresses, cluster
IDs and endpoints (optional) and endpoints (optional) IDs and endpoints (optional)

Agency Approvals

United States (FCC  FCC ID: OUR-XBEE2 FCC ID: MCQ-XBEEPRO2 FCC ID: MCQ-PROS2B

Part 15.247)

Industry Canada IC: 4214A-XBEE2 IC: 1846A-XBEEPRO2 IC: 1846A-PR0OS2B

(1C)

Europe (CE) No Yes Yes

Australia RCM/R-NZ RCM/R-NZ RCM/R-NZ

Japan R201WW07215215 R201WW08215142 (international R201WW10215062
(Wire, chip, RPSMA, and U.FL variant) (international variant)
versions) Wire, chip, RPSMA, and U.FL
R210-101040 versions are certified for Japan. PCB
(PCB antenna version) antenna version is not.

Brazil ANATEL: 2256-14-1209

RoHS Compliant Compliant Compliant
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Overview Hardware specifications for programmable variant

Hardware specifications for programmable variant

The following specifications need to be added to the current measurement of the previous table if the module
has the programmable secondary processor. For example, if the secondary processor is running and constantly
collecting DIO samples at a rate while having the RF portion of the XBee sleeping the new current will be | (o5 = 112
+1g, where |, is the runtime current of the secondary processor and I is the sleep current of the RF portion of the
module of the XBee-PRO (S2B) listed in the table below.

These numbers add to S2B specifications
Optional Secondary Processor Specification (Add to RX, TX, and sleep currents depending on mode

of operation)

Runtime current for 32 k running at 20 MHz +14 mA

Runtime current for 32 k running at 1MHz +1 mA

Sleep current +0.5 uA typical

For additional specifications see the Freescale datasheet and MC9S08QE32

manual

Minimum reset low pulse time for EM250 +50 nS (additional resistor increases minimum time)
VREF range 1.8VDCtoVCC
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Overview Mechanical drawings

Mechanical drawings
Mechanical drawings of the XBee/XBee-PRO ZB RF Modules (antenna options not shown).
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SIF header interface

The XBee/XBee-PRO ZB modules include a SIF programming header that can be used with Ember's programming
tools to upload custom firmware images onto the XBee module. The SIF header orientation and pinout are shown

below.

1 VBRD
2 SIF-MISO
3 Ground
TN /U\ 4 SIF-MOSI
: ) E : 5 Ground
ADigid o [
o NEEEE
8 EC?[QE 9 8 EP@@ a_E: 9 6 SIF_CLOCK
° 0 He 7 SIF_LOAD
2 ° u M o 1 2 1 f—
8 RESET
9 PTI-EN
The figure shows the orientation of the insight port header.
10 PTI-DATA

A male header can be populated on the XBee that mates with Ember's 2x5 ribbon cable. The male header and
ribbon cables are available from Samtec:

= 2x5 Male Header - FTSH-105-01-F-DV-K
= 2x5 Ribbon Cable - FFSD-05-D-12.00-01-N

Mounting considerations

The XBee module was designed to mount into a receptacle (socket) and therefore does not require any soldering
when mounting it to a board. The XBee-PRO development kits contain RS-232 and USB interface boards which
use two 20-pin receptacles to receive modules. The following image shows the XBee-PRO module mounting to an
RS-232 interface board.

The receptacles used on Digi development boards are manufactured by Century Interconnect. Several other
manufacturers provide comparable mounting solutions; however, Digi currently uses the following receptacles:
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= Through-hole single-row receptacles - Samtec P/N: MMS-110-01-L-SV (or equivalent)
= Through-hole single-row receptacles - Mill-Max P/N: 831-43-0101-10-001000
= Surface-mount double-row receptacles - Century Interconnect P/N: CPRMSL20-D-0-1 (or equivalent)

= Surface-mount single-row receptacles - Samtec P/N: SMM-110-02-SM-S

We also recommend printing an outline of the module on the board to indicate the orientation the
module should be mounted.

Pin signals

The following table shows the pin assignments for the XBee/XBee-PRO Modules (low-asserted signals are
distinguished with a horizontal line above signal name).Signal direction is specified with respect to the module.

See Design notes for details on pin connections.

1 VCC - -

Power supply

2 DOUT Output Output UART Data Out

3 DIN / CONFIG Input Input UART Data In

4 DIO12 Both Disabled Digital I/0 12

5 RESET Both Open-Collector  Module Reset (reset pulse must be at least 200 ns)

with pull-up

6 RSSI PWM / DIO10 Both Output RX Signal Strength Indicator / Digital 10

7 DIO11 Both Input Digital 1/0 11

8 [reserved] - Disabled Do not connect

9 DTR/SLEEP_RQ/ DIO8 Both Input Pin Sleep Control Line or Digital 10 8

10 GND - - Ground

11 DI04 Both Disabled Digital I/0 4

12 CTS/DIO7 Both Output Clear-to-Send Flow Control or Digital I/O 7. CTS, if
enabled, is an output.

13 ON / SLEEP Output  Output Module Status Indicator or Digital I/0 9

14 VREF Input - Not used for EM250. Used for programmable secondary
processor.

For compatibility with other XBee modules, we
recommend connecting this pin voltage reference if
Analog sampling is desired. Otherwise, connect to GND.

15 Associate / DIO5 Both Output Associated Indicator, Digital I/0 5

16 RTS /DIO6 Both Input Request-to-Send Flow Control, Digital /O 6. RTS, if
enabled, is an input.
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AD3/DIO3 Both Disabled Analog Input 3 or Digital /0 3
18 AD2/DIO2 Both Disabled Analog Input 2 or Digital /0 2
19 AD1/DIO1 Both Disabled Analog Input 1 or Digital /0 1
20 ADO/DIOO/ Both Disabled Analog Input 0, Digital 10 0, or Commissioning Button

Commissioning Button

EM250 pin mappings

The following table shows how the EM250 pins are used on the device.

EM250 Pin Number XBee Pin Number Other Usage

13 (Reset) 51 Connected to pin 8 on 2x5 SIF header.
19 (GPIO 11) 16

20 (GPIO 12) 121

21 (GPIO 0) 15

22 (GPIO 1) XBee

Tied to ground (module identification)

XBee-PRO (S2)
Low-asserting shutdown line for output power compensation
circuitry.

XBee-PRO (52B)
Used to communicate with Temp Sensor and control Shutdown
for low power mode.

24 (GP10 2) XBee
Not connected. Configured as output low.
XBee-PRO (S2)
Powers the output power compensation circuitry.
XBee-PRO (S2B)
Used to communicate with Temp Sensor and control Shutdown
for low power mode.

5(GPIO 3) 13
6 (GP10 4 /ADC 0) 20 Connected to pin 9 on 2x5 SIF header.
7(GPIO5/ADC1) 19 Connected to pin 10 on 2x5 SIF header.
29 (GPIO 6 /ADC 2) 18
0(GPIO7/ADC 3 17
1(GPIO 8) 4
2(GPI09) 2!
33 (GPIO 10) 3!
34 (SIF_CLK) Connected to pin 6 on 2x5 SIF header.
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EM250 Pin Number XBee Pin Number Other Usage

35 (SIF_MISO) Connected to pin 2 on 2x5 SIF header.

36 (SIF_MOSI) Connected to pin 4 on 2x5 SIF header.

37 (SIF_LOAD) Connected to pin 7 on 2x5 SIF header.

40 (GPIO 16) 7

41 (GPIO 15) 6

42 (GPIO 14) 9

43 (GPIO 13) 11

1. These lines may not go to the external XBee pins of the module if the programmable secondary processor is populated.

Design notes

The XBee modules do not specifically require any external circuitry or specific connections for proper operation.
However, there are some general design guidelines that are recommended for help in troubleshooting and
building a robust design.

Power supply design

Poor power supply can lead to poor radio performance especially if the supply voltage is not kept within
tolerance or is excessively noisy. To help reduce noise a 1uF and 8.2pF capacitor are recommended to be placed
as near to pinl on the PCB as possible. If using a switching regulator for your power supply, switching frequencies
above 500 kHz are preferred. Power supply ripple should be limited to a maximum 50 mV peak to peak.

For designs using the programmable modules an additional 10uF decoupling cap is recommended near
pin 1 of the module. The nearest proximity to pin 1 of the 3 caps should be in the following order: 8.2pf,
1uF followed by 10uF.

Recommended pin connections

The only required pin connections are VCC, GND, DOUT and DIN. To support serial firmware updates, VCC, GND,
DOUT, DIN, RTS, and DTR should be connected.

All unused pins should be left disconnected. All inputs on the radio can be pulled high with 30k internal pull-up
resistors using the PR software command. No specific treatment is needed for unused outputs.

For applications that need to ensure the lowest sleep current, inputs should never be left floating. Use internal or
external pull-up or pull-down resistors, or set the unused I/0 lines to outputs.

Other pins may be connected to external circuitry for convenience of operation including the Associate LED pin
(pin 15) and the Commissioning pin (pin 20). The Associate LED pin will flash differently depending on the state of
the module to the network, and a pushbutton attached to pin 20 can enable various join functions without
having to send UART commands. Please see Commissioning pushbutton and associate LED for more details. The
source and sink capabilities are limited to 4mA for all pins on the module.

The VRef pin (pin 14) is not used on this module. For compatibility with other XBee modules, we recommend
connecting this pin to a voltage reference if analog sampling is desired. Otherwise, connect to GND.
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Board layout

XBee modules do not have any specific sensitivity to nearby processors, crystals or other PCB components. Other
than mechanical considerations, no special PCB placement is required for integrating XBee radios except for
those with integral antennas. In general, Power and GND traces should be thicker than signal traces and be able
to comfortably support the maximum currents.

The radios are also designed to be self sufficient and work with the integrated and external antennas without the
need for additional ground planes on the host PCB. However, considerations should be taken on the choice of
antenna and antenna location. Metal objects that are near an antenna cause reflections and may reduce the
ability for an antenna to efficiently radiate. Using an integral antenna (like a wire whip antenna) in an enclosed
metal box will greatly reduce the range of a radio. For this type of application an external antenna would be a
better choice.

External antenna positioning guidelines

Position antennas away from metal objects, which can block or reduce transmission distance. These objects can
include:

= Metal poles

= Metal studs or beams in structures
= Metal rods in concrete

= Metal enclosures

= Vehicles

= Elevators

= Ventilation ducts

= Refrigerators and microwave ovens

Wire whip antenna positioning
For optimal transmission, follow these guidelines for wire whip antennas:

= Place the antenna above or away from any metal objects like batteries, tall electrolytic capacitors or metal
enclosures.

= Position the antenna straight and perpendicular to the ground plane and/or chassis.

= [fyou need to bend the antenna to fit into a tight space, bend it away from metal and use caution to avoid
weakening the solder joint connecting the antenna to the module.

Antenna elements radiate perpendicular to the direction they point. Thus a vertical antenna emits across
the horizon.

Chip antenna positioning

For optimal transmission, follow these guidelines for chip antennas:

= Mount the module onto the edge of the PCB.

= Place the PCB inside a plastic enclosure (not metal).

= Do not place any ground planes or metal objects above or below the module at the antenna location.

= Ensure that the ground, power and signal planes immediately below the antenna section are vacant. See the
following drawing for the recommended keepout area.
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Minimum Keepout Area (All PCB layers)
83.8mm
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XBee form factor
XBee-PRO form factor
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The antenna performance improves with a larger keepout area
Notes:

1. We recommend non-metal enclosures. For metal enclosures, use an external antenna.

2. Keep metal chassis or mounting structures in the keepout area at least 2.54 cm (1 in) from the antenna.

3. Maximize the distance between the antenna and metal objects that might be mounted in the keepout area.

4. These keepout area guidelines do not apply for Wire Whip antennas or external RF connectors. Wire whip antennas

radiate best over the center of a ground plane.
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Electrical characteristics
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Module operation for the Programmable variant

The following table provides the DC characteristics of the module.

Input Low Voltage
Input High Voltage
Output Low Voltage
Output High Voltage
Input Leakage Current

Output source current
(standard)

Output source current
(high current)

Output sink current
(standard

Output sink current (high
current)

Total output current for all
I/O pins

VREF Internal

ADC input voltage range
Input impedance

Input Impedance

All digital inputs

All digital inputs

VCC>=27V

VCC>=2.7V

Viy =VCC or GND, all inputs, per pin

All digital outputs except RSSI/PWM,
DIO10, DIO4

RSSI/PWM, DI010, DIO4 digital
outputs

All digital inputs except RSSI/PWM,
DIO10, DIO4

RSSI/PWM, DI010, DIO4 digital
outputs

All digital outputs

EM250 has an internal reference that
is fixed

When taking a sample

When not taking a sample

0.8*VCC

0.82*vVCC

1.19

10

Electrical characteristics

1.2

0.2*VCC

0.18*VCC

0.5uA

40

1.21

VREFI

mA

mA

mA

mA

mA

MQ

MQ

The signal-ended ADC measurements are limited in their range and only guaranteed for accuracy in the
range 0 to VREFI. The nature of the ADC’s internal design allows for measurements outside of this range

(+/- 200 mV), but the accuracy of such measurements are not guaranteed.

The S2B modules that have the programmable option populated have a secondary processor with 32k of flash
and 2k of RAM. This allows module integrators to put custom code on the XBee module to fit their own unique
needs. The DIN, DOUT, RTS, CTS, and RESET lines are intercepted by the secondary processor to allow it to be in
control of the data transmitted and received. All other lines are in parallel and can be controlled by either the
EM250 or the MC9S08QE micro; see the block diagram below for details. The EM250 by default has control of
certain lines. These lines can be released by the EM250 by sending the proper command(s) to disable the desired
DIO line(s); see Command reference tables.
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In order for the secondary processor to sample with ADCs, the XBee pin 14 (VREF) needs to be connected to a reference voltage.

Digi provides a bootloader that can take care of programming the processor over the air or through the serial interface. This means that
over the air updates can be supported through an XMODEM protocol. The processor can also be programmed and debugged through a one
wire interface BKGD (Pin 8).

The following block diagram show the XBee-PRO plus S2B.

I P1and P2 are pins 1 to 20 of the XBee module
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Programmable XBee SDK

The XBee Programmable module is equipped with a Freescale MC9S08QE32 application processor.
This application processor comes with a supplied bootloader. To interface your application code
running on this processor to the XBee Programmable module's supplied bootloader, use the
Programmable XBee SDK.

To use the SDK, you must also download CodeWarrior. The download links are:
= CodeWarrior IDE: http://ftpl.digi.com/support/sampleapplications/40003004_B.exe

= Programmable XBee SDK: http://ftpl.digi.com/support/sampleapplications/40003003_D.exe

If these revisions change, search for the part number on Digi’s website. For example, search for
“40003003".

Install the IDE first, then install the SDK.

The documentation for the Programmable XBee SDK is built into the SDK, so the Getting Started
guide appears when you open CodeWarrior.
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Comparing Transparent and API operation
Modes of operation

XBee/XBee-PRO Zigbee RF Modules User Guide

24



Module operation

Serial communications

Serial communications

The XBee RF Modules interface to a host device through a logic-level asynchronous serial port. Through its serial
port, the module can communicate with any logic and voltage compatible UART; or through a level translator to

any serial device; for example: through a RS-232 or USB interface board.

UART data flow

Devices that have a UART interface can connect directly to the pins of the RF module as shown in the figure

below.

System data flow diagram in a UART-interfaced environment
(Low-asserted signals distinguished with horizontal line over signal name.)

—

DIN (data in)
cTs
|
DO (data out)
I

RTS

—i—

DIN (data in)
cTs
|
DO (data out)

RTS

Serial data

Data enters the module UART through the DIN (pin 3) as an asynchronous serial signal. The signal should idle high

when no data is being transmitted.

Each data byte consists of a start bit (low), 8 data bits (least significant bit first) and a stop bit (high). The

following figure illustrates the serial bit pattern of data passing through the module.
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UART data packet 0x1F (decimal number “31”) as transmitted through the RF module
Example data format is 8-N-1 (bits - parity - # of stop bits)

T 1 7 1 1 0 o o

Least Significant Bit (first)

Idle (high) .
\ UART Signal
A
Signal 0VvDC
Voltage
Start Bit (low) Stop Bit (high)
Time >
Serial communications depend on the two UARTSs (the microcontroller's and the RF module's) to be configured
with compatible settings (baud rate, parity, start bits, stop bits, data bits).
The UART baud rate, parity, and stop bits settings on the XBee module can be configured with the BD, NB, and SB
commands respectively. See Command reference tables for details.
Serial buffers
The XBee modules maintain small buffers to collect received serial and RF data, which is illustrated in the figure
below. The serial receive buffer collects incoming serial characters and holds them until they can be processed.
The serial transmit buffer collects data that is received via the RF link that will be transmitted out the UART.
Internal data flow diagram
DIN ~ Serial Receive > RF TX Transmitter
Buffer Buffer —T > RF Switch
= I
Processor —( ) Antenna
Port
bouT Serial RE RX
= > T:Sfig't ——| puffer [ET———| Receiver lg |

Serial receive buffer

When serial data enters the RF module through the DIN Pin (pin 3), the data is stored in the serial receive buffer
untilit can be processed. Under certain conditions, the module may not be able to process data in the serial
receive buffer immediately. If large amounts of serial data are sent to the module, CTS flow control may be
required to avoid overflowing the serial receive buffer.

Cases in which the serial receive buffer may become full and possibly overflow:

1 Ifthe moduleisreceiving a continuous stream of RF data, the data in the serial receive buffer will not be
transmitted until the module is no longer receiving RF data.
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2 Ifthe module is transmitting an RF data packet, the module may need to discover the destination address or
establish a route to the destination. After transmitting the data, the module may need to retransmit the data
if an acknowledgment is not received, or if the transmission is a broadcast. These issues could delay the
processing of data in the serial receive buffer.

Serial transmit buffer

When RF data is received, the data is moved into the serial transmit buffer and sent out the UART. If the serial
transmit buffer becomes full enough such that all data in a received RF packet will not fit in the serial transmit
buffer, the entire RF data packet is dropped.

Cases in which the serial transmit buffer may become full resulting in dropped RF packets

1 Ifthe RF data rate is set higher than the interface data rate of the module, the module could receive data
faster than it can send the data to the host.

2 |Ifthe host does not allow the module to transmit data out from the serial transmit buffer because of being
held off by hardware flow control.

Serial flow control

The RTS and CTS module pins can be used to provide RTS and/or CTS flow control. CTS flow control provides an
indication to the host to stop sending serial data to the module. RTS flow control allows the host to signal the
module to not send data in the serial transmit buffer out the UART. RTS and CTS flow control are enabled using
the D6 and D7 commands.

CTS flow control

If CTS flow control is enabled (D7 command), when the serial receive buffer is 17 bytes away from being full, the
module de-asserts CTS (sets it high) to signal to the host device to stop sending serial data. CTS is re-asserted
after the serial receive buffer has 34 bytes of space.

RTS flow control

If RTS flow control is enabled (D6 command), data in the serial transmit buffer will not be sent out the DOUT pin
as long as RTS is de-asserted (set high). The host device should not de-assert RTS for long periods of time to avoid
filling the serial transmit buffer. If an RF data packet is received, and the serial transmit buffer does not have
enough space for all of the data bytes, the entire RF data packet will be discarded.

If the XBee is sending data out the UART when RTS is de-asserted (set high), the XBee could send up to 5
characters out the UART after RTS is de-asserted.

Serial interface protocols

The XBee modules support both transparent and Application Programming Interface (API) serial interfaces.

Transparent operation

When operating in transparent mode, the modules act as a serial line replacement. All UART data received
through the DIN pin is queued up for RF transmission. When RF data is received, the data is sent out through the
DOUT pin. The module configuration parameters are configured using the AT command mode interface.

Data is buffered in the serial receive buffer until one of the following causes the data to be packetized and
transmitted:
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= No serial characters are received for the amount of time determined by the RO (Packetization Timeout)
parameter. If RO = 0, packetization begins when a character is received.

= The Command Mode Sequence (GT + CC + GT) is received. Any character buffered in the serial receive buffer
before the sequence is transmitted.

= The maximum number of characters that will fit in an RF packet is received.

RF modules that contain the following firmware versions will support Transparent Mode:
20xx (AT coordinator), 22xx (AT router), and 28xx (AT end device).

APl operation

APl operation is an alternative to transparent operation. The frame-based APl extends the level to which a host
application can interact with the networking capabilities of the module. When in API mode, all data entering and
leaving the module is contained in frames that define operations or events within the module.

Transmit data frames (received through the DIN pin (pin 3)) include:
= RF Transmit Data Frame

= Command Frame (equivalent to AT commands)

Receive data frames (sent out the DOUT pin (pin 2)) include:

= RF-received data frame

= Command response

= Event notifications such as reset, associate, disassociate, and so forth

The API provides alternative means of configuring modules and routing data at the host application layer. A host
application can send data frames to the module that contain address and payload information instead of using
command mode to modify addresses. The module will send data frames to the application containing status
packets; as well as source, and payload information from received data packets.

The APl operation option facilitates many operations such as the examples cited below:
= Transmitting data to multiple destinations without entering Command Mode
= Receive success/failure status of each transmitted RF packet

= |dentify the source address of each received packet

RF modules that contain the following firmware versions will support API operation:
21xx (API coordinator), 23xx (API router), and 29xx (APl end device).
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Comparing Transparent and APl operation

Comparing Transparent and APl operation

The following table compares the advantages of transparent and API modes of operation:

Transparent Operation Features

Simple Interface

Easy to support

API Operation Features

All received serial data is transmitted unless the module is in command mode.

Itis easier for an application to support transparent operation and command mode

Easy to manage data transmissions to
multiple destinations

Received data frames indicate the
sender's address

Advanced Zigbee addressing support

Advanced networking diagnostics

Remote configuration

Transmitting RF data to multiple remotes only requires changing the addressin the
API frame. This process is much faster than in transparent operation where the
application must enter AT command mode, change the address, exit command
mode, and then transmit data.

Each API transmission can return a transmit status frame indicating the success or
reason for failure.

All received RF data API frames indicate the source address.

API transmit and receive frames can expose Zigbee addressing fields including
source and destination endpoints, cluster ID and profile ID. This makes it easy to
support ZDO commands and public profile traffic.

API frames can provide indication of |0 samples from remote devices, and node
identification messages.

Set / read configuration commands can be sent to remote devices to configure
them as needed using the API.

Generally, we recommend API firmware when a device:

= sends RF data to multiple destinations

= sends remote configuration commands to manage devices in the network

= receives 10 samples from remote devices

= receives RF data packets from multiple devices, and the application needs to know which device sent which

packet

=  must support multiple Zigbee endpoints, cluster IDs, and/or profile IDs

= usesthe Zigbee Device Profile services.

If the conditions listed above do not apply (for example, a sensor node, router, or a simple application), then AT
firmware might be suitable. It is acceptable to use a mixture of devices running APl and AT firmware in a network.
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Modes of operation

Idle Mode

When not receiving or transmitting data, the RF module is in Idle Mode. The module shifts into the other modes of
operation under the following conditions:

= Transmit Mode (serial data in the serial receive buffer is ready to be packetized)
= Receive Mode (valid RF data is received through the antenna)
= Sleep Mode (End Devices only)

= Command Mode (Command Mode sequence is issued)

Transmit Mode

When serial data is received and is ready for packetization, the RF module will exit Idle Mode and attempt to
transmit the data. The destination address determines which node(s) will receive the data.

Prior to transmitting the data, the module ensures that a 16-bit network address and route to the destination
node have been established.

If the destination 16-bit network address is not known, network address discovery will take place. If a route is not
known, route discovery will take place for the purpose of establishing a route to the destination node. If a module
with a matching network address is not discovered, the packet is discarded. The data will be transmitted once a
route is established. If route discovery fails to establish a route, the packet will be discarded. The following
drawing shows the Transmit Mode sequence.

| Successful transmission

Yes

Route known? Transmit data

Idle mode

New
transmission

16-bit Network Route Discovery
Address Discovery

Yes Yes

16-bit Network

Address Discovered? Route discovered?

Data discarded

When data is transmitted from one node to another, a network-level acknowledgment is transmitted back across
the established route to the source node. This acknowledgment packet indicates to the source node that the
data packet was received by the destination node. If a network acknowledgment is not received, the source node
will re-transmit the data.

Itis possible in rare circumstances for the destination to receive a data packet, but for the source to not receive
the network acknowledgment. In this case, the source will retransmit the data, which could cause the destination
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to receive the same data packet multiple times. The XBee modules do not filter out duplicate packets. The
application should include provisions to address this potential issue

See Data transmission for more information.

Receive Mode

If a valid RF packet is received, the data is transferred to the serial transmit buffer.

Command Mode

To modify or read RF Module parameters, the module must first enter into Command Mode - a state in which
incoming serial characters are interpreted as commands. Refer to Supporting the API for an alternate means of
configuring modules.

AT Command Mode

Entering AT Command Mode

Send the three-character command sequence +++ and observe guard times before and after the command
characters. Refer to the “Default AT Command Mode Sequence.”

Default AT Command Mode Sequence (for transition to Command Mode):
= No characters sent for one second [GT (Guard Times) parameter = 0x3E8]
= Input three plus characters (+++) within one second [CC (Command Sequence Character) parameter = 0x2B.]

= No characters sent for one second [GT (Guard Times) parameter = 0x3E8]

Once the AT command mode sequence has been issued, the module sends an OK\r out the DOUT pin. The "OK\r"
characters can be delayed if the module has not finished transmitting received serial data.

When command mode has been entered, the command mode timer is started (CT command), and the module is
able to receive AT commands on the DIN pin.

All of the parameter values in the sequence can be modified to reflect user preferences.

Failure to enter AT Command Mode is most commonly due to baud rate mismatch. By default, the BD
(Baud Rate) parameter =3 (9600 b/s).

Sending AT commands

Send AT commands and parameters using the syntax shown below.

Figure 1: Syntax for sending AT commands

"AT" ASCII Space + Parameter + Carriage
Prefix Command (Optional) (Optional, HEX) Return
|
L L H I

Example: ATDT 1F<CR>

To read a parameter value stored in the RF module’s register, omit the parameter field.

The preceding example would change the RF module Destination Address (Low) to 0x1F. To store the new value
to non-volatile (long term) memory, subsequently send the WR (Write) command.
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For modified parameter values to persist in the module’s registry after a reset, changes must be
saved to non-volatile memory using the WR (Write) Command. Otherwise, parameters are restored
to previously saved values after the module is reset.

Command response

When a command is sent to the module, the module will parse and execute the command. Upon
successful execution of a command, the module returns an OK message. If execution of a command
results in an error, the module returns an ERROR message.

Applying command changes

Any changes made to the configuration command registers through AT commands will not take
effect until the changes are applied. For example, sending the BD command to change the baud rate
will not change the actual baud rate until changes are applied. Changes can be applied in one of the
following ways:

= The Apply Changes (AC) command is issued.

= AT command mode is exited.

To Exit AT Command Mode:

1 Send the ATCN (Exit Command Mode) command (followed by a carriage return).
[OR]

2 Ifnovalid AT Commands are received within the time specified by CT (Command Mode Timeout)
Command, the RF module automatically returns to Idle Mode.

For an example of programming the RF module using AT Commands and descriptions of
each configurable parameter, please see Command reference tables.

Sleep Mode

Sleep modes allow the RF module to enter states of low power consumption when not in use. The
XBee RF modules support both pin sleep (sleep mode entered on pin transition) and cyclic sleep
(module sleeps for a fixed time). XBee End Device configuration discusses XBee sleep modes in
detail.
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Introduction to Zighee

Zigbee is an open global standard built on the IEEE 802.15.4 MAC/PHY. Zigbee defines a network layer above the
802.15.4 layers to support advanced mesh routing capabilities. The Zigbee specification is developed by a
growing consortium of companies that make up the Zigbee Alliance. The Alliance is made up of over 300
members, including semiconductor, module, stack, and software developers.

Zigbee stack layers

The Zigbee stack consists of several layers including the PHY, MAC, Network, Application Support Sublayer (APS),
and Zigbee Device Objects (ZDO) layers. Technically, an Application Framework (AF) layer also exists, but will be
grouped with the APS layer in remaining discussions. The Zigbee layers are shown in the figure below.

Application / Profiles

CZigBee [ Lol

| MAC Layer
|' ~ Physical Layer (PHY)

A description of each layer appears in the following table:

PHY Defines the physical operation of the Zigbee device including receive sensitivity, channel rejection, output
power, number of channels, chip modulation, and transmission rate specifications. Most Zigbee
applications operate on the 2.4 GHz ISM band at a 250kb/s data rate. See the IEEE 802.15.4 specification for

| 802.15.4

details.

MAC Manages RF data transactions between neighboring devices (point to point). The MAC includes services
such as transmission retry and acknowledgment management, and collision avoidance techniques (CSMA-
CA).

Network Adds routing capabilities that allows RF data packets to traverse multiple devices (multiple “hops”) to route

data from source to destination (peer to peer).

APS (AF) Application layer that defines various addressing objects including profiles, clusters, and endpoints.
ZDO Application layer that provides device and service discovery features and advanced network management
capabilities.
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Networking concepts

Device types

Zigbee defines three different device types: Coordinator, Router, and End Device.

Node types [ sample of a basic Zighee network topology
A coordinator has the following characteristics: it

= Selects a channel and PAN ID (both 64-bit and 16-bit) to start the network
= Can allow routers and end devices to join the network

= Can assist in routing data

= Cannot sleep--should be mains powered

= Can buffer RF data packets for sleeping end device children

Arouter has the following characteristics: it

= Must join a Zigbee PAN before it can transmit, receive, or route data

= After joining, can allow routers and end devices to join the network

= After joining, can assist in routing data

= Cannot sleep—should be mains powered

Can buffer RF data packets for sleeping end device children
An end device has the following characteristics: it

= Must join a Zigbee PAN before it can transmit or receive data

Cannot allow devices to join the network
= Must always transmit and receive RF data through its parent
= Cannot route data

= Can enter low power modes to conserve power and can be battery-powered
An example of such a network is shown below:

Coordinator

One per PAN
Establishes /Organizes a FAN

Mains-powered

Router
Optional
Several can be ina PAN

Mains-powered

End Device
Several can be ina PAN
Low power

Networking concepts

In Zigbee networks, the coordinator must select a PAN ID (64-bit and 16-bit) and channel to start a network. After
that, it behaves essentially like a router. The coordinator and routers can allow other devices to join the network

and can route data.

After an end device joins a router or coordinator, it must be able to transmit or receive RF data through that
router or coordinator. The router or coordinator that allowed an end device to join becomes the “parent” of the
end device. Since the end device can sleep, the parent must be able to buffer or retain incoming data packets

destined for the end device until the end device is able to wake and receive the data.
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PAN ID

Zigbee networks are called personal area networks or PANs. Each network is defined with a unique PAN identifier
(PAN ID). This identifier is common among all devices of the same network. Zigbee devices are either
preconfigured with a PAN ID to join, or they can discovery nearby networks and select a PAN ID to join.

Zigbee supports both a 64-bit and a 16-bit PAN ID. Both PAN IDs are used to uniquely identify a network. Devices
on the same Zigbee network must share the same 64-bit and 16-bit PAN IDs. If multiple Zigbee networks are
operating within range of each other, each should have unique PAN IDs.

The 16-bit PAN ID is used as a MAC layer addressing field in all RF data transmissions between devices in a
network. However, due to the limited addressing space of the 16-bit PAN ID (65,535 possibilities), there is a
possibility that multiple Zigbee networks (within range of each other) could use the same 16-bit PAN ID. To
resolve potential 16-bit PAN ID conflicts, the Zigbee Alliance created a 64-bit PAN ID.

The 64-bit PAN ID (also called the extended PAN ID), is intended to be a unique, non-duplicated value. When a
coordinator starts a network, it can either start a network on a preconfigured 64-bit PAN ID, or it can select a
random 64-bit PAN ID. The 64-bit PAN ID is used during joining; if a device has a preconfigured 64-bit PAN ID, it
will only join a network with the same 64-bit PAN ID. Otherwise, a device could join any detected PAN and inherit
the PAN ID from the network when it joins. The 64-bit PAN ID is included in all Zigbee beacons and is used in 16-bit
PAN ID conflict resolution.

Routers and end devices are typically configured to join a network with any 16-bit PAN ID as long as the 64-bit
PAN ID is valid. Coordinators typically select a random 16-bit PAN ID for their network.

Since the 16-bit PAN ID only allows up to 65,535 unique values, and since the 16-bit PAN ID is randomly selected,
provisions exist in Zigbee to detect if two networks (with different 64-bit PAN IDs) are operating on the same 16-
bit PAN ID. If such a conflict is detected, the Zigbee stack can perform PAN ID conflict resolution to change the 16-
bit PAN ID of the network in order to resolve the conflict. See the Zigbee specification for details.

To summarize, Zigbee routers and end devices should be configured with the 64-bit PAN ID of the network they
want to join. They typically acquire the 16-bit PAN ID when they join a network.

Operating channel

Zigbee uses direct-sequence spread spectrum modulation and operates on a fixed channel. The 802.15.4 PHY
defines 16 operating channels in the 2.4 GHz frequency band. XBee modules support all 16 channels and XBee-
PRO modules support 14 of the 16 channels.

Zigbee application layers: in depth

This section provides a more in-depth look at the Zigbee application stack layers (APS, ZDO) including a
discussion on Zigbee endpoints, clusters, and profiles. Much of the material in this section can introduce
unnecessary details of the Zigbee stack that are not required in many cases.

Skip this section if:

= The XBee does not need to interoperate or talk to non-Digi Zigbee devices

= The XBee simply needs to send data between devices

Read this section if:

= The XBee may talk to non-Digi Zigbee devices

= The XBee requires network management and discovery capabilities of the ZDO layer

= The XBee needs to operate in a public application profile (smart energy, home automation, and so forth).
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Application Support Sublayer (APS)
The APS layer in Zigbee adds support for application profiles, cluster IDs, and endpoints.

Application profiles

Application profiles specify various device descriptions including required functionality for various devices. The
collection of device descriptions forms an application profile. Application profiles can be defined as “Public” or
“Private” profiles. Private profiles are defined by a manufacturer whereas public profiles are defined, developed,
and maintained by the Zigbee Alliance. Each application profile has a unique profile identifier assigned by the
Zigbee Alliance.

Examples of public profiles include:
= Home automation
= Smartenergy

= Commercial building automation

The Smart Energy profile, for example, defines various device types including an energy service portal, load
controller, thermostat, in-home display, and so forth. The Smart Energy profile defines required functionality for
each device type. For example, a load controller must respond to a defined command to turn a load on or off. By
defining standard communication protocols and device functionality, public profiles allow interoperable Zigbee
solutions to be developed by independent manufacturers.

Digi XBee ZB firmware operates on a private profile called the Digi Drop-In Networking profile. However, the API
firmware in the module can be used in many cases to talk to devices in public profiles or non-Digi private profiles.
See APl operation for details.

Clusters

A cluster is an application message type defined within a profile. Clusters are used to specify a unique function,
service, or action. For example, the following are some clusters defined in the home automation profile:

= On/off - used to switch devices on or off (lights, thermostats, and so forth.)
= Level control - used to control devices that can be set to a level between on and off

= Color control - controls the color of color capable devices.

Each cluster has an associated 2-byte cluster identifier (cluster ID). The cluster ID is included in all application
transmissions. Clusters often have associated request and response messages. For example, a smart energy
gateway (service portal) might send a load control event to a load controller in order to schedule turning on or off
an appliance. Upon executing the event, the load controller would send a load control report message back to
the gateway.

Devices that operate in an application profile (private or public) must respond correctly to all required clusters.
For example, a light switch that will operate in the home automation public profile must correctly implement the
On/Off and other required clusters in order to interoperate with other home automation devices. The Zighee
Alliance has defined a Zigbee Cluster Library (ZCL) that contains definitions or various general use clusters that
could be implemented in any profile.

XBee modules implement various clusters in the Digi private profile. In addition, the API can be used to send or
receive messages on any cluster ID (and profile ID or endpoint). See Explicit Addressing Zigbee Command frame
for details.

Endpoints

The APS layer includes supports for endpoints. An endpoint can be thought of as a running application, similar to
a TCP/IP port. A single device can support one or more endpoints. Each application endpoint is identified by a 1-
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byte value, ranging from 1 to 240. Each defined endpoint on a device is tied to an application profile. A device
could, for example, implement one endpoint that supports a Smart Energy load controller, and another endpoint
that supports other functionality on a private profile.

Zigbee device profile

Profile ID 0x0000 is reserved for the Zigbee Device Profile. This profile is implemented on all Zigbee devices.
Device Profile defines many device and service discovery features and network management capabilities.
Endpoint 0 is a reserved endpoint that supports the Zigbee Device Profile. This endpoint is called the Zigbee
Device Objects (ZDO) endpoint.

Zigbee Device Objects (ZDO)

The ZDO (endpoint 0) supports the discovery and management capabilities of the Zigbee Device Profile. A
complete listing of all ZDP services is included in the Zigbee specification. Each service has an associated cluster
ID.

The XBee ZB firmware allows applications to easily send ZDO messages to devices in the network using the API.
See ZDO transmissions for details.

Coordinator operation

Forming a network

The coordinator is responsible for selecting the channel, PAN ID (16-bit and 64-bit), security policy, and stack
profile for a network. Since a coordinator is the only device type that can start a network, each Zigbee network
must have one coordinator. After the coordinator has started a network, it can allow new devices to join the
network. It can also route data packets and communicate with other devices on the network.

To ensure the coordinator starts on a good channel and unused PAN ID, the coordinator performs a series of
scans to discover any RF activity on different channels (energy scan) and to discover any nearby operating PANs
(PAN scan). The process for selecting the channel and PAN ID are described in the following sections.

Channel selection

When starting a network, the coordinator must select a “good” channel for the network to operate on. To do this,
it performs an energy scan on multiple channels (frequencies) to detect energy levels on each channel. Channels
with excessive energy levels are removed from its list of potential channels to start on.

PAN ID selection

After completing the energy scan, the coordinator scansits list of potential channels (remaining channels after
the energy scan) to obtain a list of neighboring PANs. To do this, the coordinator sends a beacon request
(broadcast) transmission on each potential channel. All nearby coordinators and routers (that have already
joined a Zigbee network) will respond to the beacon request by sending a beacon back to the coordinator. The
beacon contains information about the PAN the device is on, including the PAN identifiers (16-bit and 64-bit). This
scan (collecting beacons on the potential channels) is typically called an active scan or PAN scan.

After the coordinator completes the channel and PAN scan, it selects a random channel and unused 16-bit PAN ID
to start on.

XBee/XBee-PRO Zigbee RF Modules User Guide 38



Zigbee networks Coordinator operation

Security policy

The security policy determines which devices are allowed to join the network, and which device(s) can
authenticate joining devices. See ZB security for a detailed discussion of various security policies.

Persistent data

Once a coordinator has started a network, it retains the following information through power cycle or reset
events:

= PANID
= Operating channel
= Security policy and frame counter values

= Child table (end device children that are joined to the coordinator).

The coordinator will retain this information indefinitely until it leaves the network. When the coordinator leaves a
network and starts a new network, the previous PAN ID, operating channel, and child table data are lost.

XBee ZB Coordinator startup

The following commands control the coordinator network formation process.

Network formation commands used by the coordinator to form a network.

ID Used to determine the 64-bit PAN ID. If set to 0 (default), a random 64-bit PAN ID will be selected.

Determines the scan channels bitmask (up to 16 channels) used by the coordinator when forming a network.
SC The coordinator will perform an energy scan on all enabled SC channels. It will then perform a PAN ID scan and
then form the network on one of the SC channels.

sD Set the scan duration period. This value determines how long the coordinator performs an energy scan or PAN
ID scan on a given channel.

VA Set the Zigbee stack profile for the network.

EE Enable or disable security in the network.

NK Set the network security key for the network. If set to 0 (default), a random network security key will be used.

KY Set the trust center link key for the network. If set to 0 (default), a random link key will be used.

EO Set the security policy for the network.

Once the coordinator starts a network, the network configuration settings and child table data persist through
power cycles as mentioned in Persistent data.

When the coordinator has successfully started a network, it

= Allows other devices to join the network for a time (see NJ command)
= Sets AI=0

= Starts blinking the Associate LED

= Sendsan APl modem status frame (“coordinator started”) out the UART (API firmware only)
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These behaviors are configurable using the following commands:

NJ Sets the permit-join time on the coordinator, measured in seconds.
D5 Enables the Associate LED functionality.
LT Sets the Associate LED blink time when joined. Default is one blink per second.

If any of the command values in the network formation commands table changes, the coordinator will leave its
current network and start a new network, possibly on a different channel. Note that command changes must be
applied (AC or CN command) before taking effect.

Permit joining

The permit joining attribute on the coordinator is configurable with the NJ command. NJ can be configured to
always allow joining, or to allow joining for a short time.

Joining always enabled

If NJ=0xFF (default), joining is permanently enabled. This mode should be used carefully. Once a network has
been deployed, the application should strongly consider disabling joining to prevent unwanted joins from
occurring.

Joining temporarily enabled

If NJ < OxFF, joining will be enabled only for a number of seconds, based on the NJ parameter. The timer is started
once the XBee joins a network. Joining will not be re-enabled if the module is power cycled or reset. The
following mechanisms can restart the permit-joining timer:

= Changing NJ to a different value (and applying changes with the AC or CN commands)
= Pressing the commissioning button twice (enables joining for one minute)

= Issuing the CB command with a parameter of two (software emulation of a two button press - enables joining
for one minute)

Resetting the Coordinator

When the coordinator is reset or power cycled, it checks its PAN ID, operating channel and stack profile against
the network configuration settings (ID, CH, ZS). It also verifies the saved security policy against the security
configuration settings (EE, NK, KY). If the coordinator's PAN ID, operating channel, stack profile, or security policy
is not valid based on its network and security configuration settings, then the coordinator will leave the network
and attempt to form a new network based on its network formation command values.

To prevent the coordinator from leaving an existing network, the WR command should be issued after all
network formation commands have been configured in order to retain these settings through power cycle or
reset events.

Leaving a network

There are a couple of mechanisms that will cause the coordinator to leave its current PAN and start a new
network based on its network formation parameter values. These include the following:

= Change the ID command such that the current 64-bit PAN ID is invalid

= Change the SC command such that the current channel (CH) is not included in the channel mask
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= Change the ZS or any of the security command values (excluding NK)
= |ssue the NRO command to cause the coordinator to leave

= Issue the NR1 command to send a broadcast transmission, causing all devices in the network to leave and
migrate to a different channel

= Press the commissioning button four times or issue the CB command with a parameter of 4

= |ssue a network leave command

Note that changes to ID, SC, ZS, and security command values only take effect when changes are applied (AC or
CN commands).

Replacing a Coordinator (security disabled only)

In rare occasions, it may become necessary to replace an existing coordinator in a network with a new physical
device. If security is not enabled in the network, a replacement XBee coordinator can be configured with the PAN
ID (16-bit and 64-bit), channel, and stack profile settings of a running network in order to replace an existing
coordinator.

NOTE: Having two coordinators on the same channel, stack profile, and PAN ID (16-bit and 64-bit) can cause
problems in the network and should be avoided. When replacing a coordinator, the old coordinator should be
turned off before starting the new coordinator.

To replace a coordinator, the following commands should be read from a device on the network:

OoP Read the operating 64-bit PAN ID.
ol Read the operating 16-bit PAN ID.
CH Read the operating channel.

Z5 Read the stack profile.

Each of the commands listed above can be read from any device on the network. (These parameters will be the
same on all devices in the network.) After reading these commands from a device on the network, these
parameter values should be programmed into the new coordinator using the following commands.

ID

SC

ZS

Set the 64-bit PAN ID to match the read OP value.
Set the initial 16-bit PAN ID to match the read Ol value.

Set the scan channels bitmask to enable the read operating channel (CH command). For example, if the
operating channel is 0x0B, set SC to 0x0001. If the operating channel is 0x17, set SC to 0x1000.

Set the stack profile to match the read ZS value.

[l is the initial 16-bit PAN ID. Under certain conditions, the Zigbee stack can change the 16-bit PAN ID of
the network. For this reason, the Il command cannot be saved using the WR command. Once Il is set, the
coordinator leaves the network and starts on the 16-bit PAN ID specified by II.

Example: starting a Coordinator

1 Set SCand ID to the desired scan channels and PAN ID values. (The defaults should suffice).
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2 IfSCorlIDischanged from the default, issue the WR command to save the changes.

w

If SC or ID is changed from the default, apply changes (make SC and ID changes take effect) either by sending
the AC command or by exiting AT command mode.

The Associate LED will start blinking once the coordinator has selected a channel and PAN ID.
The APl Modem Status frame (“Coordinator Started”) is sent out the UART (API firmware only).

Reading the Al command (association status) will return a value of 0, indicating a successful startup.

~N 6o u b

Reading the MY command (16-bit address) will return a value of 0, the Zigbee-defined 16-bit address of the
coordinator.

After startup, the coordinator will allow joining based on its NJ value.

Example: replacing a Coordinator (security disabled)

1 Read the OP, Ol, CH, and ZS commands on the running coordinator.

2 SettheID, SC, and ZS parameters on the new coordinator, followed by WR command to save these parameter
values.

3 Turn off the running coordinator.
4 Set the Il parameter on the new coordinator to match the read Ol value on the old coordinator.

5 Wait for the new coordinator to start (Al=0).

Router operation

Routers must discover and join a valid Zigbee network before they can participate in a Zigbee network. After a
router has joined a network, it can allow new devices to join the network. It can also route data packets and
communicate with other devices on the network.

Discovering Zigbee networks

To discover nearby Zigbee networks, the router performs a PAN (or active) scan, just like the coordinator does
when it starts a network. During the PAN scan, the router sends a beacon request (broadcast) transmission on the
first channel in its scan channels list. All nearby coordinators and routers operating on that channel (that are
already part of a Zigbee network) respond to the beacon request by sending a beacon back to the router. The
beacon contains information about the PAN the nearby device is on, including the PAN identifier (PAN ID), and
whether or not joining is allowed. The router evaluates each beacon received on the channel to determine if a
valid PAN is found. A router considers a PAN to be valid if the PAN:

= Has avalid 64-bit PAN ID (PAN ID matches ID if ID > 0)
= Has the correct stack profile (ZS command)
= |sallowingjoining.

If a valid PAN is not found, the router performs the PAN scan on the next channel in its scan channels list and
continues scanning until a valid network is found, or until all channels have been scanned. If all channels have
been scanned and a valid PAN was not discovered, all channels will be scanned again.

The Zigbee Alliance requires that certified solutions not send beacon request messages too frequently. To meet
certification requirements, the XBee firmware attempts 9 scans per minute for the first 5 minutes, and 3 scans per
minute thereafter. If a valid PAN is within range of a joining router, it should typically be discovered within a few
seconds.
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Joining a network

Once the router discovers a valid network, it sends an association request to the device that sent a valid beacon
requesting a join on the Zigbee network. The device allowing the join then sends an association response frame
that either allows or denies the join.

When a router joins a network, it receives a 16-bit address from the device that allowed the join. The 16-bit
address is randomly selected by the device that allowed the join.

Authentication

In a network where security is enabled, the router must then go through an authentication process. See 7B
security for a discussion on security and authentication.

After the router is joined (and authenticated, in a secure network), it can allow new devices to join the network.

Persistent data

Once a router has joined a network, it retains the following information through power cycle or reset events:
= PANID

= Operating channel

= Security policy and frame counter values

= Child table (end device children that are joined to the coordinator).

The router will retain this information indefinitely until it leaves the network. When the router leaves a network,
the previous PAN ID, operating channel, and child table data are lost.

XBee ZB router joining

When the router is powered on, if it is not already joined to a valid Zigbee network, it immediately attempts to
find and join a valid Zigbee network.

The DJ command can be set to 1 to disable joining. The DJ parameter cannot be written with WR, so a
power cycle always clears the DJ setting.

The following commands control the router joining process.

ID

SC

SD

ZS

EE

KY

Sets the 64-bit PAN ID to join. Setting ID=0 allows the router to join any 64-bit PAN ID.

Set the scan channels bitmask that determines which channels a router will scan to find a valid network. SC on
the router should be set to match SC on the coordinator. For example, setting SC to 0x281 enables scanning on
channels 0x0B, 0x12, and 0x14, in that order.

Set the scan duration, or time that the router will listen for beacons on each channel.
Set the stack profile on the device.

Enable or disable security in the network. This must be set to match the EE value (security policy) of the
coordinator.

Set the trust center link key. If set to 0 (default), the link key is expected to be obtained (unencrypted) during
joining.
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Once the router joins a network, the network configuration settings and child table data persist through power
cycles as mentioned in Persistent data. If joining fails, the status of the last join attempt can be read in the Al
command register.

If any of the above command values change, when command register changes are applied (AC or CN commands),
the router will leave its current network and attempt to discover and join a new valid network.

When a ZB router has successfully joined a network, it:
= Allows other devices to join the network for a time
= Sets Al=0

= Starts blinking the Associate LED

= Sends an APl modem status frame (“associated”) out the UART (API firmware only).
These behaviors are configurable using the following commands:

NJ

D5

LT

Sets the permit-join time on the router, or the time that it will allow new devices to join the network, measured
in seconds. If NJ=0xFF, permit joining will always be enabled.

Enables the Associate LED functionality.

Sets the Associate LED blink time when joined. Default is 2 blinks per second (router).

Permit joining

The permit joining attribute on the router is configurable with the NJ command. NJ can be configured to always
allow joining, or to allow joining for a short time.

Joining always enabled

If NJ=0xFF (default), joining is permanently enabled. This mode should be used carefully. Once a network has
been deployed, the application should strongly consider disabling joining to prevent unwanted joins from
occurring.

Joining temporarily enabled

If NJ < OxFF, joining will be enabled only for a number of seconds, based on the NJ parameter. The timer is started
once the XBee joins a network. Joining will not be re-enabled if the module is power cycled or reset. The
following mechanisms can restart the permit-joining timer:

= Changing NJ to a different value (and applying changes with the AC or CN commands)
= Pressing the commissioning button twice (enables joining for 1 minute)

= |ssuing the CB command with a parameter of 2 (software emulation of a two button press - enables joining for
one minute)

= Causing the router to leave and rejoin the network.

Router network connectivity

Once a router joins a Zigbee network, it remains connected to the network on the same channel and PAN ID as
long as it is not forced to leave. See Leaving a network for details. If the scan channels (SC), PAN ID (ID) and
security settings (EE, KY) do not change after a power cycle, the router will remain connected to the network after
a power cycle.
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If a router may physically move out of range of the network it initially joined, the application should include
provisions to detect if the router can still communicate with the original network. If communication with the
original network is lost, the application may choose to force the router to leave the network. See Leaving a
network for details. The XBee firmware includes two provisions to automatically detect the presence of a
network, and leave if the check fails.

Power-on join verification

The JV command (join verification) enables the power-on join verification check. If enabled, the XBee will
attempt to discover the 64-bit address of the coordinator when it first joins a network. Once it has joined, it will
also attempt to discover the 64-bit address of the coordinator after a power cycle event. If 3 discovery attempts
fail, the router will leave the network and try to join a new network. Power-on join verification is disabled by
default (JV defaults to 0).

Network watchdog

The NW command (network watchdog timeout) can be used for a powered router to periodically check for the
presence of a coordinator to verify network connectivity. The NW command specifies a timeout in minutes where
the router must receive communication from the coordinator or data collector. The following events restart the
network watchdog timer:

= RF data received from the coordinator
= RF data sent to the coordinator and an acknowledgment was received
= Many-to-one route request was received (from any device)

= Changing the value of NW.

If the watchdog timer expires (no valid data received for NW time), the router will attempt to discover the 64-bit
address of the coordinator. If the address cannot be discovered, the router records one watchdog timeout. Once
three consecutive network watchdog timeouts have expired (3 * NW) and the coordinator has not responded to
the address discovery attempts, the router will leave the network and attempt to join a new network. Anytime a
router receives valid data from the coordinator or data collector, it will clear the watchdog timeouts counter and
restart the watchdog timer. The watchdog timer (NW command) is settable to several days. The network
watchdog feature is disabled by default (NW defaults to 0).
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Network Watchdog Behavior
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Leaving a network

There are a couple of mechanisms that will cause the router to leave its current PAN and attempt to discover and
join a new network based on its network joining parameter values.

These include the following:

= Change the ID command such that the current 64-bit PAN ID is invalid.

= Change the SC command such that the current channel (CH) is not included in the channel mask.
= Change the ZS or any of the security command values.

= [ssue the NRO command to cause the router to leave.

= [ssue the NR1 command to send a broadcast transmission, causing all devices in the network to leave and
migrate to a different channel.

= Press the commissioning button four times or issue the CB command with a parameter of 4.
= [ssue a network leave command.

Note that changes to ID, SC, ZS, and security command values only take effect when changes are applied (AC or
CN commands).
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Resetting the router

When the router is reset or power cycled, it checks its PAN ID, operating channel and stack profile against the
network configuration settings (ID, SC, ZS). It also verifies the saved security policy is valid based on the security
configuration commands (EE, KY). If the router's PAN ID, operating channel, stack profile, or security policy is
invalid, the router will leave the network and attempt to join a new network based on its network joining
command values.

To prevent the router from leaving an existing network, the WR command should be issued after all network
joining commands have been configured in order to retain these settings through power cycle or reset events.

Example: joining a network

After starting a coordinator (that is allowing joins), the following steps will cause a router to join the network:
1 SetID to the desired 64-bit PAN ID, or to 0 to join any PAN.

2 Set SC to the list of channels to scan to find a valid network.

3 IfSCorIDis changed from the default, apply changes (make SC and ID changes take effect) by issuing the AC
or CN command.

4 The Associate LED will start blinking once the router has joined a PAN.
5 Ifthe Associate LED is not blinking, the Al command can be read to determine the cause of join failure.

6 Once the router has joined, the OP and CH commands will indicate the operating 64-bit PAN ID and channel
the router joined.

7 The MY command will reflect the 16-bit address the router received when it joined.
8 The API Modem Status frame (“Associated”) is sent out the UART (API firmware only).

9 Thejoined router will allow other devices to join for a time based on its NJ setting.

End Device operation

Similar to routers, end devices must also discover and join a valid Zigbee network before they can participate in a
network. After an end device has joined a network, it can communicate with other devices on the network. Since
end devices are intended to be battery powered and therefore support low power (sleep) modes, end devices
cannot allow other devices to join, nor can they route data packets.

Discovering Zigbee networks

End devices go through the same process as routers to discover networks by issuing a PAN scan. After sending the
broadcast beacon request transmission, the end device listens for a short time in order to receive beacons sent
by nearby routers and coordinators on the same channel. The end device evaluates each beacon received on the
channel to determine if a valid PAN is found. An end device considers a PAN to be valid if the PAN:

= Has avalid 64-bit PAN ID (PAN ID matches ID if ID > 0)

= Has the correct stack profile (ZS command)

= Isallowingjoining

= Has capacity for additional end devices; see End Device capacity.

If a valid PAN is not found, the end device performs the PAN scan on the next channelin its scan channels list and
continues this process until a valid network is found, or until all channels have been scanned. If all channels have
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been scanned and a valid PAN was not discovered, the end device may enter a low power sleep state and scan
again later.

If scanning all SC channels fails to discover a valid PAN, XBee ZB modules will attempt to enter a low power state
and will retry scanning all SC channels after the module wakes from sleeping. If the module cannot enter a low
power state, it will retry scanning all channels, similar to the router. To meet Zigbee Alliance requirements, the
end device will attempt up to nine scans per minute for the first five minutes, and three scans per minute
thereafter.

The XBee ZB end device will not enter sleep until it has completed scanning all SC channels for a valid
network.

Joining a network

Once the end device discovers a valid network, it joins the network, similar to a router, by sending an association
request (to the device that sent a valid beacon) to request a join on the Zigbee network. The device allowing the
join then sends an association response frame that either allows or denies the join.

When an end device joins a network, it receives a 16-bit address from the device that allowed the join. The 16-bit
address is randomly selected by the device that allowed the join.

Parent child relationship

Since an end device may enter low power sleep modes and not be immediately responsive, the end device relies
on the device that allowed the join to receive and buffer incoming messages in its behalf until it is able to wake
and receive those messages. The device that allowed an end device to join becomes the parent of the end device,
and the end device becomes a child of the device that allowed the join.

End Device capacity

Routers and coordinators maintain a table of all child devices that have joined called the child table. This table is
afinite size and determines how many end devices can join. If a router or coordinator has at least one unused
entry in its child table, the device is said to have end device capacity. In other words, it can allow one or more
additional end devices to join. Zigbee networks should have sufficient routers to ensure adequate end device
capacity.

In the XBee ZB 2x6x firmware, a coordinator can support ten end devices, and a router can support 12 end
devices.

In ZB firmware, the NC command (number of remaining end device children) can be used to determine how many
additional end devices can join a router or coordinator. If NC returns 0, then the router or coordinator device has
no more end device capacity (its’ child table is full).

Also of note, since routers cannot sleep, there is no equivalent need for routers or coordinators to track joined
routers. Therefore, there is no limit to the number of routers that can join a given router or coordinator device;
there is no “router capacity” metric.

Authentication

In a network where security is enabled, the end device must then go through an authentication process. See 7B
security for a discussion on security and authentication.

XBee/XBee-PRO Zigbee RF Modules User Guide 48



Zigbee networks End Device operation

Persistent data

The end device can retain its PAN ID, operating channel, and security policy information through a power cycle.
However, since end devices rely heavily on a parent, the end device does an orphan scan to try and contact its
parent. If the end device does not receive an orphan scan response (called a coordinator realignment command),
it will leave the network and try to discover and join a new network. When the end device leaves a network, the
previous PAN ID and operating channel settings are lost.

Orphan scans

When an end device comes up from a power cycle, it performs an orphan scan to verify it still has a valid parent.
The orphan scan is sent as a broadcast transmission and contains the 64-bit address of the end device. Nearby
routers and coordinator devices that receive the broadcast check their child tables for an entry that contains the
end device's 64-bit address. If an entry is found with a matching 64-bit address, the device sends a coordinator
realignment command to the end device that includes the end device's 16-bit address, 16-bit PAN ID, operating
channel, and the parent's 64-bit and 16-bit addresses.

If the orphaned end device receives a coordinator realignment command, it is considered joined to the network.
Otherwise, it will attempt to discover and join a valid network.

XBee ZB End Device joining

When an end device is powered on, if it is not joined to a valid Zigbee network, or if the orphan scan fails to find a
parent, it immediately attempts to find and join a valid Zigbee network.

The DJ command can be set to 1 to disable joining. The DJ parameter cannot be written with WR, so a
power cycle always clears the DJ setting.

Similar to a router, the following commands control the end device joining process.

ID

SC

SD
VA

EE

KY

Sets the 64-bit PAN ID to join. Setting ID=0 allows the router to join any 64-bit PAN ID.

Set the scan channels bitmask that determines which channels an end device will scan to find a valid network.
SC on the end device should be set to match SC on the coordinator and routers in the desired network. For
example, setting SC to 0x281 enables scanning on channels 0x0B, 0x12, and 0x14, in that order.

Set the scan duration, or time that the end device will listen for beacons on each channel.
Set the stack profile on the device.

Enable or disable security in the network. This must be set to match the EE value (security policy) of the
coordinator.

Set the trust center link key. If set to 0 (default), the link key is expected to be obtained (unencrypted) during
joining.

Once the end device joins a network, the network configuration settings can persist through power cycles as
mentioned in Persistent data. If joining fails, the status of the last join attempt can be read in the Al command
register.

If any of these command values changes, when command register changes are applied, the end device will leave
its current network and attempt to discover and join a new valid network.

When a ZB end device has successfully started a network, it
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= Sets Al=0
= Starts blinking the Associate LED
= Sends an APl modem status frame (“associated”) out the UART (API firmware only)

= Attempts to enter low power modes
These behaviors are configurable using the following commands:

D5 Enables the Associate LED functionality.
LT Sets the Associate LED blink time when joined. Default is two blinks per second (end devices).

SM, SP, ST, SN, SO Parameters that configure the sleep mode characteristics. See Managing End Devices for details.

Parent connectivity

The XBee ZB end device sends regular poll transmissions to its parent when it is awake. These poll transmissions
query the parent for any new received data packets. The parent always sends a MAC layer acknowledgment back
to the end device. The acknowledgment indicates whether the parent has data for the end device or not.

If the end device does not receive an acknowledgment for three consecutive poll requests, it considers itself
disconnected from its parent and will attempt to discover and join a valid Zigbee network. See Managing End
Devices for details.

Resetting the End Device

When the end device is reset or power cycled, if the orphan scan successfully locates a parent, the end device
then checks its PAN ID, operating channel and stack profile against the network configuration settings (ID, SC,
ZS). It also verifies the saved security policy is valid based on the security configuration commands (EE, KY). If the
end device's PAN ID, operating channel, stack profile, or security policy is invalid, the end device will leave the
network and attempt to join a new network based on its network joining command values.

To prevent the end device from leaving an existing network, the WR command should be issued after all network
joining commands have been configured in order to retain these settings through power cycle or reset events.

Leaving a network

There are a couple of mechanisms that will cause the router to leave its current PAN and attempt to discover and
join a new network based on its network joining parameter values. These include the following:

= The ID command changes such that the current 64-bit PAN ID is invalid.

= The SC command changes such that the current operating channel (CH) is not included in the channel mask.
= The ZS or any of the security command values change.

= The NRO command isissued to cause the end device to leave.

= The NR1 command isissued to send a broadcast transmission, causing all devices in the network to leave and
migrate to a different channel.

= The commissioning button is pressed four times or the CB command is issued with a parameter of 4.

= The end device's parent is powered down or the end device is moved out of range of the parent such that the
end device fails to receive poll acknowledgment messages.

Changes to command values only take effect when changes are applied (AC or CN commands).
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Example: joining a network

After starting a coordinator (that is allowing joins), the following steps will cause an XBee end device to join the
network:

1 SetID to the desired 64-bit PAN ID, or to 0 to join any PAN.
2 Set SC to the list of channels to scan to find a valid network.

3 IfSCorlIDis changed from the default, apply changes (make SC and ID changes take effect) by issuing the AC
or CN command.

4 The Associate LED will start blinking once the end device has joined a PAN.
5 Ifthe Associate LED is not blinking, the Al command can be read to determine the cause of join failure.

6 Once the end device has joined, the OP and CH commands will indicate the operating 64-bit PAN ID and
channel the end device joined.

7 The MY command will reflect the 16-bit address the router received when it joined.
8 The APl Modem Status frame (“Associated”) is sent out the UART (API firmware only).

9 Thejoined end device will attempt to enter low power sleep modes based on its sleep configuration
commands (SM, SP, SN, ST, SO).

Channel scanning for the XBee/XBee-PRO ZB RF Module

As mentioned previously, routers and end devices must scan one or more channels to discover a valid network to
join. When a join attempt begins, the XBee sends a beacon request transmission on the lowest channel specified
in the SC (scan channels) command bitmask. If a valid PAN is found on the channel, the XBee will attempt to join
the PAN on that channel. Otherwise, if a valid PAN is not found on the channel, it will attempt scanning on the
next higher channel in the SC command bitmask. The XBee will continue to scan each channel (from lowest to
highest) in the SC bitmask until a valid PAN is found or all channels have been scanned. Once all channels have
been scanned, the next join attempt will start scanning on the lowest channel specified in the SC command
bitmask.

For example, if the SC command is set to 0x400F, the XBee would start scanning on channel 11 (0x0B) and scan
until a valid beacon is found, or until channels 11, 12, 13, 14, and 25 have been scanned (in that order).

Once an XBee router or end device joins a network on a given channel, if the XBee is told to leave (see Leaving a
network), it will leave the channel it joined on and continue scanning on the next higher channel in the SC
bitmask.

For example, if the SC command is set to 0x400F, and the XBee joins a PAN on channel 12 (0x0C), if the XBee
leaves the channel, it will start scanning on channel 13, followed by channels 14 and 25 if a valid network is not
found. Once all channels have been scanned, the next join attempt will start scanning on the lowest channel
specified in the SC command bitmask.

Managing multiple Zigbee networks

In some applications, multiple Zigbee networks may exist in proximity of each other. The application may need
provisions to ensure the XBee joins the desired network. There are a number of features in Zigbee to manage
joining among multiple networks. These include the following:

= PAN ID filtering
= Preconfigured security keys

= Permit joining
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= Application messaging

PAN ID filtering

The XBee can be configured with a fixed PAN ID by setting the ID command to a non-zero value. If the PAN ID is set
to a non-zero value, the XBee will only join a network with the same PAN ID.

Preconfigured security keys

Similar to PAN ID filtering, this method requires a known security key be installed on a router to ensure it will join
a Zigbhee network with the same security key. If the security key (KY command) is set to a non-zero value, and if
security is enabled (EE command), an XBee router or end device will only join a network with the same security
key.

Permit joining

The Permit Joining parameter can be disabled in a network to prevent unwanted devices from joining. When a
new device must be added to a network, permit-joining can be enabled for a short time on the desired network.
In the XBee firmware, joining is disabled by setting the NJ command to a value less than OxFF on all routers and

coordinator devices. Joining can be enabled for a short time using the commissioning push-button (see Network
commissioning and diagnostics for details) or the CB command.

Application messaging

If the above mechanisms are not feasible, the application could build in a messaging framework between the
coordinator and devices that join its network. For example, the application code in joining devices could send a
transmission to the coordinator after joining a network, and wait to receive a defined reply message. If the
application does not receive the expected response message after joining, the application could force the XBee
to leave and continue scanning (see the NR parameter in Execution commands).
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Transmission timeouts
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Addressing

All Zigbee devices have two different addresses, a 64-bit and a 16-bit address. The characteristics of each are
described below.

64-bit device addresses

The 64-bit address is a unique device address assigned during manufacturing. This address is unique to each
physical device. The 64-bit address includes a 3-byte Organizationally Unique Identifier (OUI) assigned by the
IEEE. The 64-bit address is also called the extended address.

16-bit device addresses

A device receives a 16-bit address when it joins a Zigbee network. For this reason, the 16-bit address is also called
the “network address”. The 16-bit address of 0x0000 is reserved for the coordinator. All other devices receive a
randomly generated address from the router or coordinator device that allows the join. The 16-bit address can
change under certain conditions:

= An address conflict is detected where two devices are found to have the same 16-bit address

= Adevice leaves the network and later joins (it can receive a different address)

All Zigbee transmissions are sent using the source and destination 16-bit addresses. The routing tables on Zigbee
devices also use 16-bit addresses to determine how to route data packets through the network. However, since
the 16-bit address is not static, it is not a reliable way to identify a device.

To solve this problem, the 64-bit destination address is often included in data transmissions to guarantee data is
delivered to the correct destination. The Zighee stack can discover the 16-bit address, if unknown, before
transmitting data to a remote.

Application layer addressing

Zigbee devices can support multiple application profiles, cluster IDs, and endpoints. See Zighbee application
layers: in depth. Application layer addressing allows data transmissions to be addressed to specific profile IDs,
cluster IDs, and endpoints. Application layer addressing is useful if an application must

= Inter-operate with other Zighee devices outside of the Digi application profile
= Use service and network management capabilities of the ZDO

= QOperate on a public application profile such as Home Controls or Smart Energy.

The API firmware provides a simple yet powerful interface that can easily send data to any profile ID, endpoint,
and cluster ID combination on any device in a Zigbee network.

Data transmission

Zigbee data packets can be sent as either unicast or broadcast transmissions. Unicast transmissions route data
from one source device to one destination device, whereas broadcast transmissions are sent to many or all
devices in the network.

Broadcast transmissions

Broadcast transmissions within the Zigbee protocol are intended to be propagated throughout the entire
network such that all nodes receive the transmission. To accomplish this, the coordinator and all routers that
receive a broadcast transmission will retransmit the packet three times.
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When a router or coordinator delivers a broadcast transmission to an end device child, the transmission
is only sent once (immediately after the end device wakes and polls the parent for any new data). See
Parent operation for details.

Broadcast data transmission
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Each node that transmits the broadcast will also create an entry in a local broadcast transmission table. This
entry is used to keep track of each received broadcast packet to ensure the packets are not endlessly
transmitted. Each entry persists for eight seconds. The broadcast transmission table holds eight entries.

For each broadcast transmission, the Zigbee stack must reserve buffer space for a copy of the data packet. This
copy is used to retransmit the packet as needed. Large broadcast packets will require more buffer space. This
information on buffer space is provided for general knowledge; the user does not and cannot change any buffer
spacing. Buffer spacing is handled automatically by the XBee module.

Since broadcast transmissions are retransmitted by each device in the network, broadcast messages should be
used sparingly.

Unicast transmissions

Unicast transmissions are sent from one source device to another destination device. The destination device
could be an immediate neighbor of the source, or it could be several hops away. Unicast transmissions that are
sent along a multiple hop path require some means of establishing a route to the destination device. See RF
packet routing for details.

Address resolution

As mentioned previously, each device in a Zigbee network has both a 16-bit (network) address and a 64-bit
(extended) address. The 64-bit address is unique and assigned to the device during manufacturing, and the 16-bit
address is obtained after joining a network. The 16-bit address can also change under certain conditions.
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When sending a unicast transmission, the Zigbee network layer uses the 16-bit address of the destination and
each hop to route the data packet. If the 16-bit address of the destination is not known, the Zigbee stack includes
a discovery provision to automatically discover the destination device's 16-bit address before routing the data.

To discover a 16-bit address of a remote, the device initiating the discovery sends a broadcast address discovery
transmission. The address discovery broadcast includes the 64-bit address of the remote device whose 16-bit
address is being requested. All nodes that receive this transmission check the 64-bit address in the payload and
compare it to their own 64-bit address. If the addresses match, the device sends a response packet back to the
initiator. This response includes the remote's 16-bit address. When the discovery response is received, the
initiator will then transmit the data.

Address table

Each Zigbee device maintains an address table that maps a 64-bit address to a 16-bit address. When a
transmission is addressed to a 64-bit address, the Zigbee stack searches the address table for an entry with a
matching 64-bit address, in hopes of determining the destination's 16-bit address. If a known 16-bit address is
not found, the Zigbee stack will perform address discovery to discover the device's current 16-bit address. The
following table provides a sample address table.

64-bit Address 16-bit Address

0013 A200 4000 0001 0x4414
0013 A200 400A 3568 0x1234
0013 A200 4004 1122 0xC200
0013 A200 4002 1123 OXFFFE (unknown)

The XBee modules can store up to ten address table entries. For applications where a single device (for example
coordinator) may send unicast transmissions to more than ten devices, the application should implement an
address table to store the 16-bit and 64-bit addresses for each remote device. Any XBee that will send data to
more than ten remotes should also use API firmware. The application can then send both the 16-bit and 64-bit
addresses to the XBee in the API transmit frames which will significantly reduce the number of 16-bit address
discoveries and greatly improve data throughput.

If an application will support an address table, the size should ideally be larger than the maximum number of
destination addresses the device will communicate with. Each entry in the address table should contain a 64-bit
destination address and its last known 16-bit address.

When sending a transmission to a destination 64-bit address, the application should search the address table for
a matching 64-bit address. If a match is found, the 16-bit address should be populated into the 16-bit address
field of the APl frame. If a match is not found, the 16-bit address should be set to 0xFFFE (unknown) in the API
transmit frame.

The API provides indication of a remote device's 16-bit address in the following frames:

= All receive data frames
Rx Data (0x90)
Rx Explicit Data (0x91)
IO Sample Data (0x92)
Node Identification Indicator (0x95)
Route Record Indicator (0xAl)
and so forth

=  Transmit status frame (0x8B)

The application should always update the 16-bit address in the address table when one of these frames is
received to ensure the table has the most recently known 16-bit address. If a transmission failure occurs, the
application should set the 16-bit address in the table to OXFFFE (unknown).
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Tx

Fragmentation

Each unicast transmission may support up to 84 bytes of RF payload. Enabling security or using source routing
can reduce this number. See the NP command for details. However, the XBee ZB firmware supports a Zighee
feature called fragmentation that allows a single large data packet to be broken up into multiple RF
transmissions and reassembled by the receiver before sending data out its UART. This following image show this.

Data | / N\ / \

>

XBee
(API)

XBee
(AT or API)

VVVY

Rx Data

>

The API transmit frame can include up to 255 bytes of data, which will be broken up into multiple transmissions
and reassembled on the receiving side. If one or more of the fragmented messages are not received by the
receiving device, the receiver will drop the entire message, and the sender will indicate a transmission failure in
the Tx Status API frame. ZB firmware can only support one fragmented packet at a time at the receive node, due
to memory constraints.

Applications that do not wish to use fragmentation should avoid sending more than the maximum number of
bytes in a single RF transmission. See Maximum RF payload size for details.

Devices will not receive or reassemble fragmented RF packets if RTS flow control is enabled (D6 command).

Broadcast transmissions do not support fragmentation. Maximum payload size = up to 84 bytes.

Data transmission examples

AT firmware

To send a data packet in AT firmware, the DH and DL commands must be set to match the 64-bit address of the
destination device. DH must match the upper 4-bytes, and DL must match the lower 4 bytes. Since the
coordinator always receives a 16-bit address of 0x0000, a 64-bit address of 0x0000000000000000 is defined as the
coordinator's address (in ZB firmware). The default values of DH and DL are 0x00, which sends data to the
coordinator.

Example 1: send a transmission to the coordinator.
In this example, a \r refers to a carriage return character.

A router or end device can send data in two ways. First, set the destination address (DH and DL commands) to
0x00.

1 Entercommand mode (+++).
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2 After receiving an OK\r, issue the following commands:

a. ATDHO\r
b. ATDLO\r
c. ATCN\r

3 Verify that each of the three commands returned an OK\r response.

4 After setting these command values, all serial characters will be sent as a unicast transmission to the
coordinator.

Alternatively, if the coordinator's 64-bit address is known, DH and DL can be set to the coordinator's 64-bit
address. Suppose the coordinator's address is 0x0013A200404A2244.

1 Enter command mode (+++).
2 After receiving an OK\r, issue the following commands:
a. ATDH13A200\r
b. ATDL404A2244\
c. ATCN\r
3 Verify that each of the three commands returned an OK\r response.

4 After setting these command values, all serial characters will be sent as a unicast transmission to the
coordinator.

XBee/XBee-PRO Zigbee RF Modules User Guide 58



Transmission, addressing, and routing Data transmission

API firmware

Use the transmit request, or explicit transmit request frame (0x10 and 0x11 respectively) to send data to the
coordinator. The 64-bit address can either be set to 0x0000000000000000, or to the 64-bit address of the
coordinator. The 16-bit address should be set to 0xFFFE when using the 64-bit address of all 0x00s.

To send an ASCII 1 to the coordinator's 0x00 address, the following API frame can be used:
TE 00 OF 10 01 0000 0000 0000 0000 FFFE 00 00 31 CO

If the explicit transmit frame is used, the cluster ID should be set to 0x0011, the profile ID to 0xC105, and the
source and destination endpoints to 0xE8 (recommended defaults for data transmissions in the Digi profile.) The
same transmission could be sent using the following explicit transmit frame:

7E 001511010000 000000000000 FFFE E8 E8 0011 C10500003118
Notice the 16-bit address is set to OXFFFE. This is required when sending to a 64-bit address of 0x00s.

Now suppose the coordinator's 64-bit address is 0x0013A200404A2244. The following transmit request API frame
(0x10) will send an ASCII “1” to the coordinator:

7E 00 OF 10 01 0013 A200 404A 2244 0000 0000 31 18
Example 2: send a broadcast transmission.

In this example, a \r refers to a carriage return character.

Perform the following steps to configure a broadcast transmission:
1 Entercommand mode (+++).

2 After receiving an OK\r, issue the following commands:
a. ATDHO\r
b. ATDLffff\r
c. ATCN\r
3 Verify that each of the three commands returned an OK\r response.

4 After setting these command values, all serial characters will be sent as a broadcast transmission.

API firmware
Device A
+3 dBm tx power Link status (B to A)
+18 dBm tx power Neighbor A:
Outgoing cost: very poor
Incoming cost: very good
Link status (A to B) Device B
Neighbor B:

Outgoing cost: very good

Incoming cost: very poor
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This example will use the transmit request API frame (0x10) to send an ASCII 1 in a broadcast transmission.
To send an ASCII 1 as a broadcast transmission, the following API frame can be used:
TE 00 OF 10 01 0000 0000 0000 FFFF FFFE 00 00 31 C2

Notice the destination 16-bit address is set to O0xFFFE for broadcast transmissions.

RF packet routing

Unicast transmissions may require some type of routing. Zigbee includes several different ways to route data,
each with its own advantages and disadvantages. These are summarized in the table below.

Ad hoc On-demand Routing paths are created between source and Use in networks that will not scale
Distance Vector (AODV)  destination, possibly traversing multiple nodes beyond about 40 destination devices.
Mesh Routing (“hops”). Each device knows who to send data to next to

eventually reach the destination.

Many-to-One Routing  Asingle broadcast transmission configures reverse Useful when many remote devices send
routes on all devices into the device that sends the data to a single gateway or collector
broadcast. device.

Source Routing Data packets include the entire route the packet should Improves routing efficiency in large
traverse to get from source to destination. networks (over 40 remote devices).

End devices do not make use of these routing protocols. Rather, an end device sends a unicast
transmission to its parent and allows the parent to route the data packet in its behalf.

A network cannot revert from Many-to-One routing to AODV routing without first doing a network reset
(NR).

Link status transmission

Before discussing the various routing protocols, it is worth understanding the primary mechanism in Zigbee for
establishing reliable bi-directional links. This mechanism is especially useful in networks that may have a mixture
of devices with varying output power and/or receiver sensitivity levels.

Each coordinator or router device periodically sends a link status message. This message is sent as a 1-hop
broadcast transmission, received only by one-hop neighbors. The link status message contains a list of
neighboring devices and incoming and outgoing link qualities for each neighbor. Using these messages,
neighboring devices can determine the quality of a bi-directional link with each neighbor and use that
information to select a route that works well in both directions.

For example, consider a network of two neighboring devices that send periodic link status messages. Suppose
that the output power of device A is +18dBm, and the output power of device B is +3dBm (considerably less than
the output power of device A). The link status messages might indicate the following:

This mechanism enables devices A and B to recognize that the link is not reliable in both directions and select a
different neighbor when establishing routes. Such links are called asymmetric links, meaning the link quality is
not similar in both directions.
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When a router or coordinator device powers on, it sends link status messages every couple seconds to attempt to
discover link qualities with its neighbors quickly. After being powered on for some time, the link status messages
are sent at a much slower rate (about every three to four times per minute).

AODV mesh routing

Zigbee employs mesh routing to establish a route between the source device and the destination. Mesh routing
allows data packets to traverse multiple nodes (hops) in a network to route data from a source to a destination.
Routers and coordinators can participate in establishing routes between source and destination devices using a
process called route discovery. The Route discovery process is based on the AODV protocol.

%
.

Sample transmission through a mesh network

AODV routing algorithm

Routing under the AODV protocol is accomplished using tables in each node that store the next hop
(intermediary node between source and destination nodes) for a destination node. If a next hop is not known,
route discovery must take place in order to find a path. Since only a limited number of routes can be stored on a
Router, route discovery will take place more often on a large network with communication between many
different nodes.

m Destination Address Next Hop Address

R3 Router 6 Coordinator
C Router 6 Router 5
R5 Router 6 Router 6

When a source node must discover a route to a destination node, it sends a broadcast route request command.
The route request command contains the source network address, the destination network address and a path
cost field (a metric for measuring route quality). As the route request command is propagated through the
network (refer to the Broadcast Transmission), each node that re-broadcasts the message updates the path cost
field and creates a temporary entry in its route discovery table.
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Sample route request (broadcast) transmission where R3 is trying to discover a route to R6.

When the destination node receives a route request, it compares the ‘path cost’ field against previously received
route request commands. If the path cost stored in the route request is better than any previously received, the
destination node will transmit a route reply packet to the node that originated the route request. Intermediate
nodes receive and forward the route reply packet to the source node (the node that originated route request).

Sample route reply (unicast) where R6 sends a route reply to R3.

Legend

=23y First Route Reply

————i Second Route Reply

R6 could send multiple replies if it identifies a better route.

Retries and acknowledgments

Zigbee includes acknowledgment packets at both the Mac and Application Support (APS) layers. When data is
transmitted to a remote device, it may traverse multiple hops to reach the destination. As data is transmitted
from one node to its neighbor, an acknowledgment packet (Ack) is transmitted in the opposite direction to
indicate that the transmission was successfully received. If the Ack is not received, the transmitting device will
retransmit the data, up to four times. This Ack is called the Mac layer acknowledgment.

In addition, the device that originated the transmission expects to receive an Ack from the destination device.
This Ack will traverse the same path that the data traversed, but in the opposite direction. If the originator fails to
receive this Ack, it will retransmit the data, up to two times until an Ack is received. This Ack is called the Zigbee
APS layer acknowledgment.

Refer to the Zigbee specification for more details.
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Many-to-one routing

In networks where many devices must send data to a central collector or gateway device, AODV mesh routing
requires significant overhead. If every device in the network had to discover a route before it could send data to
the data collector, the network could easily become inundated with broadcast route discovery messages.

Many-to-one routing is an optimization for these kinds of networks. Rather than require each device to do its own
route discovery, a single many-to-one broadcast transmission is sent from the data collector to establish reverse
routes on all devices. This is shown in the figure below. The left side shows the many broadcasts the devices can
send when they create their own routes and the route replies generated by the data collector. The right side
shows the benefits of many-to-one routing where a single broadcast creates reverse routes to the data collector
on all routers.

The many-to-one broadcast is a route request message with the target discovery address set to the address of the
data collector. Devices that receive this route request create a reverse many-to-one routing table entry to create
a path back to the data collector. The Zigbee stack on a device uses historical link quality information about each
neighbor to select a reliable neighbor for the reverse route.

When a device sends data to a data collector, and it finds a many-to-one route in its routing table, it will transmit
the data without performing a route discovery. The many-to-one route request should be sent periodically to
update and refresh the reverse routes in the network.

Applications that require multiple data collectors can also use many-to-one routing. If more than one data
collector device sends a many-to-one broadcast, devices will create orROHGRAYSRRIEISISRSEntry for each

collector.
i ) Route reply unicast
In ZB firmware, the AR command is used to enable many-to-one broadcasting on a device. The AR command sets

a time interval (measured in ten second units) for sending the many toDo?e brl adtcast transmission. See
Command reference tables for details. ata cotiector

Router
Source routing

In applications where a device must transmit data to many remotes, AODV routing would require performing one
route discovery for each destination device to establish a route. If there are more destination devices than there
are routing table entries, established AODV routes would be overwritten with new routes, causing route
discoveries to occur more regularly. This could result in larger packet delays and poor network performance.

Zigbee source routing helps solve these problems. In contrast to many-to-one routing that establishes routing
paths from many devices to one data collector, source routing allows the collector to store and specify routes for
many remotes.

To use source routing, a device must use the APl firmware, and it must send periodic many-to-one route request
broadcasts (AR command) to create a many-to-one route to it on all devices. When remote devices send RF data
using a many-to-one route, they first send a route record transmission. The route record transmission is unicast
along the many-to-one route until it reaches the data collector. As the route record traverses the many-to-one
route, it appends the 16-bit address of each device in the route into the RF payload. When the route record
reaches the data collector, it contains the address of the sender, and the 16-bit address of each hop in the route.
The data collector can store the routing information and retrieve it later to send a source routed packet to the
remote. This is shown in the images below.
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RF packet routing
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Aremote device sends an RF data packet to the data collector.
This is prefaced by a route record transmission to the data
collector.

After obtaining a source route, the data collector sends a
source routed transmission to the remote device.
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Acquiring source routes

Acquiring source routes requires the remote devices to send a unicast to a data collector (device that sends
many-to-one route request broadcasts). There are several ways to force remotes to send route record
transmissions.

1 Ifthe application on remote devices periodically sends data to the data collector, each transmission will force
a route record to occur.

2 The data collector can issue a network discovery command (ND command) to force all XBee devices to send a
network discovery response. Each network discovery response will be prefaced by a route record.

3 Periodic 10 sampling can be enabled on remotes to force them to send data at a regular rate. Each 10 sample
would be prefaced by a route record. See Analog and digital |0 lines for details.

4 |fthe NI string of the remote device is known, the DN command can be issued with the NI string of the remote
in the payload. The remote device with a matching NI string would send a route record and a DN response.

Storing source routes

When a data collector receives a route record, it sends it out the UART as a Route Record Indicator API frame
(0xA1l). To use source routing, the application should receive these frames and store the source route
information.

Sending a source routed transmission

To send a source routed transmission, the application should send a Create Source Route API frame (0x21) to the
XBee to create a source route in its internal source route table. After sending the Create Source Route API frame,
the application can send data transmission or remote command request frames as needed to the same
destination, or any destination in the source route. Once data must be sent to a new destination (a destination
not included in the last source route), the application should first send a new Create Source Route API frame. The
XBee can buffer one source route that includes up to 10 hops (excluding source and destination).

For example, suppose a network exists with a coordinator and five routers (R1, R2, R3, R4, R5) with known source
routes as shown below.

R2
R1 o / O\Ré)
Coordinator / \OR4

AN

Oks

To send a source-routed packet to R3, the application must send a Create Source Route API frame (0x21) to the
XBee, with a destination of R3, and 2 hops (R1 and R2). If the 64- bit address of R3 is 0x0013A200 40421234 and the
16-bit addresses of R1, R2, and R3 are:
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bevice 16 bitadaress

R1 OxAABB
R2 0xCCDD
R3 OXEEFF

Then the Create Source Route API frame would be:
7E 001221 00 0013A200 404A1234 EEFF 00 02 CCDD AABB 5C
Where:

0x0012 - length

0x21 - API ID (create source route)

0x00 - frame ID (set to 0 always)

0x0013A200 404A1234 - 64-bit address of R3 (destination)
OXEEFF - 16-bit address of R3 (destination)

0x00 - Route options (set to 0)

0x02 - Number of intermediate devices in the source route
0xCCDD - Address of furthest device (1-hop from target)
OxAABB - Address of next-closer device

0x5C - Checksum (0xFF - SUM (all bytes after length))

Repairing source routes

It is possible in a network to have an existing source route fail (for example a device in the route moves or goes
down, and so forth). If a device goes down in a source routed network, all routes that used the device will be
broken.

As mentioned previously, source routing must be used with many-to-one routing. A device that uses source
routing must also send a periodic many-to-one broadcast in order to keep routes fresh. If a source route is
broken, remote devices must send in new route record transmissions to the data collector to provide it with a
new source route. This requires that remote devices periodically send data transmissions into the data collector.
See Acquiring source routes for details.

Retries and acknowledgments

Zigbee includes acknowledgment packets at both the Mac and Application Support (APS) layers. When data is
transmitted to a remote device, it may traverse multiple hops to reach the destination. As data is transmitted
from one node to its neighbor, an Ack is transmitted in the opposite direction to indicate that the transmission
was successfully received. If the Ack is not received, the transmitting device will retransmit the data, up to four
times. This Ack is called the Mac layer acknowledgment.

In addition, the device that originated the transmission expects to receive an acknowledgment packet (Ack) from
the destination device. This Ack will traverse the same path that the data traversed, but in the opposite direction.
If the originator fails to receive this Ack, it will retransmit the data, up to two times until an Ack is received. This
Ack is called the Zigbee APS layer acknowledgment.

Refer to the Zigbee specification for more details.
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Disabling MTO routing

To disable many-to-one (MTO) routing in a system where it has been active, you will need to disable AR on the
aggregator, and do a network wide power reset to rebuild the routing tables.

1 Set AR on the aggregator to OxFF.

2 Do an AC command to enact the change.

3 Do aWRcommand if the saved configuration setting value for AR is not OxFF.
4

Broadcast a FR remote command and wait for the network to reform.

This ends the aggregator's periodic broadcast of routing messages if the previous setting was 0x01-0xFE. It also
prevents a single routing message broadcast after a power reset if the previous setting was 0x00. Broadcasting
the FR (reset) remote command to the network removes the aggregator's status as an aggregator from the
network's routing tables so that no more route records will be sent to the aggregator.

Encrypted transmissions

Encrypted transmissions are routed similar to non-encrypted transmissions with one exception. As an encrypted
packet propagates from one device to another, each device decrypts the packet using the network key, and
authenticates the packet by verifying packet integrity. It then re-encrypts the packet with its own source address
and frame counter values, and sends the message to the next hop. This process adds some overhead latency to
unicast transmissions, but it helps prevent replay attacks. See ZB security for details.

Maximum RF payload size

XBee ZB firmware includes a command (ATNP) that returns the maximum number of RF payload bytes that can
be sent in a unicast transmission. Querying the NP command, like most other commands, returns a
HEXADECIMAL value. This number will change based on whether security is enabled or not. If security is enabled
(EE command), the maximum number of RF payload bytes decreases since security requires additional overhead.

After reading the NP value, the following conditions can affect the maximum number of data bytes in a single RF
transmission:

= Broadcast transmissions can support 8 bytes more than unicast transmissions.

= |f source routing is used, the 16-bit addresses in the source route are inserted into the RF payload space. For
example, if NP returns 84 bytes, and a source route must traverse three intermediate hops (3 16-bit
addresses), the total number of bytes that can be sent in one RF packet is 78.

= Enabling APS encryption (APl TX option bit set) will reduce the number of payload bytes by 4.

Broadcast transmissions do not support fragmentation. Maximum payload size = 84 bytes.
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Throughput

ZDO tra

Throughput in a Zigbee network can vary by a number of variables, including: number of hops, encryption
enabled/disabled, sleeping end devices, failures/route discoveries. Our empirical testing showed the following
throughput performance in a robust operating environment (low interference).

Data throughput!

1hop, RR,SD 35kb/s
1hop, RR, SE 19 kb/s
1 hop, RE,SD 25 kb/s
1 hop, RE, SE 16 kb/s
1hop, ER,SD 21 kb/s
1hop, ER, SE 16 kb/s
4 hops, RR, SD 10 kb/s
4 hops, RR, SE 5kb/s

RR = router to router

RE = router to end device (non-sleeping)

ER = end device (non-sleeping) to router

SD = security disabled

SE = security enabled

4 hops =5 nodes total, 3 intermediate router nodes

1. Data throughput measurements were made setting the serial interface rate to 115200 b/s, and measuring
the time to send 100,000 bytes from source to destination. During the test, no route discoveries or failures
occurred.

nsmissions

Zigbee defines a Zigbee Device Objects layer (ZDO) that can provide device and service discovery and network
management capabilities. This layer is described below.

ZDO

The ZDO is supported to some extent on all Zigbee devices. The ZDO is an endpoint that implements services
described in the Zigbee Device Profile in the Zigbee specification. Each service has an assigned cluster ID, and
most service requests have an associated response. The following table describes some common ZDO services.

Network Address Request 0x0000 Request a 16-bit address of the radio with a matching 64-bit address (required
parameter).

Active Endpoints Request 0x0005 Request a list of endpoints from a remote device.

LQI Request 0x0031 Request data from a neighbor table of a remote device.
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Routing Table Request 0x0032 Request to retrieve routing table entries from a remote device.
Network Address Response 0x8000 Response that includes the 16-bit address of a device.

LQI Response 0x8031 Response that includes neighbor table data from a remote device.
Routing Table Response 0x8032 Response that includes routing table entry data from a remote device.

Refer to the Zigbee specification for a detailed description of all Zigbee Device Profile services.

Sending a ZDO command

To send a ZDO command, an explicit transmit API frame must be used and formatted correctly. The source and
destination endpoints must be set to 0, and the profile ID must be set to 0. The cluster ID must be set to match the
cluster ID of the appropriate service. For example, to send an active endpoints request, the cluster ID must be set
to 0x0005.

The first byte of payload in the API frame is an application sequence number (transaction sequence number) that
can be set to any single byte value. This same value will be used in the first byte of the ZDO response. All
remaining payload bytes must be set as required by the ZDO. All multi-byte values must be sent in little endian
byte order.

Receiving ZDO commands and responses

In XBee ZB firmware, ZDO commands can easily be sent using the API. In order to receive incoming ZDO
commands, receiver application addressing must be enabled with the AO command; see the examples later in
this section. Not all incoming ZDO commands are passed up to the application.

When a ZDO message is received on endpoint 0 and profile ID 0, the cluster ID indicates the type of ZDO message
that was received. The first byte of payload is generally a sequence number that corresponds to a sequence
number of a request. The remaining bytes are set as defined by the ZDO. Similar to a ZDO request, all multi-byte
values in the response are in little endian byte order.

Example 1: send a ZDO LQI request to read the neighbor table contents of a remote

Looking at the Zigbee specification, the cluster ID for an LQI Request is 0x0031, and the payload only requires a
single byte (start index). This example will send an LQI request to a remote device with a 64-bit address of
0x0013A200 40401234. The start index will be set to 0, and the transaction sequence number will be set to 0x76

API frame

TE 0016 11 01 0013A200 40401234 FFFE 00 00 0031 0000 00 00 76 00 CE

0x0016 - length

0x11 - Explicit transmit request

0x01 - frame ID (set to a non-zero value to enable the transmit status message, or set to 0 to disable)
0x0013A200 40401234 - 64-bit address of the remote

OXFFFE - 16-bit address of the remote (0OXFFFE = unknown). Optionally, set to the 16-bit address of the destination
if known.

0x00 - Source endpoint

0x00 - Destination endpoint
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0x0031 - Cluster ID (LQI Request, or Neighbor table request)
0x0000 - Profile ID (Zigbee Device Profile)

0x00 - Broadcast radius

0x00 - Tx Options

0x76 - Transaction sequence number

0x00 - Required payload for LQI request command

OXCE - Checksum (OxFF - SUM (all bytes after length))

Description

This APl frame sends a ZDO LQI request (neighbor table request) to a remote device to obtain data from its
neighbor table. Recall that the AO command must be set correctly on an API device to enable the explicit API
receive frames in order to receive the ZDO response.

Example 2: send a ZDO network address request to discover the 16-bit address of a remote

Looking at the Zigbee specification, the cluster ID for a network Address Request is 0x0000, and the payload only
requires the following:

[64-bit address] + [Request Type] + [Start Index]

This example will send a Network Address Request as a broadcast transmission to discover the 16-bit address of
the device with a 64-bit address of 0x0013A200 40401234. The request type and start index will be set to 0, and
the transaction sequence number will be set to 0x44

API frame

7E 001F 11 01 00000000 0000FFFF FFFE 00 00 0000 0000 00 00 44 34124040 00A21300 00 00 33
0x001F - length

0x11 - Explicit transmit request

0x01 - frame ID (set to a non-zero value to enable the transmit status message, or set to 0 to disable)
0x00000000 0000FFFF - 64-bit address for a broadcast transmission

OXFFFE - Set to this value for a broadcast transmission.

0x00 - Source endpoint

0x00 - Destination endpoint

0x0000 - Cluster ID (Network Address Request)

0x0000 - Profile ID (Zigbee Device Profile)

0x00 - Broadcast radius

0x00 - Tx Options

0x44 - Transaction sequence number

0x34124040 00A21300 00 00 - Required payload for Network Address Request command

0x33 - Checksum (OxFF - SUM (all bytes after length))

Description

This API frame sends a broadcast ZDO Network Address Request to obtain the 16-bit address of a device with a
64-bit address of 0x0013A200 40401234. Note the bytes for the 64-bit address were inserted in little endian byte
order. All multi-byte fields in the API payload of a ZDO command must have their data inserted in little endian
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byte order. Also recall that the AO command must be set correctly on an API device to enable the explicit API
receive frames in order to receive the ZDO response.

Transmission timeouts

The Zigbee stack includes two kinds of transmission timeouts, depending on the nature of the destination device.
For destination devices such as routers whose receiver is always on, a unicast timeout is used. The unicast
timeout estimates a timeout based on the number of unicast hops the packet should traverse to get data to the
destination device. For transmissions destined for end devices, the Zigbee stack uses an extended timeout that
includes the unicast timeout (to route data to the end device's parent), and it includes a timeout for the end
device to finish sleeping, wake, and poll the parent for data.

The Zigbee stack includes some provisions for a device to detect if the destination is an end device or not. The
Zigbee stack uses the unicast timeout unless it knows the destination is an end device.

The XBee APl includes a transmit options bit that can be set to specify if the extended timeout should be used for
a given transmission. If this bit is set, the extended timeout will be used when sending RF data to the specified
destination. To improve routing reliability, applications should set the extended timeout bit when sending data
to end devices if:

= The application sends data to ten or more remote devices, some of which are end devices, AND
= The end devices may sleep longer than the unicast timeout
Equations for these timeouts are computed in the following sections.

The timeouts in this section are worst-case timeouts and should be padded by a few hundred
milliseconds. These worst-case timeouts apply when an existing route breaks down (for example
intermediate hop or destination device moved).

Unicast timeout

The unicast timeout is settable with the NH command. The actual unicast timeout is computed as ((50 * NH) +
100). The default NH value is 30 which equates to a 1.6 second timeout.

The unicast timeout includes three transmission attempts (one attempt and two retries). The maximum total
timeout is about:

3*((50 * NH) + 100).

For example, if NH=30 (0x1E), the unicast timeout is about
3*((50 * 30) + 100), or

3* (1500 + 100), or

3*(1600), or

4800 ms, or

4.8 seconds.

Extended timeout

The worst-case transmission timeout when sending data to an end device is somewhat larger than when
transmitting to a router or coordinator. As described in Network commissioning and diagnostics, RF data packets
are actually sent to the parent of the end device, who buffers the packet until the end device wakes to receive it.
The parent will buffer an RF data packet for up to (1.2 * SP) time.
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To ensure the end device has adequate time to wake and receive the data, the extended transmission timeout to
an end device is:

(50 * NH) + (1.2 * SP)

This timeout includes the packet buffering timeout (1.2 * SP) and time to account for routing through the mesh
network (50 * NH).

If an acknowledgment is not received within this time, the sender will resend the transmission up to two more
times. With retries included, the longest transmission timeout when sending data to an end device is:

3*((50 * NH) + (1.2 * SP))

The SP value in both equations must be entered in millisecond units. The SP command setting uses 10 ms units
and must be converted to milliseconds to be used in this equation.

For example, suppose a router is configured with NH=30 (0x1E) and SP=0x3E8 (10,000 ms), and that it is either
trying to send data to one of its end device children, or to a remote end device. The total extended timeout to the
end device is about:

3*((50 * NH) + (1.2 * SP)), or
3*(1500 +12000), or
3*(13500), or

40500 ms, or

40.5 seconds.

Transmission examples

Example 1: send a unicast API data transmission to the coordinator using 64-bit address 0,
with payload TxData

API frame:

7E 0014 10 01 00000000 00000000 FFFE00 0054 7844617461 AB
Field composition:

0x0014 - length

0x10 - API ID (tx data)

0x01 - frame ID (set greater than 0 to enable the tx-status response)
0x00000000 00000000 - 64-bit address of coordinator (ZB definition)
OXFFFE - Required 16-bit address if sending data to 64-bit address of 0.
0x00 - Broadcast radius (0 = max hops)

0x00 - Tx options

0x54 78 44 61 74 61 - ASClII representation of "TxData" string

OXAB - Checksum (OxFF - SUM (all bytes after length))

Description

This transmission sends the string "TxData" to the coordinator, without knowing the coordinator device's 64-bit
address. A 64-bit address of 0 is defined as the coordinator in ZB firmware. If the coordinator's 64-bit address was
known, the 64-bit address of 0 could be replaced with the coordinator's 64-bit address, and the 16-bit address
could be setto 0.
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Example 2: send a broadcast API data transmission that all devices can receive (including
sleeping end devices), with payload TxData.

API frame:

7E 0014 10 01 00000000 0000FFFF FFFE 00 0054 78 4461 7461 AD

Field composition:

0x0014 - length

0x10 - API ID (tx data)

0x01 - frame ID (set to a non-zero value to enable the tx-status response)
0x00000000 0000FFFF - Broadcast definition (including sleeping end devices
OXFFFE - Required 16-bit address to send broadcast transmission.

0x00 - Broadcast radius (0 = max hops)

0x00 - Tx options

0x54 78 44 61 74 61 - ASClII representation of “TxData” string

OXAD - Checksum (0xFF - SUM (all bytes after length))

Description

This transmission sends the string “TxData” as a broadcast transmission. Since the destination address is set to
OxFFFF, all devices, including sleeping end devices can receive this broadcast.

If receiver application addressing is enabled, the XBee will report all received data frames in the explicit format
(0x91) to indicate the source and destination endpoints, cluster ID, and profile ID that each packet was received
on. Status messages like modem status and route record indicators are not affected.

To enable receiver application addressing, set the AO command to 1 using the AT command frame (0x08). The
following paragraphs describe how to do this:

API frame

TE 000508 01414F 0165

Field composition:

0x0005 - length

0x08 - API ID (at command)

0x01 - frame ID (set to a non-zero value to enable AT command response frames)
0x414F - ASClI representation of 'A'O' (the command being issued)

0x01 - Parameter value

0x65 - Checksum (OxFF - SUM (all bytes after length))

Description:

Setting AO=1 is required for the XBee to use the explicit receive API frame (0x91) when RF data packets are
received. This is required if the application needs indication of source or destination endpoint, cluster ID, and/or
profile ID values used in received Zigbee data packets. ZDO messages can only be received if AO=1.
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Zigbee supports various levels of security that can be configured depending on the needs of the application.
Security provisions include:

= 128-bit AES encryption
= Two security keys that can be preconfigured or obtained during joining
= Support for a trust center

= Provisions to ensure message integrity, confidentiality, and authentication.

The first half of this section describes various security features defined in the Zighee-PRO specification, while the
last halfillustrates how the XBee and XBee-PRO modules can be configured to support these features

Security modes

The Zigbee standard supports three security modes - residential, standard, and high security. The residential
level of security requires a network key be shared among devices. Standard security adds a number of optional
security enhancements over residential security, including an APS layer link key. High security adds entity
authentication, and a number of other features not widely supported.

XBee ZB modules primarily support standard security, although end devices that support residential security can
join and interoperate with standard security devices. The remainder of this section focuses on material that is
relevant to standard security.

Zigbee security model

Zigbee security is applied to the Network and APS layers. Packets are encrypted with 128-bit AES encryption. A
network key and optional link key can be used to encrypt data. Only devices with the same keys are able to
communicate together in a network. Routers and end devices that will communicate on a secure network must
obtain the correct security keys.

Network layer security

The network key is used to encrypt the APS layer and application data. In addition to encrypting application
messages, network security is also applied to route request and reply messages, APS commands, and ZDO
commands. Network encryption is not applied to MAC layer transmissions such as beacon transmissions, and so
forth. If security is enabled in a network, all data packets will be encrypted with the network key.

Packets are encrypted and authenticated using 128-bit AES. This is shown in the figure below.

Network Authentication

1

MAC Network
Header Header

Network Message
Integrity Code

I—

Network Encryption
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Frame counter

The network header of encrypted packets includes a 32-bit frame counter. Each device in the network maintains
a 32-bit frame counter that is incremented for every transmission. In addition, devices track the last known 32-bit
frame counter for each of its neighbors. If a device receives a packet from a neighbor with a smaller frame
counter than it has previously seen, the packet is discarded. The frame counter is used to protect against replay
attacks.

If the frame counter reaches a maximum value of OxFFFFFFFF, it does not wrap to 0 and no more transmissions
can be sent. Due to the size of the frame counters, reaching the maximum value is a very unlikely event for most
applications. The following table shows the required time under different conditions, for the frame counter to
reach its maximum value.

Average Transmission Rate Time until 32-bit frame counter expires

1/second 136 years
10/ second 13.6 years

To clear the frame counters without compromising security, the network key can be changed in the network.
When the network key is updated, the frame counters on all devices reset to 0. See Network key updates for
details.

Message integrity code

The network header, APS header, and application data are all authenticated with 128-bit AES. A hash is
performed on these fields and is appended as a 4-byte message integrity code (MIC) to the end of the packet. The
MIC allows receiving devices to ensure the message has not been changed. The MIC provides message integrity in
the Zigbee security model. If a device receives a packet and the MIC does not match the device’s own hash of the
data, the packet is dropped.

Network layer encryption and decryption

Packets with network layer encryption are encrypted and decrypted by each hop in a route. When a device
receives a packet with network encryption, it decrypts the packet and authenticates the packet. If the device is
not the destination, it then encrypts and authenticates the packet, using its own frame counter and source
address in the network header section.

Since network encryption is performed at each hop, packet latency is slightly longer in an encrypted network
than in a non-encrypted network. Also, security requires 18 bytes of overhead to include a 32-bit frame counter,
an 8-byte source address, 4-byte MIC, and 2 other bytes. This reduces the number of payload bytes that can be
sent in a data packet.

Network key updates

Zigbee supports a mechanism for changing the network key in a network. When the network key is changed, the
frame counters in all devices reset to 0.

APS layer security

APS layer security can be used to encrypt application data using a key that is shared between source and
destination devices. Where network layer security is applied to all data transmissions and is decrypted and re-
encrypted on a hop-by-hop basis, APS security is optional and provides end-to-end security using an APS link key
that only the source and destination device know. APS security can be applied on a packet-by-packet basis. APS
security cannot be applied to broadcast transmissions.
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If APS security is enabled, packets are encrypted and authenticated using 128-bit AES. This is shown in the figure

below:
APS Authentication
MAC Network APS Application APS Message
Header Header Header Data Integrity Code

N

APS Encryption

Message integrity code

If APS security is enabled, the APS header and data payload are authenticated with 128-bit AES. A hash is
performed on these fields and appended as a 4-byte message integrity code (MIC) to the end of the packet. This
MIC is different than the MIC appended by the network layer. The MIC allows the destination device to ensure the
message has not been changed. If the destination device receives a packet and the MIC does not match the
destination device’s own hash of the data, the packet is dropped.

APS link keys

There are two kinds of APS link keys - trust center link keys and application link keys. A trust center link key is
established between a device and the trust center, where an application link key is established between a device
and another device in the network where neither device is the trust center.

APS layer encryption and decryption

Packets with APS layer encryption are encrypted at the source and only decrypted by the destination. Since APS
encryption requires a 5-byte header and a 4-byte MIC, the maximum data payload is reduced by 9 bytes when
APS encryption is used.

Network and APS layer encryption

Network and APS layer encryption can both be applied to data. The following figure demonstrates the
authentication and encryption performed on the final Zigbee packet when both are applied.
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APS Encryption

Network Encryption

Trust center

Zigbee defines a trust center device that is responsible for authenticating devices that join the network. The trust
center also manages link key distribution in the network.

Forming and joining a secure network

The coordinator is responsible for selecting a network encryption key. This key can either be preconfigured or
randomly selected. In addition, the coordinator generally operates as a trust center and must therefore select the
trust center link key. The trust center link key can also be preconfigured or randomly selected.

Devices that join the network must obtain the network key when they join. When a device joins a secure network,
the network and link keys can be sent to the joining device. If the joining device has a pre-configured trust center
link key, the network key will be sent to the joining device encrypted by the link key. Otherwise, if the joining
device is not pre-configured with the link key, the device could only join the network if the network key is sent
unencrypted (“in the clear”). The trust center must decide whether or not to send the network key unencrypted
to joining devices that are not pre-configured with the link key. Sending the network key unencrypted is not
recommended as it can open a security hole in the network. To maximize security, devices should be pre-
configured with the correct link key.

Implementing security on the XBee

If security is enabled in the XBee ZB firmware, devices acquire the network key when they join a network. Data
transmissions are always encrypted with the network key, and can optionally be end-to-end encrypted with the
APS link key. The following sections discuss the security settings and options in the XBee ZB firmware.
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Enabling security

To enable security on a device, the EE command must be set to 1. If the EE command value is changed and
changes are applied (for example AC command), the XBee module will leave the network (PAN ID and channel) it
was operating on, and attempt to form or join a new network.

If EE is set to 1, all data transmissions will be encrypted with the network key. When security is enabled, the
maximum number of bytes in a single RF transmission will be reduced. See the NP command for details.

The EE command must be set the same on all devices in a network. Changes to the EE command should
be written to non-volatile memory (to be preserved through power cycle or reset events) using the WR
command.

Setting the network security key

The coordinator must select the network security key for the network. The NK command (write-only) is used to
set the network key. If NK=0 (default), a random network key will be selected. (This should suffice for most
applications.) Otherwise, if NK is set to a non-zero value, the network security key will use the value specified by
NK. NK is only supported on the coordinator.

Routers and end devices with security enabled (ATEE=1) acquire the network key when they join a network. They
will receive the network key encrypted with the link key if they share a pre-configured link key with the
coordinator. See the following section for details.

Setting the APS trust center link key

The coordinator must also select the trust center link key, using the KY command. If KY=0 (default), the
coordinator will select a random trust center link key (not recommended). Otherwise, if KY is set greater than 0,
this value will be used as the pre-configured trust center link key. KY is write-only and cannot be read.

Application link keys (sent between two devices where neither device is the coordinator) are not
supported in ZB firmware at this time.

Random trust center link keys

If the coordinator selects a random trust center link key (KY=0, default), then it will allow devices to join the
network without having a pre-configured link key. However, this will cause the network key to be sent
unencrypted over-the-air to joining devices and is not recommended.

Pre-configured trust center link keys

If the coordinator uses a pre-configured link key (KY > 0), then the coordinator will not send the network key
unencrypted to joining devices. Only devices with the correct pre-configured link key will be able to join and
communicate on the network.

Enabling APS encryption

APS encryption is an optional layer of security that uses the link key to encrypt the data payload. Unlike network
encryption that is decrypted and encrypted on a hop-by-hop basis, APS encryption is only decrypted by the
destination device. The XBee must be configured with security enabled (EE set to 1) to use APS encryption.
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APS encryption can be enabled in API firmware on a per-packet basis. To enable APS encryption for a given
transmission, the “enable APS encryption” transmit options bit should be set in the API transmit frame. Enabling
APS encryption decreases the maximum payload size by nine bytes.

Using a trust center

The EO command can be used to define the coordinator as a trust center. If the coordinator is a trust center, it will
be alerted to all new join attempts in the network. The trust center also has the ability to update or change the
network key on the network.

In ZB firmware, a secure network can be established with or without a trust center. Network and APS layer
encryption are supported if a trust center is used or not.

Updating the network key with a trust center

If the trust center has started a network and the NK value is changed, the coordinator will update the network key
on all devices in the network. (Changes to NK will not force the device to leave the network.) The network will
continue to operate on the same channel and PAN ID, but the devices in the network will update their network
key, increment their network key sequence number, and restore their frame counters to 0.

Updating the network key without a trust center

If the coordinator is not running as a trust center, the network reset command (NR1) can be used to force all
devices in the network to leave the current network and rejoin the network on another channel. When devices
leave and reform then network, the frame counters are reset to 0. This approach will cause the coordinator to
form a new network that the remaining devices should join. Resetting the network in this manner will bring the
coordinator and routers in the network down for about ten seconds, and will likely cause the 16-bit PAN ID and
16-bit addresses of the devices to change.

XBee security examples

This section covers some sample XBee configurations to support different security modes. Several AT commands
are listed with suggested parameter values. The notation in this section includes an '=' sign to indicate what each
command register should be set to - for example, EE=1. This is not the correct notation for setting command
values in the XBee. In AT command mode, each command is issued with a leading 'AT' and no '=' sign - for
example ATEEL. In the API, the two byte command is used in the command field, and parameters are populated
as binary values in the parameter field.

Example 1: forming a network with security (pre-configured link keys)

1 Startacoordinator with the following settings:
1 1D=2234 (arbitrarily selected)

a. EE=1

b. NK=0

c. KY=4455

d. WR (save networking parameters to preserve them through power cycle)
2 Configure one or more routers or end devices with the following settings:

a. ID=2234

b. EE=1
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c. KY=4455

d. WR (save networking parameters to preserve them through power cycle)

3 Read the Al setting on the coordinator and joining devices until they return 0 (formed or joined a
network).

In this example, EE, ID, and KY are set the same on all devices. After successfully joining the secure
network, all application data transmissions will be encrypted by the network key. Since NK was set
to 0 on the coordinator, a random network key was selected. And since the link key (KY) was
configured the same on all devices, to a non-zero value, the network key was sent encrypted by the
preconfigured link key (KY) when the devices joined.

Example 2: forming a network with security (obtaining keys during
joining)
1 Startacoordinator with the following settings:
1 1D=2235
a. EE=1
b. NK=0
c. KY=0
d. WR (save networking parameters to preserve them through power cycle)

2 Configure one or more routers or end devices with the following settings:

a. ID=2235
b. EE=1
c. KY=0

d. WR (save networking parameters to preserve them through power cycle)

3 Read the Al setting on the coordinator and joining devices until they return 0 (formed or joined a
network).

In this example, EE, ID, and KY are set the same on all devices. Since NK was set to 0 on the
coordinator, a random network key was selected. And since KY was set to 0 on all devices, the
network key was sent unencrypted (“in the clear”) when the devices joined. This approach
introduces a security vulnerability into the network and is not recommended.
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Network commissioning is the process whereby devices in a mesh network are discovered and configured for
operation. The XBee modules include several features to support device discovery and configuration. In addition
to configuring devices, a strategy must be developed to place devices to ensure reliable routes.

To accommodate these requirements, the XBee modules include various features to aid in device placement,
configuration, and network diagnostics.

Device configuration

XBee/XBee-PRO ZB modules can be configured locally through serial commands (AT or API), or remotely through
remote APl commands. API devices can send configuration commands to set or read the configuration settings of

any device in the network.

Device placement

For a mesh network installation to be successful, the installer must be able to determine where to place
individual XBee devices to establish reliable links throughout the mesh network.

Link testing

A good way to measure the performance of a mesh network is to send unicast data through the network from one
device to another to determine the success rate of many transmissions. To simplify link testing, the modules
support a loopback cluster ID (0x12) on the data endpoint (0XE8). Any data sent to this cluster ID on the data
endpoint will be transmitted back to the sender. This is shown in the figure below:

2 The remote device receives
data on the loopback
cluster ID and data
endpoint.

Mesh Network

1 Transmit data to the
loopback cluster ID (0x12)
and data endpoint (OXE8)
on a remote device.

Remote Device

Source Device

-

4 Source receives loopback
transmission and sends
received data packet out
the UART.

3 Remote transmits the
received packet back to the
sender.

Demonstration of how the loopback cluster ID and data endpoint can be used to measure
the link quality in a mesh network.

The configuration steps to send data to the loopback cluster ID depend on the firmware type.

AT firmware

To send data to the loopback cluster ID on the data endpoint of a remote device, set the Cl command value to
0x12. The SE and DE commands should be set to 0xE8 (default value). The DH and DL commands should be set to

the address of the remote (0 for the coordinator, or the 64-bit address of the remote). After exiting command
mode, any received serial characters will be transmitted to the remote device, and returned to the sender.

API firmware
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Send an Explicit Addressing Zigbee Command API frame (0x11) using 0x12 as the cluster ID, 0xC105 as the Profile
ID, and OXE8 as the source and destination endpoint. Data packets received by the remote will be echoed back to
the sender.

RSSI indicators

It is possible to measure the received signal strength on a device using the DB command. DB returns the RSSI
value (measured in —-dBm) of the last received packet. However, this number can be misleading. The DB value
only indicates the received signal strength of the last hop. If a transmission spans multiple hops, the DB value
provides no indication of the overall transmission path, or the quality of the worst link - it only indicates the
quality of the last link and should be used sparingly.

The DB value can be determined in hardware using the RSSI/PWM module pin (pin 6). If the RSSI PWM
functionality is enabled (PO command), when the module receives data, the RSSI PWM is set to a value based on
the RSSI of the received packet. Again, this value only indicates the quality of the last hop. This pin could
potentially be connected to an LED to indicate if the link is stable or not.

Device discovery

Network discovery

The network discovery command can be used to discover all Digi modules that have joined a network. Issuing the
ND command sends a broadcast node discovery command throughout the network. All devices that receive the
command will send a response that includes the device’s addressing information, node identifier string (see the
NI command), and other relevant information. This command is useful for generating a list of all module
addresses in a network.

When a device receives the node discovery command, it waits a random time before sending its own response.
The maximum time delay is set on the ND sender with the NT command. The ND originator includes its NT setting
in the transmission to provide a delay window for all devices in the network. Large networks may need to
increase NT to improve network discovery reliability. The default NT value is 0x3C (six seconds).

ZDO discovery

The Zigbee Device Profile includes provisions to discover devices in a network that are supported on all Zigbee
devices (including non-Digi products). These include the LQI Request (cluster ID 0x0031) and the Network Update
Request (cluster ID 0x0038). The LQI Request can be used to read the devices in the neighbor table of a remote
device, and the Network Update Request can be used to have a remote device do an active scan to discover all
nearby Zigbee devices. Both of these ZDO commands can be sent using the XBee Explicit API transmit frame
(0x11). See APl operation for details. Refer to the Zigbee specification for formatting details of these two ZDO
frames.

Joining announce

All Zigbee devices send a ZDO Device Announce broadcast transmission when they join a Zigbee network (ZDO
cluster ID 0x0013). These frames will be sent out the XBee's UART as an Explicit Rx Indicator API frame (0x91) if AO
is set to 1. The device announce payload includes the following information:

[sequence number] + [16-bit address] + [64-bit address] + [capability]

The 16-bit and 64-bit addresses are received in little-endian byte order (LSB first). See the Zigbee specification for
details.
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Commissioning pushbutton and associate LED

The XBee modules support a set of commissioning and LED behaviors to aid in device deployment and
commissioning. These include the commissioning pushbutton definitions and associate LED behaviors. These
features can be supported in hardware as shown below.

Commissioning pushbutton and associate LED functionalities

Push button

20 O
XBee

O#O
15 ) Jf*

Associate
LED

A pushbutton and an LED can be connected to module pins 20 and 15 respectively to
support the commissioning pushbutton and associated LED functionalities

Commissioning pushbutton

The commissioning pushbutton definitions provide a variety of simple functions to aid in deploying devicesin a
network. The commissioning button functionality on pin 20 is enabled by setting the DO command to 1 (enabled
by default).

Button Presses | If module is joined to a network If module is not joined to a network

Wakes an end device for 30 seconds Wakes an end device for 30 seconds Blinks a
1 . e L. .. i i in indicati
Sends a node identification broadcast transmission YMeric errqr ,COde, onthe Assoqgte pinindicating
the cause of join failure (see Joining a network).

Sends a broadcast transmission to enable joiningon  N/A

the coordinator and all devices in the network for 1

2 minute. (If joining is permanently enabled on a
device (NJ = 0xFF), this action has no effect on that
device.)

Causes the device to leave the PAN.

Issues ATRE to restore module parameters to
default values, including ID and SC.

Issues ATRE to restore module parameters to
default values, including ID and SC.

The device attempts to join a network based on its

The device attempts to join a network based on its ID and SC settings.

ID and SC settings.
Button presses may be simulated in software using the ATCB command. ATCB should be issued with a parameter

set to the number of button presses to execute (for example sending ATCB1 will execute the action(s) associated
with a single button press).
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The node identification frame is similar to the node discovery response frame - it contains the device’s address,
node identifier string (NI command), and other relevant data. All API devices that receive the node identification
frame send it out their UART as an API Node Identification Indicator frame (0x95).

Associate LED

The Associate pin (pin 15) can provide indication of the device’s network status and diagnostics information. To
take advantage of these indications, an LED can be connected to the Associate pin as shown in the figure above.
The Associate LED functionality is enabled by setting the D5 command to 1 (enabled by default). If enabled, the
Associate pin is configured as an output and will behave as described in the following sections.

Joined indication

The Associate pin indicates the network status of a device. If the module is not joined to a network, the Associate
pin is set high. Once the module successfully joins a network, the Associate pin blinks at a regular time interval.
This is shown in the following figure.

Associate

Device Not Joined

At
<—>

?

Device has joined a network

The associate pin can indicate the joined status of a device. Once the device has joined a
network, the associate pin toggles state at a regular interval (At). The time can be set by using
the LT command.

Joined status of a device

The LT command defines the blink time of the Associate pin. If set to 0, the device uses the default blink time (500
ms for coordinator, 250 ms for routers and end devices).

Diagnostics support

The Associate pin works with the commissioning pushbutton to provide additional diagnostics behaviors to aid
in deploying and testing a network. If the commissioning push button is pressed once, and the device has not
joined a network, the Associate pin blinks a numeric error code to indicate the cause of join failure. The number
of blinks is equal to (Al value - 0x20). For example, if Al=0x22, 2 blinks occur.

If the commissioning push button is pressed once, and the device has joined a network, the device transmits a
broadcast node identification packet. If the Associate LED functionality is enabled (D5 command), a device that
receives this transmission will blink its Associate pin rapidly for one second.

The following figures demonstrate these behaviors.
Al =0x22
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Associate
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Device not joined)

=

ADO/DIOO

L

A single commissioning button press when the device has not joined a network that
causes the associate pin to blink to indicate the Al Code where: Al = # blinks + 0x20.
In this example, Al = 0x22.

Broadcast node identification transmission

s e I e I A .
(D5=1)

ADO/DIOO Pin
(Remote Device) |_|

A single button press on a remote device causes a broadcast node identification transmission
to be sent. All devices that receive this transmission blink their associate pin rapidly for one
second if the associate LED functionality is enabled. (D5 = 1)
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Zigbee End Devices are intended to be battery-powered devices capable of sleeping for extended periods of time.
Since end devices may not be awake to receive RF data at a given time, routers and coordinators are equipped
with additional capabilities (including packet buffering and extended transmission timeouts) to ensure reliable
data delivery to end devices.

End Device operation

When an end device joins a Zigbee network, it must find a router or coordinator device that is allowing end
devices to join. Once the end device joins a network, a parent-child relationship is formed between the end
device and the router or coordinator that allowed it to join. See for details.

When the end device is awake, it sends poll request messages to its parent. When the parent receives a poll
request, it checks a packet queue to see if it has any buffered messages for the end device. It then sends a MAC
layer acknowledgment back to the end device that indicates if it has data to send to the end device or not.

Poll Request

__Ack (No Data)
Poll Request

_Ack(No Data) _ End
Poll Request Device

_ _ Ack@ata) _ _, ~ Child

A

If the end device receives the acknowledgment and finds that the parent has no data for it, the end device can
return to idle mode or sleep. Otherwise, it will remain awake to receive the data. This polling mechanism allows
the end device to enter idle mode and turn its receiver off when RF data is not expected in order to reduce current
consumption and conserve battery life.

The end device can only send data directly to its parent. If an end device must send a broadcast or a unicast
transmission to other devices in the network, it sends the message directly to its parent and the parent performs
any necessary route or address discoveries to route the packet to the final destination.

Parent operation

Each router or coordinator maintains a child table that contains the addresses of its end device children. A router
or coordinator that has unused entries in its child table is said to have end device capacity, or the ability to allow
new end devices to join. If the child table is completely filled (such that the number of its end device children
matches the number of child table entries), the device cannot allow any more end devices to join to it.

Since the end device children are not guaranteed to be awake at a given time, the parent is responsible for
managing incoming data packets in behalf of its end device children. If a parent receives an RF data transmission
destined for one of its end device children, and if the parent has enough unused buffer space, it will buffer the
packet. The data packet will remain buffered until a timeout expires, or until the end device sends a poll request
to retrieve the data.

The parent can buffer one broadcast transmission for all of its end device children. When a broadcast
transmission is received and buffered, the parent sets a flag in its child table when each child polls and retrieves
the packet. Once all children have received the broadcast packet, the buffered broadcast packet is discarded. If
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all children have not received a buffered broadcast packet and a new broadcast is received, the old broadcast
packet is discarded, the child table flags are cleared, and the new broadcast packet is buffered for the end device
children. This is demonstrated in the figure below.

End Device Child Table

Buffered Address Received Broadcast
Broadcast 0Ox2120 T

PDa|t<a OxF220 F
acket OxC100 F
Ox5750 T

When an end device sends data to its parent that is destined for a remote device in the network, the parent
buffers the data packet until it can establish a route to the destination. The parent may perform a route or 16-bit
address discovery in behalf of its end device children. Once a route is established, the parent sends the data
transmission to the remote device.

End Device poll timeouts

To better support mobile end devices (end devices that can move around in a network), parent router and
coordinator devices have a poll timeout for each end device child. If an end device does not send a poll request to
its parent within the poll timeout, the parent will remove the end device fromits child table. This allows the child
table on a router or coordinator to better accommodate mobile end devices in the network.

Packet buffer usage

Packet buffer usage on a router or coordinator varies depending on the application. The following activities can
require use of packet buffers for up to several seconds:

= Route and address discoveries

= Application broadcast transmissions

= Stack broadcasts (for example, ZDO “Device Announce” messages when devices join a network)

= Unicast transmissions (buffered until acknowledgment is received from destination or retries exhausted)

= Unicast messages waiting for end device to wake.

Applications that use regular broadcasting or that require regular address or route discoveries will use up a
significant number of buffers, reducing the buffer availability for managing packets for end device children.
Applications should reduce the number of required application broadcasts, and consider implementing an
external address table or many-to-one and source routing if necessary to improve routing efficiency.

Non-parent device operation

Devices in the Zigbee network treat data transmissions to end devices differently than transmissions to other
routers and coordinators. Recall that when a unicast transmission is sent, if a network acknowledgment is not
received within a timeout, the device resends the transmission. When transmitting data to remote coordinator or
router devices, the transmission timeout is relatively short since these devices are powered and responsive.
However, since end devices may sleep for some time, unicast transmissions to end devices use an extended
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timeout mechanism in order to allow enough time for the end device to wake and receive the data transmission
from its parent.

If a non-parent device does not know the destination is an end device, it will use the standard unicast timeout for
the transmission. However, provisions exist in the Ember Zigbee stack for the parent to inform the message
sender that the destination is an end device. Once the sender discovers the destination device is an end device,
future transmissions will use the extended timeout. See XBee ZB Router/Coordinator configuration for details.

XBee End Device configuration

XBee end devices support two different sleep modes:
= PinSleep
= Cyclic Sleep.

Pin sleep allows an external microcontroller to determine when the XBee should sleep and when it should wake
by controlling the Sleep_RQ pin. In contrast, cyclic sleep allows the sleep period and wake times to be configured
through the use of AT commands. The sleep mode is configurable with the SM command.

In both pin and cyclic sleep modes, XBee end devices poll their parent every 100ms while they are awake to
retrieve buffered data. When a poll request has been sent, the end device enables the receiver until an
acknowledgment is received from the parent. (It generally takes less than 10ms from the time the poll request is
sent until the acknowledgment is received.) The acknowledgment indicates if the parent has buffered data for
the end device child or not. If the acknowledgment indicates the parent has pending data, the end device will
leave the receiver on to receive the data. Otherwise, the end device will turn off the receiver and enter idle mode
(until the next poll request is sent) to reduce current consumption (and improve battery life).

Once the module enters sleep mode, the On/Sleep pin (pin 13) is de-asserted (low) to indicate the module is
entering sleep mode. If CTS hardware flow control is enabled (D7 command), the CTS pin (pin 12) is de-asserted
(high) when entering sleep to indicate that serial data should not be sent to the module. The module will not
respond to serial or RF data when it is sleeping. Applications that must communicate serially to sleeping end
devices are encouraged to observe CTS flow control.

When the XBee wakes from sleep, the On/Sleep pin is asserted (high), and if flow control is enabled, the CTS pinis
also asserted (low). If the module has not joined a network, it will scan all SC channels after waking to try and find
a valid network to join.

Pin sleep

Pin sleep allows the module to sleep and wake according to the state of the Sleep_RQ pin (pin 9). Pin sleep mode
is enabled by setting the SM command to 1.

When Sleep_RQ is asserted (high), the module will finish any transmit or receive operations and enter a low
power state. For example, if the module has not joined a network and Sleep_RQ is asserted (high), the module
will sleep once the current join attempt completes (i.e. when scanning for a valid network completes). The
module will wake from pin sleep when the Sleep_RQ pin is de-asserted (low).
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In the figure above, t1, t2, and t3 represent the following events:
= T1-Time when Sleep_RQ is asserted (high)
= T2 -Time when the XBee enters sleep (CTS state change only if hardware flow control is enabled)

= T3-Time when Sleep_RQ is de-asserted (low) and the module wakes

The time between T1 and T2 varies depending on the state of the module. In the worst case scenario, if the end
device is trying to join a network, or if it is waiting for an acknowledgment from a data transmission, the delay
could be up to a few seconds.

When the XBee is awake and is joined to a network, it sends a poll request to its parent to see if the parent has any
buffered data for it. The end device will continue to send poll requests every 100 ms while it is awake.
Figure 2: Demonstration of pin sleep

Parent and remote devices must be configured to buffer data correctly and to use adequate transmission
timeouts. See XBee ZB Router/Coordinator configuration for details.
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Cyclic sleep allows the module to sleep for a specified time and wake for a short time to poll its parent for any
buffered data messages before returning to sleep again. Cyclic sleep mode is enabled by setting the SM
command to 4 or 5. SM5 is a slight variation of SM4 that allows the module to be woken prematurely by asserting
the Sleep_RQ pin (pin 9). In SM5, the XBee can wake after the sleep period expires, or if a high-to-low transition
occurs on the Sleep_RQ pin. Setting SM to 4 disables the pin wake option.

In cyclic sleep, the module sleeps for a specified time, and then wakes and sends a poll request to its parent to
discover if the parent has any pending data for the end device. If the parent has buffered data for the end device,
or if serial data is received, the XBee will remain awake for a time. Otherwise, it will enter sleep mode
immediately.

The On/Sleep line is asserted (high) when the module wakes, and is de-asserted (low) when the module sleeps. If
hardware flow control is enabled (D7 command), the CTS pin will assert (low) when the module wakes and can
receive serial data, and de-assert (high) when the module sleeps.
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In the figure above, t1, t2, and t3 represent the following events:

= T1-Time when the module wakes from cyclic sleep
= T2-Time when the module returns to sleep

= T3-Later time when the module wakes from cyclic sleep.
The wake time and sleep time are configurable with software commands as described in the sections below.

Wake time (until sleep)

In cyclic sleep mode (SM=4 or 5), if serial or RF data is received, the module will start a sleep timer (time until
sleep). Any data received serially or over the RF link will restart the timer. The sleep timer value is settable with
the ST command. While the module is awake, it will send poll request transmissions every 100ms to check its
parent for buffered data messages. The module returns to sleep when the sleep timer expires, or if the SI
command is sent to it. The following image shows this behavior.
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Sleep period

The sleep period is configured based on the SP, SN, and SO commands. The following table lists the behavior of
these commands.

5p 0x20 - OXAFO (x 10 ms) Configures the sleep period of the module.
(320 - 28,000 ms)

SN 1 - OxFFFF Configures the number of sleep periods multiplier.
0 - OXFF Defines options for sleep mode behavior.

SO 0x02 - Always wake for full ST time

0x04 - Enable extended sleep (sleep for full (SP * SN) time)

The XBee module supports both a short cyclic sleep and an extended cyclic sleep that make use of these
commands. These two modes allow the sleep period to be configured according to the application requirements.

Short cyclic sleep

In short cyclic sleep mode, the sleep behavior of the module is defined by the SP and SN commands, and the SO
command must be set to 0x00 (default) or 0x02. In short cyclic sleep mode, the SP command defines the sleep
period and is settable up to 28 seconds. When the XBee enters short cyclic sleep, it remains in a low power state
until the SP time has expired.

After the sleep period expires, the XBee sends a poll request transmission to its parent to determine if its parent
has any buffered data waiting for the end device. Since router and coordinator devices can buffer data for end
device children up to 30 seconds, the SP range (up to 28 seconds) allows the end device to poll regularly enough
to receive buffered data. If the parent has data for the end device, the end device will start its sleep timer (ST) and
continue polling every 100 ms to receive data. If the end device wakes and finds that its parent has no data for it,
the end device can return to sleep immediately.

The SN command can be used to control when the On/Sleep line is asserted (high). If SN is set to 1 (default), the
On/Sleep line will be set high each time the XBee wakes from sleep. Otherwise, if SN is greater than 1, the On/
Sleep line will only be set high if RF data is received, or after SN wake cycles occur. This allows an external device
to remain powered off until RF data is received, or until a number of sleep periods have expired (SN sleep
periods). This mechanism allows the XBee to wake at regular intervals to poll its parent for data without waking
an external device for an extended time (SP * SN time). This is shown in the figure below.
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SP controls the packet buffer time on routers and coordinators. SP should be set on all router and
coordinator devices to match the longest end device SP time. See XBee ZB Router/Coordinator
configuration for details.

Extended cyclic sleep

In extended cyclic sleep operation, an end device can sleep for a multiple of SP time which can extend the sleep
time up to several days. The sleep period is configured using the SP and SN commands. The total sleep period is
equal to (SP * SN) where SP is measured in 10ms units. The SO command must be set correctly to enable
extended sleep.

Since routers and coordinators can only buffer incoming RF data for their end device children for up to 30
seconds, if an end device sleeps longer than 30 seconds, devices in the network need some indication when an
end device is awake before they can send data to it. End devices that use extended cyclic sleep should send a
transmission (such as an 10 sample) when they wake to inform other devices that they are awake and can receive
data. It is recommended that extended sleep end devices set SO to wake for the full ST time in order to provide
other devices with enough time to send messages to the end device.

Similar to short cyclic sleep, end devices running in this mode will return to sleep when the sleep timer expires, or
when the S| command is received.

Transmitting RF data

An end device may transmit data when it wakes from sleep and has joined a network. End devices transmit
directly to their parent and then wait for an acknowledgment to be received. The parent will perform any
required address and route discoveries to help ensure the packet reaches the intended destination before
reporting the transmission status to the end device.
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Receiving RF data

After waking from sleep, an end device sends a poll request to its parent to determine if the parent has any
buffered data for it. In pin sleep mode, the end device polls every 100 ms while the Sleep_RQ pin is de-asserted
(low). In cyclic sleep mode, the end device will only poll once before returning to sleep unless the sleep timer (ST)
is started (serial or RF data is received). If the sleep timer is started, the end device will continue to poll every 100
ms until the sleep timer expires.

The XBee ZB 2x6x firmware includes an adaptive polling enhancement where, if an end device receives RF data
from its parent, it sends another poll after a very short delay to check for more data. The end device continues to
poll at a faster rate as long as it receives data from its parent. This feature greatly improves data throughput to
end devices. When the end device no longer receives data from its parent, it resumes polling every 100 ms.

10 sampling

End devices can be configured to send one or more |0 samples when they wake from sleep. To enable |10
sampling on an end device, the IR command must be set to a non-zero value, and at least one analog or digital 10
pin must be enabled for sampling (DO - D9, P0-P2 commands). If 10 sampling is enabled, an end device sends an
|0 sample when it wakes and starts the ST timer. It will continue sampling at the IR rate until the sleep timer (ST)
has expired. See Analog and digital 10 lines for details.

Waking End Devices with the Commissioning Pushbutton

If the Commissioning Pushbutton functionality is enabled (DO command), a high-to-low transition on the AD0O/
DIOO pin (pin 20) will cause an end device to wake for 30 seconds. See Commissioning pushbutton and associate
LED for details.

Parent verification

Since an end device relies on its parent to maintain connectivity with other devices in the network, XBee end
devices include provisions to verify its connection with its parent. End devices monitor their link with their parent
when sending poll messages and after a power cycle or reset event as described below.

When an end device wakes from sleep, it sends a poll request to its parent. In cyclic sleep, if RF or serial data is not
received and the sleep timer is not started, the end device polls one time and returns to sleep for another sleep
period. Otherwise, the end device continues polling every 100ms. If the parent does not send an
acknowledgment response to three consecutive poll request transmissions, the end device assumes the parent is
out of range, and attempts to find a new parent.

After a power-up or reset event, the end device does an orphan scan to locate its parent. If the parent does not
send a response to the orphan scan, the end device attempts to find a new parent.

Rejoining
Once all devices have joined a Zighee network, the permit-joining attribute should be disabled such that new

devices are no longer allowed to join the network. Permit-joining can be enabled later as needed for short times.
This provides some protection in preventing other devices from joining a live network.

If an end device cannot communicate with its parent, the end device must be able to join a new parent to
maintain network connectivity. However, if permit-joining is disabled in the network, the end device will not find
a device that is allowing new joins.

To overcome this problem, Zigbee supports rejoining, where an end device can obtain a new parentin the same
network even if joining is not enabled. When an end device joins using rejoining, it performs a PAN ID scan to
discover nearby networks. If a network is discovered that has the same 64-bit PAN ID as the end device, it will join
the network by sending a rejoin request to one of the discovered devices. The device that receives the rejoin
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request will send a rejoin response if it can allow the device to join the network (i.e. child table not full). The rejoin
mechanism can be used to allow a device to join the same network even if permit-joining is disabled.

To enable rejoining, NJ should be set less than 0xFF on the device that will join. If NJ < OxFF, the device assumes
the network is not allowing joining and first tries to join a network using rejoining. If multiple rejoining attempts
fail, or if NJ=0xFF, the device will attempt to join using association.

XBee ZB Router/Coordinator configuration

XBee routers and coordinators may require some configuration to ensure the following are set correctly:
= RF packet buffering timeout
= Child poll timeout

= Transmission timeout.

The value of these timeouts depends on the sleep time used by the end devices. Each of these timeouts are
discussed below.

RF packet buffering timeout

When a router or coordinator receives an RF data packet intended for one of its end device children, it buffers the
packet until the end device wakes and polls for the data, or until a packet buffering timeout occurs. This timeout
is settable using the SP command. The actual timeout is (1.2 * SP), with a minimum timeout of 1.2 seconds and a
maximum of 30 seconds. Since the packet buffering timeout is set slightly larger than the SP setting, SP should be
set the same on routers and coordinators as it is on cyclic sleep end devices. For pin sleep devices, SP should be
set as long as the pin sleep device can sleep, up to 30 seconds.

Note: In pin sleep and extended cyclic sleep, end devices can sleep longer than 30 seconds. If end devices sleep
longer than 30 seconds, parent and non-parent devices must know when the end device is awake in order to
reliably send data. For applications that require sleeping longer than 30 seconds, end devices should transmit an
10 sample or other data when they wake to alert other devices that they can send data to the end device.

Child poll timeout

Router and coordinator devices maintain a timestamp for each end device child indicating when the end device
sent its last poll request to check for buffered data packets. If an end device does not send a poll request to its
parent for a certain period of time, the parent will assume the end device has moved out of range and will remove
the end device from its child table. This allows routers and coordinators to be responsive to changing network
conditions. The NC command can be issued at any time to read the number of remaining (unused) child table
entries on a router or coordinator.

The child poll timeout is settable with the SP and SN commands. SP and SN should be set such that SP * SN
matches the longest expected sleep time of any end devices in the network. The actual timeout is calculated as (3
* SP * SN), with a minimum of 5 seconds. For networks consisting of pin sleep end devices, the SP and SN values
on the coordinator and routers should be set such that SP * SN matches the longest expected sleep period of any
pin sleep device. The 3 multiplier ensures the end device will not be removed unless 3 sleep cycles pass without
receiving a poll request. The poll timeout is settable up to a couple of months.
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Adaptive polling

The PO command determines the regular polling rate. However, if RF data has been recently received by an end
device, it is likely that yet more RF data could be on the way. Therefore, the end device will poll at a faster rate,
gradually decreasing its adaptive poll rate until polling resumes at the regular rate as defined by the PO
command.

Transmission timeout

As mentioned in Transmission, addressing, and routing, when sending RF data to a remote router, since routers
are always on, the timeout is based on the number of hops the transmission may traverse. This timeout it
settable using the NH command. See Transmission, addressing, and routing for details.

Since end devices may sleep for lengthy periods of time, the transmission timeout to end devices also includes
some allowance for the sleep period of the end device. When sending data to a remote end device, the
transmission timeout is calculated using the SP and NH commands. If the timeout occurs and an
acknowledgment has not been received, the source device will resend the transmission until an
acknowledgment is received, up to two more times.

The transmission timeout per attempt is:
3 * ((unicast router timeout) + (end device sleep time)), or

3*((50 * NH) + (1.2 * SP)), where SP is measured in 10 ms units.
Putting It all together

Short sleep periods

Pin and cyclic sleep devices that sleep less than 30 seconds can receive data transmissions at any time since their
parent device(s) will be able to buffer data long enough for the end devices to wake and poll to receive the data.
SP should be set the same on all devices in the network. If end devices in a network have more than one SP
setting, SP on the routers and coordinators should be set to match the largest SP setting of any end device. This
will ensure the RF packet buffering, poll timeout, and transmission timeouts are set correctly.

Extended sleep periods

Pin and cyclic sleep devices that might sleep longer than 30 seconds cannot receive data transmissions reliably
unless certain design approaches are taken. Specifically, the end devices should use 10 sampling or another
mechanism to transmit data when they wake to inform the network they can receive data. SP and SN should be
set on routers and coordinators such that (SP * SN) matches the longest expected sleep time. This configures the
poll timeout so end devices are not expired from the child table unless a poll request is not received for three
consecutive sleep periods.

As a general rule of thumb, SP and SN should be set the same on all devices in almost all cases.

Sleep examples

This section covers some sample XBee configurations to support different sleep modes. Several AT commands
are listed with suggested parameter values. The notation in this section includes an '=' sign to indicate what each
command register should be set to - for example, SM=4. This is not the correct notation for setting command
values in the XBee. In AT command mode, each command is issued with a leading 'AT' and no '=' sign - for
example ATSM4. In the API, the two byte command is used in the command field, and parameters are populated
as binary values in the parameter field.
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Example 1

Configure a device to sleep for 20 seconds, but set SN such that the On/Sleep line will remain de-asserted for up
to 1 minute.

The following settings should be configured on the end device.
SM =4 (cyclic sleep) or 5 (cyclic sleep, pin wake)

SP =0x7D0 (2000 decimal). This causes the end device to sleep for 20 seconds since SP is measured in units of
10ms.

SN = 3. (With this setting, the On/Sleep pin will assert once every 3 sleep cycles, or when RF data is received)
SO=0

All router and coordinator devices on the network should set SP to match SP on the end device. This ensures that
RF packet buffering times and transmission timeouts will be set correctly.

Since the end device wakes after each sleep period (ATSP), the SN command can be set to 1 on all routers and the
coordinator.

Example 2

Configure an end device to sleep for 20 seconds, send 4 10 samples in 2 seconds, and return to sleep.

Since SP is measured in 10ms units, and ST and IR are measured in 1ms units, configure an end device with the
following settings:

SM =4 (cyclic sleep) or 5 (cyclic sleep, pin wake)

SP =0x7D0 (2000 decimal). This causes the end device to sleep for 20 seconds.
SN=1

SO=0

ST =0x7D0 (2000 decimal). This sets the sleep timer to 2 seconds.

IR =0x258 (600 decimal). Set IR to a value greater than (2 seconds / 4) to get 4 samples in 2 seconds. The end
device sends an 10 sample at the IR rate until the sleep timer has expired.

At least one analog or digital IO line must be enabled for 10 sampling to work. To enable pin 19 (AD1/DIO1) as a
digital input line, the following must be set:

D1=3

All router and coordinator devices on the network should set SP to match SP on the end device. This ensures that
RF packet buffering times and transmission timeouts will be set correctly.

Example 3

Configure a device for extended sleep: to sleep for 4 minutes.

SP and SN must be set such that SP * SN =4 minutes. Since SP is measured in 10ms units, the following settings
can be used to obtain 4 minute sleep.

SM =4 (cyclic sleep) or 5 (cyclic sleep, pin wake)
SP =0x7D0 (2000 decimal, or 20 seconds)

SN =0x0B (12 decimal)

SO =0x04 (enable extended sleep)

With these settings, the module will sleep for SP * SN time, or (20 seconds * 12) = 240 seconds = 4 minutes.

XBee/XBee-PRO Zigbee RF Modules User Guide 100



Managing End Devices Sleep examples

For best results, the end device should send a transmission when it wakes to inform the coordinator
(or network) when it wakes. It should also remain awake for a short time to allow devices to send
data to it. The following are recommended settings.

ST =0x7D0 (2 second wake time)
SO = 0x06 (enable extended sleep and wake for ST time)

IR =0x800 (send 110 sample after waking). At least one analog or digital 10 sample should be
enabled for 10 sampling.

With these settings, the end device will wake after 4 minutes and send 1 10 sample. It will then
remain awake for 2 seconds before returning to sleep.

SP and SN should be set to the same values on all routers and coordinators that could allow the end
device to join. This will ensure the parent does not timeout the end device from its child table too
quickly.

The SI command can optionally be sent to the end device to cause it to sleep before the sleep timer
expires.
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10 configuration
10 sampling
RSSI PWM
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Analog and digital IO lines

10 configuration

XBee ZB firmware supports a number of analog and digital IO pins that are configured through software
commands. Analog and digital IO lines can be set or queried. The following table lists the configurable 10 pins
and the corresponding configuration commands.

Module Pin Names Module Pin Numbers Configuration Command

CD/DIO12
PWMO/RSSIM/DIO10
PWM/DIO11
DI04
CTS/DIOT
ASSOC/DIO5
RTS/DIO6
AD3/DIO3
AD2/DIO2
AD1/DIO1
ADO0/DIOO

10 configuration

4 P2
6 PO
1 P1
11 D4
12 D7
15 D5
16 D6
17 D3
18 D2
19 DI
20 DO

To enable an analog or digital 10 function on one or more XBee module pin(s), the appropriate configuration
command must be issued with the correct parameter. After issuing the configuration command, changes must
be applied on the module for the 10 settings to take effect.

0
1
2
3
4
5

6-9

Unmonitored digital input

Reserved for pin-specific alternate functionalities
Analog input, single ended (A/D pins only)

Digital input, monitored

Digital output, default low

Digital output, default high

Alternate functionalities, where applicable

Pull-up resistors can be set for each digital input line using the PR command. The PR value updates the state of all

pull-up resistors.

10 sampling

The XBee ZB modules have the ability to monitor and sample the analog and digital IO lines. |0 samples can be
read locally or transmitted to a remote device to provide indication of the current 10 line states. Only API
firmware devices can send remote 10 sample data out their UART.

There are three ways to obtain |0 samples, either locally or remotely:
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= Queried sampling

= Periodic sampling

= Change detection sampling.

|0 sample data is formatted as shown in the table below

1 Sample Sets Number of sample sets in the packet. Always set to 1.

Digital Channel Mask Indicates which digital 10 lines have sampling enabled. Each bit corresponds to one
digital 10 line on the module.

bit 0=AD0/DIOO
bit1=AD1/DIO1
bit2=AD2/DIO2
bit 3=AD3/DIO3
bit4=DIO4
bit 5=ASSOC/DIO5
2 bit 6 = RTS/DIO6
bit 7= CTS/GPIO7
bit 8=N/A
bit9=N/A
bit 10 =RSSI/DIO10
bit 11=PWM/DIO11
bit 12=CD/DIO12

For example, a digital channel mask of 0x002F means DI00,1,2,3, and 5 are enabled as
digital 10.

Analog Channel Mask Indicates which lines have analog inputs enabled for sampling. Each bit in the analog
channel mask corresponds to one analog input channel.

bit 0=ADO0/DIO0
1 bit 1= AD1/DIO1
bit 2=AD2/D102
bit 3=AD3/DI03
bit 7= Supply Voltage

Sampled Data Set A sample set consisting of 1 sample for each enabled ADC and/or DIO channel, which
has voltage inputs of 1143.75 and 342.1875mV.

If any digital IO lines are enabled, the first two bytes of the data set indicate the state of
all enabled digital 10. Only digital channels that are enabled in the Digital Channel Mask

Variable bytes have any meaning in the sample set. If no digital 10 are enabled on the device,
these 2 bytes will be omitted.

Following the digital 10 data (if any), each enabled analog channel will return 2 bytes.
The data starts with AINO and continues sequentially for each enabled analog input
channel up to AIN3, and the supply voltage (if enabled) at the end.

The sampled data set will include 2 bytes of digital 10 data only if one or more |0 lines on the device are
configured as digital 10. If no pins are configured as digital 10, these 2 bytes will be omitted.

The digital 10 data is only relevant if the same bit is enabled in the digital |0 mask.

Analog samples are returned as 10-bit values. The analog reading is scaled such that 0x0000 represents 0V, and
0x3FF = 1.2V. (The analog inputs on the module cannot read more than 1.2V). Analog samples are returned in
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order starting with AINO and finishing with AIN3, and the supply voltage. Only enabled analog input channels
return data.

To convert the A/D reading to mV, do the following:
AD(mV) = (A/D reading * 1200mV) / 1023

The reading in the sample frame represents voltage inputs of 1143.75 and 342.1875mV for ADO and AD1
respectively.

Queried sampling

The IS command can be sent to a device locally, or to a remote device using the API remote command frame; see
APl operation for details. When the IS command is sent, the receiving device samples all enabled digital |10 and
analog input channels and returns an 10 sample. If IS is sent locally, the |0 sample is sent out the UART. If the IS
command was received as a remote command, the |0 sample is sent over-the-air to the device that sent the IS
command.

If the IS command isissued in AT firmware, the module returns a carriage return-delimited list containing the
above-listed fields. The API firmware returns an AT command response packet with the 10 data included in the
command data portion of the response frame.
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The following table shows an example of the fields in an IS response.

0x01 [1 sample set]

0x0cocC [Digital Inputs: DIO 2, 3, 10, 11 low]

0x03 [Analog Inputs: A/D 0, 1]

0x0408 [Digital input states: DIO 3, 10 high, DIO 2, 11 low]
0x03D0 [Analog input ADIO 0= 0x3D0]

0x0124 [Analog input ADIO 1=0x120]

Periodic 10 sampling

Periodic sampling allows an XBee/XBee-PRO module to take an |0 sample and transmit it to a remote device at a
periodic rate. The periodic sample rate is set by the IR command. If IR is set to 0, periodic sampling is disabled.
For all other values of IR, data will be sampled after IR milliseconds have elapsed and transmitted to a remote
device. The DH and DL commands determine the destination address of the 10 samples. DH and DL can be set to
0 to transmit to the coordinator, or to the 64-bit address of the remote device (SH and SL). Only devices running
API firmware can send 10 data samples out their UART. Devices running AT firmware will discard received 10 data
samples.

Asleeping end device will transmit periodic 10 samples at the IR rate until the ST timer expires and the device can
resume sleeping.

Change detection sampling

Modules can be configured to transmit a data sample immediately whenever a monitored digital 10 pin changes
state. The IC command is a bitmask that can be used to set which digital IO lines should be monitored for a state
change. If one or more bits in IC is set, an 10 sample will be transmitted as soon as a state change is observed in
one of the monitored digital 10 lines. Change detection samples are transmitted to the 64-bit address specified by
DH and DL.

RSSI PWM

The XBee module features an RSSI/PWM pin (pin 6) that, if enabled, will adjust the PWM output to indicate the
signal strength of the last received packet. The PO (P-zero) command is used to enable the RSSI pulse width
modulation (PWM) output on the pin. If PO is set to 1, the RSSI/PWM pin will output a pulse width modulated
signal where the frequency is adjusted based on the received signal strength of the last packet. Otherwise, for all
other PO settings, the pin can be used for general purpose 10.

When a data packet is received, if PO is set to enable the RSSI/PWM feature, the RSSI PWM output is adjusted
based on the RSSI of the last packet. The RSSI/PWM output will be enabled for a time based on the RP command.
Each time an RF packet is received, the RSSI/PWM output is adjusted based on the RSSI of the new packet, and
the RSSI timer is reset. If the RSSI timer expires, the RSSI/PWM pin is driven low. RP is measured in 100 ms units
and defaults to a value of 40 (four seconds).

The RSSI PWM runs at 12 MHz and has 2400 total counts (200 us period).
RSSI (in dBm) is converted to PWM counts using the following equation:
PWM counts = (41 * RSSI_Unsigned) - 5928
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10 examples

Example 1: configure the following IO settings on the XBee
Configure AD1/DIO1 as a digital input with pullup resistor enabled
Configure AD2/DIO2 as an analog input

Configure DI04 as a digital output, driving high.

To configure AD1/DIO1 as an input, issue the ATD1 command with a parameter of 3 ("ATD13"). To
enable pull-up resistors on the same pin, the PR command should be issued with bit 3 set (for
example ATPR8, ATPR1FFF, and so forth.).

The ATD2 command should be issued with a parameter of 2 to enable the analog input (“ATD22”).
Finally, DIO4 can be set as an output, driving high by issuing the ATD4 command with a parameter
value of 5 (“ATD45”).

After issuing these commands, changes must be applied before the module 10 pins will be updated
to the new states. The AC or CN commands can be issued to apply changes (for example ATAC).

Example 2: calculate the PWM counts for a packet received with an RSSI of -84
dBm

RSSI =-84 = 0xAC = 172 decimal (unsigned)

PWM counts = (41 * 172) - 5928

PWM counts = 1124

With a total of 2400 counts, this yields an ON time of (1124 / 2400) = 46.8%

Example 3: configure the RSSI/PWM pin to operate for two seconds after each
received RF packet

First, ensure the RSSI/PWM functionality is enabled by reading the PO (P-zero) command. It should
be set to 1 (default).

To configure the duration of the RSSI/PWM output, set the RP command. To achieve a two second
PWM output, set RP to 0x14 (20 decimal, or 2 seconds) and apply changes (AC command).

After applying changes, all received RF data packets should set the RSSI timer for two seconds.
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APl operation

API| frame specifications

AP UART exchanges

Supporting the API

API frames

Sending Zigbee Device Objects (ZDO) commands with the API
Sending Zigbee Cluster Library (ZCL) commands with the API
Sending public profile commands with the API
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As an alternative to Transparent Operation, Application Programming Interface (API) operations are available.
APl operation requires that communication with the module be done through a structured interface (data is
communicated in frames in a defined order). The API specifies how commands, command responses and module
status messages are sent and received from the module using a UART Data Frame.

Please note that Digi may add new API frames to future versions of firmware, so please build into your software
interface the ability to filter out additional API frames with unknown Frame Types.

API frame specifications

Two APl modes are supported and both can be enabled using the AP (APl Enable) command. Use the following AP
parameter values to configure the module to operate in a particular mode:

= AP =1: APl Operation
= AP =2: APl Operation (with escaped characters)

API operation (AP parameter=1)

When this API mode is enabled (AP = 1), the UART data frame structure is defined as follows:
UART data frame structure:

Start Delimiter Length Frame Data

Checksum
(Byte 1) (Bytes 2-3) (Bytes 4-n) (Byte n +1)
0x7E MSB LSB API-specific Structure 1 Byte

MSB = most significant byte, LSB = least significant byte

Any data received prior to the start delimiter is silently discarded. If the frame is not received correctly or if the
checksum fails, the module will reply with a module status frame indicating the nature of the failure.
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API operation - with escape characters (AP parameter = 2)
When this API mode is enabled (AP = 2), the UART data frame structure is defined as follows:

UART data frame structure - with escape control characters:

Start Delimiter Length Frame Data Checksum
(Byte 1) (Bytes 2-3) (Bytes 4-n) (Byte n +1)
0x7E MSB LSB API-specific Structure 1 Byte

I
Characters Escaped If Needed

MSB = Most Significant Byte, LSB = Least Significant Byte

Escape characters. When sending or receiving a UART data frame, specific data values must be escaped
(flagged) so they do not interfere with the data frame sequencing. To escape an interfering data byte, insert 0x7D
and follow it with the byte to be escaped XOR’d with 0x20. Note that, if not escaped, 0x11 and 0x13 is sent as is.
Data bytes that need to be escaped:
= OXx7E - Frame Delimiter
= 0x7D - Escape
= (Ox11-XON
= 0x13 - XOFF
Example - Raw UART Data Frame (before escaping interfering bytes):
Ox7TE 0x00 0x02 0x23 0x11 OxCB
0x11 needs to be escaped which results in the following frame:
Ox7E 0x00 0x02 0x23 0x7D 0x31 0xCB

In the above example, the length of the raw data (excluding the checksum) is 0x0002 and the checksum of
the non-escaped data (excluding frame delimiter and length) is calculated as:
OXFF - (0x23 + 0x11) = (OxFF - 0x34) = OxCB.

Length

The length field has a two-byte value that specifies the number of bytes that will be contained in the frame data
field. It does not include the checksum field.

Frame data

Frame data of the UART data frame forms an API-specific structure as follows:

UART data frame and API-specific structure:

Start Delimiter Length Frame Data Checksum
(Byte1) (Bytes 23) (Bytes 4-n) (Byten+1)
OXTE MSB | LsB API-specific Structure 1Byte
AP |dentifier Identifier-specific Data
cmdD cmdData

XBee/XBee-PRO Zigbee RF Modules User Guide 110



APl operation API frame specifications

The cmdID frame (API-identifier) indicates which APl messages will be contained in the cmdData frame
(Identifier-specific data). Note that multi-byte values are sent big endian. The XBee modules support the
following API frames:

AT Command 0x08
AT Command - Queue Parameter Value 0x09
Zigbee Transmit Request 0x10
Explicit Addressing Zigbee Command Frame 0x11
Remote Command Request 0x17
Create Source Route 0x21
AT Command Response 0x88
Modem Status 0x8A
Zigbee Transmit Status 0x8B
Zigbee Receive Packet (AO=0) 0x90
Zigbee Explicit Rx Indicator (AO=1) 0x91
Zigbee |0 Data Sample Rx Indicator 0x92
XBee Sensor Read Indicator (AO=0) 0x94
Node Identification Indicator (AO=0) 0x95
Remote Command Response 0x97
Over-the-Air Firmware Update Status 0xA0
Route Record Indicator 0xA1l
Many-to-One Route Request Indicator 0xA3
Checksum

To test data integrity, a checksum is calculated and verified on non-escaped data.

To calculate: Not including frame delimiters and length, add all bytes keeping only the lowest 8 bits of the result
and subtract the result from OxFF.

To verify: Add all bytes (include checksum, but not the delimiter and length). If the checksum is correct, the sum
will equal OxFF.

APl examples

Example: Create an APl AT command frame to configure an XBee to allow joining (set NJ to OxFF). The frame
should look like:

0x7E 0x00 0x05 0x08 0x01 Ox4E 0x4A OxFF 5F
Where
0x0005 = length
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0x08 = AT Command API frame type

0x01 = Frame ID (set to non-zero value)

O0x4E4A = AT Command ('NJ")

OxFF = value to set command to

0x5F = Checksum
The checksum is calculated as [OxFF - (0x08 + 0x01 + 0x4E + 0x4A + 0xFF)]
Example: Send an ND command to discover the devices in the PAN. The frame should look like:
Ox7E 0x00 0x04 0x08 0x01 Ox4E 0x44 Ox64
Where

0x0004 = length

0x08 = AT Command API frame type

0x01 =Frame ID (set to non-zero value)

0x4E44 = AT command ('ND")

0x64 = Checksum
The checksum is calculated as [0xFF - (0x08 + 0x01 + Ox4E + 0x44)]

Example: Send a remote command to the coordinator to set AD1/DIO1 as a digital input (D1=3) and apply
changes to force the 10 update. The APl remote command frame should look like:

Ox7E 0x00 0x10 0x17 0x01 0x00 0x00 0x00 0x00 0x00 0x00 0x00 0x00 OxFF OxFE 0x02 0x44 0x31 0x03 0x70
Where

0x10 = length (16 bytes excluding checksum)
0x17 = Remote Command API frame type
0x01 =Frame ID

0x0000000000000000 = Coordinator's address (can be replaced with coordinator's actual 64-bit address if
known)

OXFFFE = 16- bit Destination Address
0x02 = Apply Changes (Remote Command Options)
0x4431 = AT command ('D1')

0x03 = Command Parameter (the parameter could also be sent as 0x0003 or 0x00000003)
0x70 = Checksum

API UART exchanges

AT commands

The following image shows the API frame exchange that takes place at the UART when sending an AT command
request to read or set a module parameter. The response can be disabled by setting the frame ID to 0 in the
request.
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AT Command request
(0x08 or 0x09)

-
AT Command response

(0x88)

-

Transmitting and receiving RF data

The following image shows the APl exchanges that take place at the UART when sending RF data to another
device. The transmit status frame is always sent at the end of a data transmission unless the frame ID is set to 0 in
the transmit request. If the packet cannot be delivered to the destination, the transmit status frame will indicate
the cause of failure. The received data frame (0x90 or 0x91) is set by the AP command.

Transmit request

(0x10 or Ox11) |
> RF data and ACK Received data
(0x90 or 0x91)
Transmit status -1 — —
(0x8B) -
- - — — — |- — -
Remote AT commands

The following image shows the API frame exchanges that take place at the UART when sending a remote AT
command. A remote command response frame is not sent out the UART if the remote device does not receive the
remote command.

Remote AT command

(0x17)
-
Remote AT command response
(0x97)

-

Source routing

The following image shows the API frame exchanges that take place at the UART when sending a source routed
transmission.
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Create Source Route
(0x21)

Transmit Request
(0x10 or Ox11)

L

Transmit Status
(0x88)

Supporting the API

Applications that support the APl should make provisions to deal with new API frames that may be introduced in
future releases. For example, a section of code on a host microprocessor that handles received serial API frames
(sent out the module's DOUT pin) might look like this:

voidXBee_HandleRxAPIFrame(_apiFrameUnion *papiFrame){
switch(papiFrame->api_id){
case RX_RF_DATA_FRAME:
//process received RF data frame
break;

case RX_IO_SAMPLE_FRAME:
//process I0 sample frame
break;

default:
//Discard any other API frame types that are not being used
break;
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APl frames

The following sections illustrate the types of frames encountered while using the API.

AT command
Frame type: 0x08

Used to query or set module parameters on the local device. This API command applies changes after executing
the command. Changes made to module parameters take effect once changes are applied. The APl example
below illustrates an APl frame when modifying the NJ parameter value of the module

Start Delimiter Ox7E
Length MSB 1 0x00 | Number of bytes between the length and the checksum
LSB 2 0x04
Frame-specific Data Frame Type 3 0x08
Frame ID Identifies the UART data frame for the host to correlate

4 0x52 (R)  with a subsequent ACK (acknowledgment). If set to 0, no
response is sent.

AT Command 5 0x4E (N)  Command Name - Two ASCII characters that identify the
AT command.
6 0x4A (J)
Parameter Value If present, indicates the requested parameter value to set
(optional) the given register.
If no characters present, register is queried.
Checksum 7 0XOD  OxFF - the 8 bit sum of bytes from offset 3 to this byte.

The above example illustrates an AT command when querying an NJ value.
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AT command - Queue Parameter Value
Frame type: 0x09

This API type allows module parameters to be queried or set. In contrast to the “AT Command” API type, new
parameter values are queued and not applied until either the “AT Command” (0x08) API type or the Apply
Changes (AC) command is issued. Register queries (reading parameter values) are returned immediately.

Send a command to change the baud rate (BD) to 115200 baud, but don't apply changes yet. (Module will
continue to operate at the previous baud rate until changes are applied.)

0

Start Delimiter OXTE
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB 2 0x05
Frame-specific Data Frame Type 3 0x09
Frame ID Identifies the UART data frame for the host to correlate with
4 0x01 a subsequent ACK (acknowledgment). If set to 0, no
response is sent.
AT Command 5 0x42 (B)  Command Name - Two ASCII characters that identify the AT
Command.
6 0x44 (D)
Parameter If present, indicates the requested parameter value to set
Value 7 0x07 the given register. If no characters are present, register is
(ATBD7 = queried.

115200 baud)

Checksum 8 0x68 OXFF - the 8 bit sum of bytes from offset 3 to this byte.

In this example, the parameter could have been sent as a zero-padded 2-byte or 4-byte value.

Zigbee Transmit Request
Frame type: 0x10

A Transmit Request API frame causes the module to send data as an RF packet to the specified destination.

The 64-bit destination address should be set to 0x000000000000FFFF for a broadcast transmission (to all
devices). The coordinator can be addressed by either setting the 64-bit address to all 0x00s and the 16-bit
address to OxFFFE, OR by setting the 64-bit address to the coordinator's 64-bit address and the 16-bit address to
0x0000. For all other transmissions, setting the 16-bit address to the correct 16-bit address can help improve
performance when transmitting to multiple destinations. If a 16-bit address is not known, this field should be set
to OXFFFE (unknown). The Transmit Status frame (0x8B) will indicate the discovered 16-bit address, if successful.

The broadcast radius can be set from 0 up to NH. If set to 0, the value of NH specifies the broadcast radius
(recommended). This parameter is only used for broadcast transmissions.

The maximum number of payload bytes can be read with the NP command.
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If source routing is used, the RF payload will be reduced by two bytes per intermediate hop in the source
route. This example shows if escaping is disabled (AP=1).

0

Start Delimiter OXT7E
Length MSB 1 0x00  Number of bytes between the length and the checksum
LSB 2 0x16
Frame Type 3 0x10
Frame ID 4 0x01 Identifies the UART data frame for the host to correlate with a
subsequent ACK (acknowledgment). If set to 0, no response is sent.
64-bit MSB 5 0x00 Set to the 64-bit address of the destination device. The following
Destination 6 ox13  addresses are also supported:
Address 7 OxA2 0x0000000000000000 - Reserved 64-bit address for the coordinator
8 0X00 0x000000000000FFFF - Broadcast address
9 0x40
Frame-specific
Data 10 0XO0A
11 0x01

LSB 12 0x27

16-bit MSB 13 OxFF Set to the 16-bit address of the destination device, if known. Set to

Destination OxFFFE if the address is unknown, or if sending a broadcast.

Network LSB 14 OXFE

Address

Broadcast Sets maximum number of hops a broadcast transmission can occur.

Radius 15 0x00 If set to 0, the broadcast radius will be set to the maximum hops
value.
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Options Bitfield of supported transmission options. Supported values

include the following:

0x01 - Disable retries and route repair

0x20 - Enable APS encryption (if EE=1)

0x40 - Use the extended transmission timeout
Enabling APS encryption presumes the source and destination have

16 0x00 been authenticated.

I also decreases the maximum number of RF payload bytes by 4
(below the value reported by NP).
The extended transmission timeout is needed when addressing
sleeping end devices.It also increases the retry interval between
retries to compensate for end device polling. See Transmission

Frame-specific timeouts for a description.
Data Unused bits must be set to 0.
RF Data 17 0x54 Data that is sent to the destination device

18 0x78
19 0x44
20 0x61
21 0x74
22 0x61
23 0x30
24 0x41

Checksum 25 0x13  OxFF - the 8 bit sum of bytes from offset 3 to this byte.

Example: The example above shows how to send a transmission to a module where escaping is disabled (AP=1)
with destination address 0x0013A200 40014011, payload “TxDatalB”. If escaping is enabled (AP=2), the frame
should look like:

0x7E 0x00 0x16 0x10 0x01 0x00 0x7D 0x33 0xA2 0x00 0x40 0x0A 0x01 0x27
OxFF OxFE 0x00 0x00 0x54 0x78 0x44 0x61 0x74 0x61 0x30 0x41 0x7D 0x33

The checksum is calculated (on all non-escaped bytes) as [0xFF - (sum of all bytes from API frame type through
data payload)].

Example: Send a transmission to the coordinator without specifying the coordinator's 64-bit address. The API
transmit request frame should look like:

0x7E 0x00 0x16 0x10 0x01 0x00 0x00 0x00 0x00 0x00 0x00 0x00 0x00 0OxFF OxFE 0x00 0x00 0x54 0x78 032 0x43 0x6F
0x6F 0x72 0x64 0xFC

Where
0x16 = length (22 bytes excluding checksum)
0x10 = Zigbee Transmit Request API frame type
0x01 = Frame ID (set to non-zero value)

0x0000000000000000 = Coordinator's address (can be replaced with coordinator's actual 64-bit address if
known

OxFFFE = 16-bit Destination Address
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0x00 = Broadcast radius

0x00 = Options

0x547832436F6F7264 = Data payload (“Tx2Coord”)
OxFC = Checksum

Explicit Addressing Zighee Command frame

Frame type: 0x11
Allows Zigbee application layer fields (endpoint and cluster ID) to be specified for a data transmission.

Similar to the Zigbee Transmit Request, but also requires Zigbee application layer addressing fields to be
specified (endpoints, cluster ID, profile ID). An Explicit Addressing Request API frame causes the module to send
data as an RF packet to the specified destination, using the specified source and destination endpoints, cluster
ID, and profile ID.

The 64-bit destination address should be set to 0x000000000000FFFF for a broadcast transmission (to all
devices). The coordinator can be addressed by either setting the 64-bit address to all 0x00s and the 16-bit
address to OXFFFE, OR by setting the 64-bit address to the coordinator's 64-bit address and the 16-bit address to
0x0000. For all other transmissions, setting the 16-bit address to the correct 16-bit address can help improve
performance when transmitting to multiple destinations. If a 16-bit address is not known, this field should be set
to OXFFFE (unknown). The Transmit Status frame (0x8B) will indicate the discovered 16-bit address, if successful.

The broadcast radius can be set from 0 up to NH. If set to 0, the value of NH specifies the broadcast radius
(recommended). This parameter is only used for broadcast transmissions.

The maximum number of payload bytes can be read with the NP command.

If source routing is used, the RF payload will be reduced by two bytes per intermediate hop in the source

route.
Start Delimiter Ox7E
Length MSB1 0x00 Number of bytes between the length and the checksum
LSB2 O0x1A
Frame Type 3 0x11
Framg:t[:;ecific Frame ID Identifies the UART data frame for the host to correlate with a
4 0x01 subsequent ACK (acknowledgment). If set to 0, no response is

sent.
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64-bit MSB 5 0x00 Set to the 64-bit address of the destination device. The following
Destination 6 0x00 addresses are also supported:
Address 0x0000000000000000 - Reserved 64-bit address for the
7 0x00 coordinator
8 0x00  0x000000000000FFFF - Broadcast address
9 0x00
10 0x00
11 0x00
12 0x00
16-bit MSB 13 OxFF Set to the 16-bit address of the destination device, if known. Set to
Destination OxFFFE if the address is unknown, or if sending a broadcast.
Network LSB 14 OXFE
Address
Sourcg 15 OXAO Source endpoint for the transmission.
Endpoint
Destingtion 16 OxXA1 Destination endpoint for the transmission.
Endpoint
Frame-specific
Datz Cluster ID 17 0x15 Cluster ID used in the transmission
18 0x54
Profile ID 19 0xC1 Profile ID used in the transmission
20 0x05
Broadcast Sets the maximum number of hops a broadcast transmission can
Radius 21 0x00 traverse. If set to 0, the transmission radius will be set to the

network maximum hops value.

Transmit Bitfield of supported transmission options. Supported values
Options include the following:
0x01 - Disable retries and route repair
0x20 - Enable APS encryption (if EE=1)
0x40 - Use the extended transmission timeout
Enabling APS encryption presumes the source and destination
22 0x00 have been authenticated. It also decreases the maximum number
of RF payload bytes by 4 (below the value reported by NP)

The extended transmission timeout is needed when addressing
sleeping end devices.lt also increases the retry interval between
retries to compensate for end device polling.See Transmission,
addressing, and routingfor a description.

Unused bits must be set to 0.
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Data Payload 0x54 Data that is sent to the destination device
24 0x78
Frame-specific 25 0x44
Data 26 0x61
27 0x74
28 Ox61
Checksum 29 0x3A OXFF - the 8 bit sum of bytes from offset 3 to this byte.

Example: send a data transmission to the coordinator (64-bit address of 0x00s) using a source endpoint of 0xA0,
destination endpoint 0xA1, cluster ID =0x1554, and profile ID 0xC105. Payload will be “TxData”.

Remote AT Command Request
Frame type: 0x17

Used to query or set module parameters on a remote device. For parameter changes on the remote device to
take effect, changes must be applied, either by setting the apply changes options bit, or by sending an AC
command to the remote.

Start Delimiter OX7E
Length MSB 1 0x00  Number of bytes between the length and the checksum
LSB 2 0x10
Frame Type 3 0x17
Frame ID 4 0x01 Identifies the UART data frame for the host to correlate with a
subsequent ACK. If set to 0, no response is sent.
64-bit MSB 5 0x00 Set to the 64-bit address of the destination device. The following
Destination 6 ox13  addresses are also supported:
Frame-specific Address 7 O0xA2  0x0000000000000000 - Reserved 64-bit address for the coordinator
Data 8 0x00 0x000000000000FFFF - Broadcast address
9 0x40
10 0x40
11 Ox11

LSB 12 0x22
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16-bit MSB 13 OxFF Set to the 16-bit address of the destination device, if known. Set to
Destination OXFFFE if the address is unknown, or if sending a broadcast.
Network LSB 14 OXFE

Address

Remote Bitfield of supported transmission options

Command Supported values include the following:

Options 0x01 - Disable retries and route repair

0x02 - Apply changes.
0x20 - Enable APS encryption (if EE=1)
0x40 - Use the extended transmission timeout

0x02 If apply changesis not enabled, then an AC command must be sent
Frame-specific 15 (apply before changes will take effect.
Data changes) Enabling APS encryption presumes the source and destination

have been authenticated. It also decreases the maximum number
of RF payload bytes by 4 (below the value reported by NP).

The extended transmission timeout is needed when addressing
sleeping end devices. It increases the retry interval between retries
to compensate for end device polling.

See Transmission, addressing, and routing for a description.
Unused bits must be set to 0.

AT Command 16 0x42(B)  Name of the command
17 0x48 (H)

Command 18 0x01 If present, indicates the requested parameter value to set the given
Parameter register. If no characters present, the register is queried.
Checksum 19 OXF5  OxFF - the 8 bit sum of bytes from offset 3 to this byte.

Send a remote command to change the broadcast hops register on a remote device to 1 (broadcasts go to 1-hop
neighbors only), and apply changes so the new configuration value immediately takes effect. In this example, the
64-bit address of the remote is 0x0013A200 40401122, and the destination 16-bit address is unknown.
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Create Source Route
Frame type: 0x21

This frame creates a source route in the module. A source route specifies the complete route a packet should
traverse to get from source to destination. Source routing should be used with many-to-one routing for best
results.

Both the 64-bit and 16-bit destination addresses are required when creating a source route. These are
obtained when a Route Record Indicator (OxAl) frame is received.

0

Start Delimiter OX7E
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB 2 0x14
Frame Type 3 0x21
Frame ID 4 0x00 The Frame ID should always be set to 0.
64-bit Destination MSB 5 0x00 Set to the 64-bit address of the destination device. The
Address 6 0x13 following addresses are also supported:
7 OxA2 0x0000000000000000 - Reserved 64-bit address for the
coordinator
8 0x00
0x000000000000FFFF - Broadcast address
9 0x40
10 0x40
11 0x11

LSB 12 0x22
Frame-specific

Data 16-bit Destination MSB 13 0x33 Set to the 16-bit address of the destination device, if known.
Set to OXFFFE if the address is unknown, or if sending a
Network Address ’
LSB 14 0x44 broadcast.

Rou.te Command 15 0x00 Setto 0.
Options
Number of 16 0x03 The number of addresses in the source route (excluding
Addresses source and destination).
Address 1 17 OxEE (neighbor of destination)

18 OxFF
Address 2 (closer 19 OXCC Address of intermediate hop
hop

20 0xDD
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Frame-specific Address 3 OxAA (neighbor of source)
Data 22 0xBB
Checksum 23 0x01  OxFF - the 8 bit sum of bytes from offset 3 to this byte.

Intermediate hop addresses must be ordered starting with the neighbor of the destination, and working closer to
the source. For example, suppose a route is found between A and E as shown below.

A'B'C'D'E

If device E has the 64-bit and 16-bit addresses of 0x0013A200 40401122 and 0x3344, and if devices B, C, and D
have the following 16-bit addresses:

B = 0xAABB
C=0xCCDD
D = OxEEFF

The example above shows how to send the Create Source Route frame to establish a source route between A and
E.

AT Command Response

Frame type: 0x88
In response to an AT Command message, the module will send an AT Command Response message. Some
commands will send back multiple frames (for example, the ND (Node Discover) command).

Start Delimiter OXTE
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB2 0x05
Frame Type 3 0x88
Frame ID Identifies the UART data frame being reported.
4 0x01 If Frame ID =0 in AT Command Mode, no AT Command
Response will be given.
... AT Command 5 ‘B’=0x42  command Name - Two ASCII characters that identify the AT
Frame-specific C d
Data 6 ‘D’=0x44 ommand.
Command 0=0K
Status 1=ERROR
7 0x00 2 =Invalid Command
3 =Invalid Parameter
4 =Tx Failure
Command Data Register datain binary format. If the register was set, then this field

is not returned, as in this example.

Checksum 8 0xFO OXFF - the 8 bit sum of bytes from offset 3 to this byte.

Suppose the BD parameter is changed on the local device with a frame ID of 0x01. If successful (parameter was
valid), the above response would be received.

XBee/XBee-PRO Zigbee RF Modules User Guide 124



APl operation API frames

Modem Status

Frame type: (0x8A)
RF module status messages are sent from the module in response to specific conditions.

The following API frame is returned when an API coordinator forms a network.

0

Start Delimiter Ox7E
Length MSB 1 0x00  Number of bytes between the length and the checksum
LSB2 0x02
Frame Type 3 Ox8A
Status 0 =Hardware reset

1 =Watchdog timer reset
2 =Joined network (routers and end devices)
Data 3 :Disasspciated
4 0x06  6=Coordinator started
7 = Network security key was updated
0x0D = Voltage supply limit exceeded (PRO S2B only)
0x11 = Modem configuration changed while join in progress
0x80+ = stack error

Frame-specific

Checksum 5 OX6F  OxFF - the 8 bit sum of bytes from offset 3 to this byte.

New modem status codes may be added in future firmware releases.
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Zigbee Transmit Status

Frame type: 0x8B
When a TX Request is completed, the module sends a TX Status message. This message will indicate if the packet
was transmitted successfully or if there was a failure.

0

Start Delimiter OXTE
Length MSB1 0x00  Number of bytes between the length and the checksum
LSB2 0x07
Frame Type 3 0x8B
Frame ID 4 0x01 Identifies the UART data frame being reported. Note: If Frame ID = 0
in AT Command Mode, no AT Command Response will be given.
16-bit address > 0x7D 16-bit Network Address the packet was delivered to (if successful). If
of destination not successful, this address will be OxFFFD: Destination Address
6 Ox84 Unknown.
Transmit Retry 7 0x00 The number of application transmission retries that took place.
Count
Delivery Status 0x00 = Success

0x01 = MAC ACK Failure
0x02 = CCA Failure
0x15 = Invalid destination endpoint
Frame-specific 0x21 = Network ACK Failure

Data 0x22 = Not Joined to Network
0x23 = Self-addressed
0x24 = Address Not Found

8 0x00 0x25 = Route Not Found
0x26 = Broadcast source failed to hear a neighbor relay the
message

0x2B =Invalid binding table index
0x2C = Resource error lack of free buffers, timers, and so forth.
0x2D = Attempted broadcast with APS transmission
0x2E = Attempted unicast with APS transmission, but EE=0
0x32 = Resource error lack of free buffers, timers, and so forth.
0x74 = Data payload too large

Discovery 0x00 = No Discovery Overhead
Status 0x01 = Address Discovery
9 0x01  0x02 = Route Discovery

0x03 = Address and Route
0x40 = Extended Timeout Discovery

Checksum 10 0X71  OxFF - the 8 bit sum of bytes from offset 3 to this byte.

Suppose a unicast data transmission was sent to a destination device with a 16-bit address of 0x7D84. (The
transmission could have been sent with the 16-bit address set to 0x7D84 or OxFFFE.)
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Zigbee Receive Packet
Frame type: (0x90)

When the module receives an RF packet, it is sent out the UART using this message type.

0

Start Delimiter Ox7E
Length MSB1 0x00 Number of bytes between the length and the checksum
LSB 2 Ox11
Frame Type 3 0x90
64-bit Source MSB 4 0x00
Address
5 Ox13  g4-bit address of sender. Set to OXFFFFFFFFFFFFFFFF
6 OxA2 (unknown 64-bit address) if the sender's 64-bit address is
unknown.
7 0x00
8 0x40
9 0x52
10 0x2B
LSB 11 OxAA
_ le-bitSource MSB 12 0x7D 16-bit address of sender
Frame-specific Network Address LSB 13 0x84
Data
Receive Options 0x01 - Packet Acknowledged

0x02 - Packet was a broadcast packet
0x20 - Packet encrypted with APS encryption
14 0x01 0x40 - Packet was sent from an end device (if known)

Option values can be combined. For example, a 0x40
and a 0x01 will show as a 0x41. Other possible values
0x21, 0x22, 0x41, 0x42, 0x60, 0x61, 0x62.

Received Data 15 0x52 Received RF data
16 0x78
17 0x44
18 0x61
19 0x74
20 0x61
Checksum 21 0x0D OXFF - the 8 bit sum of bytes from offset 3 to this byte.

Suppose a device with a 64-bit address of 0x0013A200 40522BAA, and 16-bit address 0x7D84 sends a unicast data
transmission to a remote device with payload “RxData”. If AO=0 on the receiving device, it would send the above
example frame out its UART.
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Zigbee Explicit Rx Indicator

Frame type:0x91
When the modem receives a Zigbee RF packet it is sent out the UART using this message type (when AO=1).

Start Delimiter Ox7E
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB 2 0x18
Frame Type 3 0x91
64-bit Source MSB 4 0x00 64-bit address of sender. Set to OxFFFFFFFFFFFFFFFF
Address 5 0x13 (unknown 64-bit address) if the sender's 64-bit address is
unknown.
6 0xA2
4 0x00
8 0x40
9 0x52
10 0x2B
Frame-specific
Data LSB 11 OXAA
16-bit Source MSB 12 0x7D 16-bit address of sender
Network Address LSB 13 0x84
Source Endpoint 14 OxEO Endpoint of the source that initiated the transmission
Destination 15 OXEO Endpoint of the destination the message is addressed to
Endpoint
Cluster ID 16 0x22 Cluster ID the packet was addressed to
17 0x11
Profile ID 18 0xC1 Profile ID the packet was addressed to
19 0x05
Receive Options 0x01 - Packet Acknowledged
20 0x02 0x02 - Packet was a broadcast packet
0x20 - Packet encrypted with APS encryption
0x40 - Packet was sent from an end device (if known)
. Received Data 21 0x52 Received RF data
Frame-specific
Data 22 0x78
23 0x44
24 0x61
25 0x74
26 0x61
Checksum 27 0x52 OXFF - the 8 bit sum of bytes from offset 3 to this byte

XBee/XBee-PRO Zigbee RF Modules User Guide 128



APl operation API frames

Suppose a device with a 64-bit address of 0x0013A200 40522BAA, and 16-bit address 0x7D84 sends a broadcast
data transmission to a remote device with payload “RxData”. Suppose the transmission was sent with source and
destination endpoints of OxEO, cluster ID=0x2211, and profile ID=0xC105. If AO=1 on the receiving device, it would
send the above frame out its UART.

Zigbee 10 Data Sample Rx Indicator
Frame type: 0x92

When the module receives an |0 sample frame from a remote device, it sends the sample out the UART using this
frame type (when AO=0). Only modules running API firmware will send 10 samples out the UART.

Start Delimiter OX7TE
Length MSB 1 0x00 Number of bytes between the length and the checksum

LSB2 0x14

Frame Type 3 0x92

64-bit Source MSB 4 0x00 64-bit address of sender
Address 5 0x13
Frame-specific 6 OxA2
Dat

ata 7 0X00

8 0x40

9 0x52

10 0x2B

LSB 11 OxAA
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16-bit Source MSB 12 0x7D 16-bit address of sender
Network Address LSB 13 0x84

Receive Options 14 0x01 0x01 - Packet Acknowledged
0x02 - Packet was a broadcast packet
Number of Samples 15 0x01 Number of sample sets included in the payload
(Always set to 1)
Digital Channel 16 0x00 Bitmask field that indicates which digital 10 lines on the
Mask* 17 0x1C remote have sampling enabled (if any)
Frame-specific Analclg* Channel 18 0X02 Bitmask field that ir.1dicates whic.h analog IO lines on the
Data Mask remote have sampling enabled (if any)
Digital Samples (if 19 0x00 If the sample set includes any digital 10 lines (Digital Channel
included) Mask > 0), these two bytes contain samples for all enabled
digital 10 lines
20 0x14 DIO lines that do not have sampling enabled return 0. Bits in
these 2 bytes map the same as they do in the Digital Channels
Mask field
Analog Sample 21 0x02 If the sample set includes any analog input lines (Analog
Channel Mask > 0), each enabled analog input returns a 2-byte
value indicating the A/D measurement of that input. Analog
X 0x25 samples are ordered sequentially from AD0O/DIO0 to AD3/DIO3,
to the supply voltage
Checksum 23 OxF5 OXFF - the 8 bit sum of bytes from offset 3 to this byte
* N/A N/A N/A CD/DIC12 PWM/DIO11  RSSI/DIO10  N/A N/A
CTS/DI07 RTS/DIO6  ASSOC/DI05 DI04 AD3/DI03 AD2/DI02 AD1/DIO1 ADO0/DIO0O
** Supply Voltage  N/A N/A N/A AD3 AD2 AD1 ADO

Suppose an 10 sample is received with analog and digital 10, from a remote with a 64-bit address of 0x0013A200
40522BAA and a 16-bit address of 0x7D84. If pin AD1/DIO1 is enabled as an analog input, AD2/DI02 and DI04 are
enabled as a digital inputs (currently high), and AD3/DI03 is enabled as a digital output (low) the IO sample is
shown in the APl example in the table above.
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XBee Sensor Read Indicator
Frame type: 0x94

When the module receives a sensor sample (from a Digi 1-wire sensor adapter), it is sent out the UART using this
message type (when AO=0).

Start Delimiter OXTE
Length MSB 1 0x00 Number of bytes between the length and the checksum

LSB 2 0x17

Frame Type 3 0x94

64-bit Source MSB 4 0x00 64-bit address of sender

Address 5 0x13

6 0xA2

7 0x00

8 0x40

9 0x52

10 0x2B

LSB 11 OxAA

16-bit Source MSB 12 0xDD 16-bit address of sender

Frame-specific Network Address LSB 13 0x6C

Data

Receive Options 14 0x01 0x01 - Packet acknowledged
0x02 - Packet was a broadcast packet
1-Wire Sensors 0x01=A/D Sensor Read
15 0x03 0x02 = Temperature Sensor Read
0x60 = Water present (module CD pin low)
A/D Values 16 0x00 Indicates a two-byte value for each of four A/D sensors
17 0x02 (A, B, C, D)
18 0x00 Set to OXFFFFFFFFFFFFFFFF if no A/Ds are found
19 0xCE
20 0x00
21 OXEA
22 0x00
23 0x52
Frame-specific ~Temperature Read 24 0x01 Indicates the two-byte value read from a digital
Data thermometer if present. Set to OxFFFF if not found.
25 O0x6A
Checksum 26 0x8B OXFF - the 0x8 bit sum of bytes from offset 3 to this byte
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Example: Suppose a 1-wire sensor sample is received from a device with a 64-bit address of 0x0013A200
40522BAA and a 16-bit address of 0xDD6C. If the sensor sample was taken from a 1-wire humidity sensor, the API
frame could look like this (if AO=0):

For convenience, let's label the A/D and temperature readings as AD0, AD1, AD2, AD3, and T. Using the data in this
example:

ADO = 0x0002
AD1 = 0x00CE
AD2 = 0x00EA
AD3 =0x0052
T=0x016A
To convert these to temperature and humidity values, the following equations should be used.
Temperature (°C) = (T/ 16), for T <2048
=- (T & Ox7FF) / 16, for T >= 2048
Vsupply = (AD2 * 5.1) / 255
Voutput = (AD3 * 5.1) / 255
Relative Humidity = ((Voutput / Vsupply) - 0.16) / (0.0062)
True Humidity = Relative Humidity / (1.0546 - (0.00216 * Temperature (°C)))
Looking at the sample data, we have:
Vsupply = (234 * 5.1 / 255) = 4.68
Voutput=(82*5.1/255)=1.64
Temperature = (362 / 16) =22.625°C
Relative H = (161.2903 * ((1.64/4.68) - 0.16)) = 161.2903 * (0.19043) = 30.71%
True H = (30.71/ (1.0546 - (0.00216 * 22.625))) = (30.71 / 1.00573) = 30.54%
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Node Identification Indicator
Frame type: 0x95

This frame is received when a module transmits a node identification message to identify itself (when AO=0). The
data portion of this frame is similar to a network discovery response frame (see the ND command).

Start Delimiter Ox7E
Length MSB1 0x00 Number of bytes between the length and the checksum

LSB2 0x20

Frame Type 3 0x95

64-bit Source MSB 4 0x00 64-bit address of sender

Address 5 0x13

6 0xA2

7 0x00

8 0x40

9 0x52

10 0x2B

Frame-specific LSB 11 OxAA

Data 16-bit Source MSB 12 0x7D 16-bit address of sender
Network Address LSB 13 0x84
Receive Options 0x01 - Packet Acknowledged

0x02 - Packet was a broadcast packet
0x20 - Packet encrypted with APS encryption
0x40 - Packet was sent from an end device (if known)

14 0x02 . .
Option values can be combined. For example, a
0x40 and a 0x01 will show as a 0x41
Other possible values: 0x21, 0x22, 0x41, 0x42, 0x60, 0x61,
0x62
Source 16-bit 15 0x7D Set to the 16-bit network address of the remote. Set to
address 16 0x84 OXFFFE if unknown
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64-bit Network 0x00 Indicates the 64-bit address of the remote module that
address 18 0x13 transmitted the node identification frame
19 0xA2
20 0x00
21 0x40
22 0x52
23 0x2B
24 OxAA
NI String 25 0x20 Node identifier string on the remote device. The NI-String is
terminated with a NULL byte (0x00)
26 0x00
o Parent 16-bit 27 OxFF Indicates the 16-bit address of the Remote's parent or
Frame-specific dd it th h
Data address 28 OXFE OxFFFE if the remote has no parent
Device Type 0= Coordinator
29 0x01 1=Router
2 = End Device
Source Event 1="Frame sent by node identification nation pushbutton
event (see the DO command)
30 0x01 2 = Frame sent after joining event occurred (see the JN
command).
3 =Frame sent after power cycle event occurred (see the JN
command)
Digi Profile ID 31 0xCl Set to Digi's application profile ID
32 0x05
Manufacturer 1D 33 0x10 Set to Digi's Manufacturer ID
34 Ox1E
Checksum 35 0x1B  OxFF - the 8 bit sum of bytes from offset 3 to this byte

If the commissioning push button is pressed on a remote router device with 64-bit address 0x0013A200
40522BAA, 16-bit address 0x7D84, and default NI string, the preceding node identification indicator would be
received. 00 03 00 00 appears before the checksum with the DD value only if ATNO and 0x01.
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Remote Command Response

Frame type: 0x97

If a module receives a remote command response RF data frame in response to a Remote AT Command Request,
the module will send a Remote AT Command Response message out the UART. Some commands may send back
multlple frames—for example, Node Discover (ND) command.

Start Delimiter Ox7E
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB2 0x13
Frame Type 3 0x97
Frame ID 4 0x55 This is the same value passed in to the request
64-bit Source MSB 5 0x00 The address of the remote radio returning this response
(remote) Address 6 0x13
7 OxA2
8 0x00
9 0x40
10 0x52
11 0x2B

LSB 12 OxAA

Frame-specific 16-bit Source MSB 13 0x7D Set to the 16-bit network address of the remote
Data (remote) Address LSB 14 0x84 Set to OXFFFE if unknown
AT Commands 15 0x53 Name of the command
16 0x4C
Command Status 0=0K
1=ERROR
17 0x00  2=Invalid command

=Invalid parameter
4 = Remote command transmission failed

Command Data 18 0x40 Register data in binary format. If the register was set, then this
19 0x52 field is not returned
20 0x2B
21 OxAA
Checksum 22 0xFO OXFF - the 8 bit sum of bytes from offset 3 to this byte

If a remote command is sent to a remote device with 64-bit address 0x0013A200 40522BAA and 16-bit address
0x7D84 to query the SL command, and if the frame ID=0x55, the response is shown in the example APl frame in
the table above.

Over-the-Air Firmware Update Status

Frame type: OxAO
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The Over-the-Air Firmware Update Status frame provides a status indication of a firmware update transmission
attempt. If a query command (0x01 0x51) is sent to a target with a 64-bit address of 0x0013A200 40522BAA
through an updater with 64-bit address 0x0013A200403E0750 and 16-bit address 0x0000, the following is the
expected response.

Start Delimiter Ox7E
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB2 0x16
Frame Type 3 0xA0
64-bit Source MSB 4 000 The address of the remote radio returning this response
(remote) Address 5 0x13
6 0xA2
7 0x00
8 0x40
9 0x3E
10 0x07
LSB 11 0x50
16-bit Destination 12 0x00 16-bit address of the updater device
Address 13 0x00

Frame-specific

Data Receive Options 0x01 - Packet Acknowledged

0x02 - Packet was a broadcast packet
0x20 - Packet encrypted with APS encryption
0x40 - Packet was sent from an end device (if known)

14 0x01
Option values can be combined. For example, a 0x40
and a 0x01 will show as a 0x41.
Other possible values: 0x21, 0x22, 0x41, 0x42, 0x60, 0x61, 0x62
Bootloader Message 0x06 - ACK
Type 0x15 - NACK
15 0X52 0x40 - No Mac ACK

0x51 - Query (received if the bootloader is not active on the
target)
0x52 - Query response
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Block Number 16 0x00 Block number used in the update request. Set to 0 if not
applicable.
64-bit Target 17 0x00 64-bit address of remote device that is being updated (target)
Address 18 0x13
Frame-specific 19 0xA2
Data 20 0x00
21 0x40
22 0x52
23 0x2B
24 OxAA
Checksum 25 0x66  OXFF - the 8 bit sum of bytes from offset 3 to this byte

If a query request returns a 0x15 (NACK) status, the target is likely waiting for a firmware update image. If no
messages are sent to it for about 75 seconds, the target will timeout and accept new query messages.

If a query returns a 0x51 (QUERY) status, then the target's bootloader is not active and will not respond to query
messages.
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Route Record Indicator
Frame type: OxAl

The route record indicator is received whenever a device sends a Zigbee route record command. This is used with
many-to-one routing to create source routes for devices in a network.

0

Start Delimiter OXTE
Length MSB 1 0x00 Number of bytes between the length and the checksum

LSB 2 0x13

Frame Type 3 0xAl

64-bit Source Address MSB 4 0x00 64-bit address of the device that initiated the route record

5 0x13
6 0xA2
7 0x00
8 0x40
9 0x40
10 Ox11

LSB 11 0x22

Frame-specific Source (updater) 16-bit 12 0x33 16-bit address of the device that initiated the route record
Data Address 13 Ox44
Receive Options 14 0x01 0x01 - Packet acknowledged
0x02 - Packet was a broadcast
Number of Addresses 15 0x03 The number of addresses in the source route (excluding
source and destination)
Address 1 16 OxEE (neighbor of destination)
17 OxFF
Address 2 (closer hop 18 0xCC Address of intermediate hop
19 0xDD
Address n (neighbor of 20 OxAA Two bytes per 16-bit address
source) 21 0xBB
Checksum 22 0x80 OXFF - the 8 bit sum of bytes from offset 3 to this byte

Example: suppose device E sends a route record that traverses multiple hops en route to data collector device A
as shown below.

ABCDE

If device E has the 64-bit and 16-bit addresses of 0x0013A200 40401122 and 0x3344, and if devices B, C, and D
have the following 16-bit addresses:

B = OxAABB
C=0xCCDD
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D = OxEEFF

The data collector will send the above API frame out its UART.

Many-to-One Route Request Indicator
Frame type: 0xA3

The many-to-one route request indicator frame is sent out the UART whenever a many-to-one route request is
received

0

Start Delimiter OxT7E
Length MSB 1 0x00 Number of bytes between the length and the checksum
LSB2 0x0C
Frame Type 3 O0xA3
64-bit Source MSB4 0x00 64-bit address of the device that sent the many-to-one route
Address 5 0x13 request
6 0xA2
7 0x00
Frame-specific 8 0x40
Data 9 0x40
10 Ox11
LSB 11 0x22
Source 16-bit MSB 12 0x00 16-bit address of the device that initiated the many-to-one route
Address LSB 13 0x00 request
Reserved 14 0x00 Setto 0
Checksum 15 OxF4  OxFF - the 8 bit sum of bytes from offset 3 to this byte

Example: suppose a device with a 64-bit address of 0x0013A200 40401122 and 16-bit address of 0x0000 sends a
many-to-one route request. All remote routers with API firmware that receive the many-to-one broadcast would
send the above example API frame out their UART.

Sending Zighee Device Objects (ZDO) commands with the API

Zigbee Device Objects (ZDOs) are defined in the Zigbee Specification as part of the Zigbee Device Profile. These
objects provide functionality to manage and map out the Zigbee network and to discover services on Zigbee
devices. ZDOs are typically required when developing a Zigbee product that will interoperate in a public profile
such as home automation or smart energy, or when communicating with Zigbee devices from other vendors. The
ZDO can also be used to perform several management functions such as frequency agility (energy detect and
channel changes - Mgmt Network Update Request), discovering routes (Mgmt Routing Request) and neighbors
(Mgmt LQI Request), and managing device connectivity (Mgmt Leave and Permit Join Request).

The following table shows some of the more prominent ZDOs with their respective cluster identifier. Each ZDO
command has a defined payload. See the “Zigbee Device Profile” section of the Zighee Specification for details.
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ZDO Command Cluster ID

Network Address Request 0x0000
IEEE Address Request 0x0001
Node Descriptor Request 0x0002
Simple Descriptor Request 0x0004
Active Endpoints Request 0x0005
Match Descriptor Request 0x0006
Mgmt LQI Request 0x0031
Mgmt Routing Request 0x0032
Mgmt Leave Request 0x0034
Mgmt Permit Joining Request 0x0036
Mgmt Network Update Request 0x0038

The Explicit Transmit API frame (0x11) is used to send Zigbee Device Objects commands to devices in the
network. Sending ZDO commands with the Explicit Transmit API frame requires some formatting of the data
payload field.

When sending a ZDO command with the API, all multiple byte values in the ZDO command (API payload) (for
example ul6, u32, 64-bit addresses) must be sent in little endian byte order for the command to be executed
correctly on a remote device.

For an API XBee to receive ZDO responses, the AO command must be set to 1 to enable the explicit receive API
frame.

The following table shows how the Explicit API frame can be used to send an “Active Endpoints” request to
discover the active endpoints on a device with a 16-bit address of 0x1234.
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Start Delimiter OXTE
Length MSB 1 0x00  Number of bytes between the length and
LSB2 0x17 the checksum
Frame Type 3 0x11
Identifies the UART data frame for the
Frame ID 4 0x01 host to correlate with a subsequent

transmit status. If set to 0, no transmit
status frame will be sent out the UART.

MSB 5 0x00 64-bit address of the destination device
6 0x00 (big endian byte order). For unicast
transmissions, set to the 64-bit address of
the destination device, or to
64-bit Destination Address 8 0x00 0x0000000000000000 to send a unicast to
the coordinator. Set to

7 0x00

9 0x00 0x000000000000FFFF for broadcast.
10 0x00
11 OxFF
12 OxFF

MSB 13 OxFF 16-bit address of the destination device

Frame- 16-bit Destination Network Address (big endian byte order). .Set to OfoFE for
specific Data LSB 14 OxFE broadcast, or if the 16-bit address is
unknown.
Source Endpoint 15 0x00 Set to 0.x00 f.or ZDO transmiss.ions
(endpoint 0 is the ZDO endpoint)
Destination Endpoint 16 0x00 Set to 0x00 for ZDO transmissions

(endpoint 0 is the ZDO endpoint)
MSB 17 0x00 Set to the cluster ID that corresponds to
Cluster ID the ZDO command being sent
LSB 18 0x05 . .
0x0005 = Active Endpoints Request
MSB 19 0x00  set to 0x0000 for ZDO transmissions

Profile ID (Profile ID 0x0000 is the Zigbee Device
LSB 20 000 pofile that supports ZDOs)

Sets the maximum number of hops a
0x00 broadcast transmission can traverse. If

Broadcast Radius 21 o . )
set to 0, the transmission radius will be
set to the network maximum hops value.
Transmit Options 22 0x00 All bits must be setto 0
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Transaction

Data Payload

Frame-
specific Data

Checksum

23

Sequence Number

ZDO Payload 24

25

26

0x01

0x34

0x12

0xA6

The required payload for a ZDO
command. All multi-byte ZDO parameter
values (ul6, u32, 64-bit address) must be
sentin little endian byte order.

The Active Endpoints Request includes
the following payload:

[16-bit NwkAddrOfinterest]

Note the 16-bit address in the API
example (0x1234) is sent in little endian
byte order (0x3412).

OxFF minus the 8 bit sum of bytes from
offset 3 to this byte

Sending Zigbee Cluster Library (ZCL) commands with the API

The Zigbee Cluster Library defines a set of attributes and commands (clusters) that can be supported in multiple
Zigbee profiles. The ZCL commands are typically required when developing a Zigbee product that will
interoperate in a public profile such as home automation or smart energy, or when communicating with Zigbee
devices from other vendors. Applications that are not designed for a public profile or for interoperability
applications can skip this section.

The following table shows some prominent clusters with their respective attributes and commands.

Command ID

Cluster (Cluster ID)

Basic (0x0000)

Identify (0x0003)

Time (0x000A)

Thermostat (0x0201)

Attributes (Attribute ID)

Application Version (0x0001)
Hardware Version (0x0003)
Model Identifier (0x0005)

Identify Time (0x0000)

Time (0x0000)
Time Status (0x0001)
Time Zone (0x0002)

Local Temperature (0x0000)
Occupancy (0x0002)
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-Reset to defaults (0x00)

Identify (0x00)
Identify Query (0x01)

-Setpoint raise / lower (0x00)
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The ZCL defines a number of profile-wide commands that can be supported on any profile, also known as general
commands. These commands include the following:

Read Attributes (0x00) Used to read one or more attributes on a remote device

Read Attributes Response (0x01) Generated in response to a read attributes command

Write Attributes (0x02) Used to change one or more attributes on a remote device

Write Attributes Response (0x04) Sentin response to a write attributes command

Configure Reporting (0x06) Used to configure a device to automatically report on the values of one or more

of its attributes

Report Attributes (0x0A) Used to report attributes when report conditions have been satisfied
Discover Attributes (0x0C) Used to discover the attribute identifiers on a remote device
Discover Attributes Response (0x0D) Sentin response to a discover attributes command

The Explicit Transmit API frame (0x11) is used to send ZCL commands to devices in the network. Sending ZCL
commands with the Explicit Transmit APl frame requires some formatting of the data payload field.

When sending a ZCL command with the API, all multiple byte values in the ZCL command (API Payload) (for
example ul6, u32, 64-bit addresses) must be sent in little endian byte order for the command to be executed
correctly on a remote device.

When sending ZCL commands, the AO command should be set to 1 to enable the explicit receive API
frame. This will provide indication of the source 64- and 16-bit addresses, cluster ID, profile ID, and
endpoint information for each received packet. This information is required to properly decode received
data.

The following table shows how the Explicit API frame can be used to read the hardware version attribute from a
device with a 64-bit address of 0x0013A200 40401234 (unknown 16-bit address). This example uses arbitrary
source and destination endpoints. Recall the hardware version attribute (attribute ID 0x0003) is part of the basic
cluster (cluster ID 0x0000). The Read Attribute general command ID is 0x00.

Start Delimiter OXTE
Length MSB 1 0x00 Number of bytes between the length and the
LSB2 0x19 checksum
Frame Type 3 0x11
Frame-
specific Identifies the UART data frame for the host to
Data Frame ID 4 0x01 correlate with a subsequent transmit status.
If set to 0, no transmit status frame will be
sent out the UART.
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64-bit Destination Address

16-bit Destination
Network Address

Frame-
specific
Data

Source Endpoint

Destination Endpoint

Cluster ID

Profile ID

Broadcast Radius

Transmit Options
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MSB 5
6
7
8
9
10
11
12
MSB 13

LSB 14

15

16

MSB 17

LSB 18

MSB 19
LSB 20

21

22

0x00
0x13
0xA2
0x00
0x40
0x40
0x12
0x34
OxFF

OxFE

0x41

0x42

0x00

0x00

0xD1
0x23

0x00

0x00

64-bit address of the destination device (big
endian byte order). For unicast
transmissions, set to the 64-bit address of
the destination device, or to
0x0000000000000000 to send a unicast to
the coordinator. Set to 0x000000000000FFFF
for broadcast.

16-bit address of the destination device (big
endian byte order). Set to OxFFFE for
broadcast, or if the 16-bit address is
unknown.

Set to the source endpoint on the sending
device. (0x41 arbitrarily selected).

Set to the destination endpoint on the
remote device. 0x42 arbitrarily selected.

Set to the cluster ID that corresponds to the
ZCL command being sent.
0x0000 = Basic Cluster

Set to the profile ID supported on the device.
0xD123 arbitrarily selected.

Sets the maximum number of hops a
broadcast transmission can traverse. If set to
0, the transmission radius will be set to the
network maximum hops value.

All bits must be set to 0.
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Bitfield that defines the command type and

Data Frame other relevant information in the ZCL
23 0x00 e .
Payload Control command. See the ZCL specification for
details.

A sequence number used to correlate a ZCL

ZCL Transaction command with a ZCL response. The
Frame Sequence 24 0x01 hardware version response will include this
Header Number byte as a sequence number in the response.

The value 0x01 was arbitrarily selected.
Frame-

specific Since the frame control “frame type” bits are
Data Command 0x00 00, this byte specifies a general command.
ID Command ID 0x00 is a Read Attributes
command.

ZCL Attribute ID 26 0x03 The payload for a “Read Attributes”
Payload command is a list of Attribute Identifiers that
are being read.
Note the 16-bit Attribute ID (0x0003) is sentin
27 0x00 little endian byte order (0x0300). All multi-
byte ZCL header and payload values must be
sentin little endian byte order.

Checksum 28 OXFA OxFF minus the 8 bit sum of bytes from offset
3 to this byte.

In the above example, the Frame Control field (offset 23) was constructed as follows:

Frame Type 0-1 00-Command acts across the entire profile

Manufacturer Specific 2 0 - The manufacturer code field is omitted from the ZCL Frame Header
Direction 3 0 - The command is being sent from the client side to the server side
Disable Default Response 4 0 - Default response not disabled

Reserved 5-7 Setto0

See the Zighee Cluster Library specification for details.
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Sending public profile commands with the API

Commands in public profiles such as Smart Energy and Home Automation can be sent with the XBee API using
the Explicit Transmit API frame (0x11). Sending public profile commands with the Explicit Transmit API frame
requires some formatting of the data payload field. Most of the public profile commands fit into the Zigbee
Cluster Library (ZCL) arcpressecture as described in the previous section.

The following table shows how the Explicit API frame can be used to send a demand response and load control
message (cluster ID 0x701) in the smart energy profile (profile ID 0x0109) in the revision 14 Smart Energy
specification. The message will be a “Load Control Event” (command ID 0x00) and will be sent to a device with 64-
bit address of 0x0013A200 40401234 with a 16-bit address of 0x5678. The event will start a load control event for
water heaters and smart appliances, for a duration of 1 minute, starting immediately.

When sending public profile commands, the AO command should be set to 1 to enable the explicit receive
API frame. This will provide indication of the source 64- and 16-bit addresses, cluster ID, profile ID, and
endpoint information for each received packet. This information is required to properly decode received

data.
Start Delimiter OXTE
Length MSB 1 0x00 Number of bytes between the length and the
LSB 2 0x19 checksum.
Frame Type 3 0x11
Identifies the UART data frame for the host
Frame ID 4 0x01 to correlate with a su bseque'nt transmit
status. If set to 0, no transmit status frame
will be sent out the UART.
MSB 5 0x00 64-bit address of the destination device (big
6 ox13  endian byte order). For unicast
Frame- transmissions, set to the 64-bit address of
7 0xA2 inati i
specific the destination device, or to
Data ) 0x00 0x0000000000000000 to send a unicast to
64-bit Destination Address the coordinator. Set to
S 0x40  0x000000000000FFFF for broadcast.
10 0x40
11 0x12
12 0x34

MSB 13 0x56 16-bit address of the destination device (big
endian byte order). Set to OxFFFE for

LSB 14 0x78 broadcast, or if the 16-bit address is
unknown.

16-bit Destination Network Address

XBee/XBee-PRO Zigbee RF Modules User Guide 146



APl operation

Sending public profile commands with the API

Source Endpoint

Destination Endpoint

Cluster ID

Profile ID

Broadcast Radius

Frame-
specific Transmit Options
Data
Data
Payload Frame Control

Transaction

ZCL Sequence
Frame Number
Header
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15

16

MSB 17

LSB 18

MSB 19
LSB 20

21

22

23

24

25

0x41

0x42

0x07

0x01

0x01
0x09

0x00

0x00

0x09

0x01

0x00

Set to the source endpoint on the sending
device. 0x41 arbitrarily selected.

Set to the destination endpoint on the
remote device. 0x42 arbitrarily selected.

Set to the cluster ID that corresponds to the
ZCL command being sent.

0x0701 =Demand response and load control
cluster ID

Set to the profile ID supported on the device.
0x0109 = Smart Energy profile ID.

Sets the maximum number of hops a
broadcast transmission can traverse. If set
to 0, the transmission radius will be set to
the network maximum hops value.

All bits must be set to 0.

Bitfield that defines the command type and
other relevant information in the ZCL
command. See the ZCL specification for
details.

A sequence number used to correlate a ZCL
command with a ZCL response. (The
hardware version response will include this
byte as a sequence numberin the response.)
The value 0x01 was arbitrarily selected.

Since the frame control “frame type” bits are
01, this byte specifies a cluster-specific
command. Command ID 0x00 in the
Demand Response and Load Control cluster
is a Load Control Event command. See the
Smart Energy specification.
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ZCL
Payload
- Load
Control
Event

Data Issuer Event ID

Device Class

Utility
Enrollment
Group

Frame-
specific
Data

Start Time

Duration in
Minutes

Criticality
Level

Cooling
Temperature

Heating
Temperature
Offset

Cooling
Temperature
Set Point
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26

27
28
29
30

31

32

33
34
35
36
37
38

39

40

41

42

43

0x78

0x56
0x34
0x12
0x14

0x00

0x00

0x00
0x00
0x00
0x00
0x01
0x00

0x04

OxFF

OxFF

0x00

0x80

4-byte unique identifier.

Notethe 4-byte D is sentin little endian byte
order (0x78563412).

The event ID in this example (0x12345678)
was arbitrarily selected.

This bit encoded field represents the Device
Class associated with the Load Control
Event.

A bit value of 0x0014 enables smart
appliances and water heaters.

Note the 2-byte bit field value is sent in little
endian byte order.

Used to identify sub-groups of devices in the
device-class. 0x00 addresses all groups.

UTC timestamp representing when the
event should start. A value of 0x00000000
indicates “now”.

This 2-byte value must be sent in little
endian byte order.

Indicates the criticality level of the event. In
this example, the level is “voluntary”.

Requested offset to apply to the normal
cooling set point.

A value of OxFF indicates the temperature
offset value is not used.

Requested offset to apply to the normal
heating set point.

A value of OxFF indicates the temperature
offset value is not used.

Requested cooling set pointin 0.01 degrees
Celsius.

Avalue of 0x8000 means the set point field is
not used in this event.

Note the 0x80000 is sent in little endian byte
order.
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Heating
Temperature
Set Point

Frarr?g- Average Load
specific Adjustment
Data Percentage

Duty Cycle
Duty Cycle

Event Control

Checksum

45

46

47

48

49

0x00

0x80

0x80

OxFF

0x00

0x5B

Requested heating set point in 0.01 degrees
Celsius.

Avalue of 0x8000 means the set point field is
not used in this event.

Note the 0x80000 is sent in little endian byte
order.

Maximum energy usage limit.
Avalue of 0x80 indicates the field is not
used.

Defines the maximum "On" duty cycle.
Avalue of OxFF indicates the duty cycle is not
used in this event.

A bitmap describing event options.

OxFF minus the 8 bit sum of bytes from offset
3 to this byte.

In the example above, the Frame Control field (offset 23) was constructed as follows:

Frame Type 0-1 01-Command is specific to a cluster

Manufacturer Specific 2 0 - The manufacturer code field is omitted from the ZCL Frame Header
Direction 3 1-The command is being sent from the server side to the client side
Disable Default Response 4 0 - Default response not disabled

Reserved 5-7  Setto0
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Device Authenticated Indicator
Frame type: Oxa2

0

Start Delimiter

Length MSB 1
LSB2
Frame Type 3
MSB 4 Authenticated 64-bit (MAC/EUI64) device address
5
6
64-bit Source 7
Frame-specific Address 8
Data 9
10
LSB 11
Source 16-bit MSB 12 Authenticated 16-bit device address
Address LSB 13
Status 14 Always 0x00 - Success.
Checksum 15
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Register Joining Device Status
Frame type: Oxa4

0

Start Delimiter

Length MSB 1
LSB2
Frame Type 3
MSB 4
5
6
64-bit Source 7
Frame-specific Address 8
Data 9
10
LSB 11
Source 16-bit ~ MSB12
Address LSB 13
Status 14
Checksum 15
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Register Joining Device
Frame type: 0x24

0

Start Delimiter

Length MSB 1
LSB?2
Frame ID 3 Identifies the UART data frame for the host to match with a
subsequent response. If zero, no response is requested.
64-bit Source MSB 4 Registrant's 64-bit (MAC/EUI64) device address.
Address 5
6
7
8
9
10
Frame-specific
Data LSB11
Source 16-bit MSB 12 Registrant's 16-bit device address.
Address LSB 13
Options Transmit options bitfield.

Unused bits must be set to 0.

0x01 - Disable retries and route repair.

0x20 - Enable APS encryption (if EE=1) Enabling APS encryption
14 decreases the maximum number of RF payload bytes by 4 (below

the value reported by NP).

0x40 - Use the extended transmission timeout for this destination.

Setting the extended timeout bit causes the stack to set the

extended transmission timeout for the destination address.

Checksum 15
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Addressing commands
Networking commands

Security commands

RF interfacing commands

Serial interfacing (1/0) commands
I/0 commands

Diagnostics commands

AT command options

Sleep commands

Execution commands
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Addressing commands

Node
Command Name and Description Type | Parameter Range

Destination Address High.Set/Get the upper 32 bits of CRE 0 - OXFFFFFFFF
the 64-bit destination address. When combined with DL,

it defines the 64-bit destination address for data

transmission. Special definitions for DH and DL include

0x000000000000FFFF (broadcast) and

0x0000000000000000 (coordinator).

DL Destination Address Low. Set/Get the lower 32 bitsof CRE 0 - OXFFFFFFFF OXFFFF
the 64-bit destination address. When combined with (Coordinator)
DH, it defines the 64-bit destination address for data 0
transmissions. Special definitions for DHand DL include (Router/End
0x000000000000FFFF (broadcast) and Device)
0x0000000000000000 (coordinator).

MY 16-bit Network Address. Read the 16-bit network CRE 0 - OXFFFE OXFFFE
address of the module. A value of OXFFFE means the [read-only]

module has not joined a Zigbee network.

MP 16-bit Parent Network Address. Read the 16-bit E 0 - OXFFFE OxFFFE
network address of the module's parent. A value of [read-only]
OxFFFE means the module does not have a parent.

NC Number of Remaining Children. Read the numberof  CR 0 - MAX_CHILDREN read-only
end device children that can join the device. If NC
returns 0, then the device cannot allow any more end
device children to join.

(maximum varies)

SH Serial Number High. Read the high 32 bits of the CRE 0 - OXFFFFFFFF factory-set
module's unique 64-bit address. [read-only]

SL Serial Number Low. Read the low 32 bits of the CRE 0 - OXFFFFFFFF factory-set
module's unique 64-bit address. [read-only]

NI Node Identifier. Set/read a string identifier. The CRE 20-Byte printable ASCII space
register only accepts printable ASCIl data. In AT ASClI string character (0x20)

Command Mode, a string cannot start with a space. A
carriage return ends the command. A command will
automatically end when maximum bytes for the string
have been entered. This string is returned as part of the
ND (Node Discover) command. This identifier is also
used with the DN (Destination Node) command. In AT
command mode, an ASCIl comma (0x2C) cannot be
used in the NI string.

SE Source Endpoint. Set/read the Zighbee application layer CRE 0 - OxFF OxE8
source endpoint value. This value will be used as the
source endpoint for all data transmissions. SE is only
supported in AT firmware.The default value OxE8 (Data
endpoint) is the Digi data endpoint.
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Node
Name and Description Parameter Range m

Cl

TO

NP

Destination Endpoint. Set/read Zigbee application
layer destination ID value. This value will be used as the
destination endpoint all data transmissions. DE is only
supported in AT firmware.The default value (0xE8) is the
Digi data endpoint.

Cluster Identifier. Set/read Zigbee application layer
cluster ID value. This value will be used as the cluster ID
for all data transmissions. Cl is only supported in AT
firmware.The default valueOx11 (Transparent data
cluster ID).

Transmit Options. Set/read Zigbee application layer
source transmit options value. This value will be used as
the transmit options for all data transmissions in
transparent mode.

Maximum RF Payload Bytes. This value returns the
maximum number of RF payload bytes that can be sent
in a unicast transmission. If APS encryption is used (API
transmit option bit enabled), the maximum payload
sizeis reduced by 9 bytes. If source routing is used (AR <
OxFF), the maximum payload size is reduced further.

NP returns a hexadecimal value. (for example if
NP returns 0x54, this is equivalent to 84 bytes).
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CRE

CRE

CRE

CRE

0 - OxFF

0 - OXFFFF

0 - OxFF

Unused bits must be
setto 0. These bits may
be logically ORed
together: 0x01 -
Disable retries and
route repair.

0x20 - Enable APS
Encryption (if EE=1).
Note that this
decreases the
maximum RF payload
by 4 bytes below the
value reported by NP.
0x40 - Use the
extended timeout for
this destination.

0 - OXFFFF

OxE8

0x11

0x00

[read-only]
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Node
Name and Description Parameter Range m

Device Type Identifier. Stores a device type value. This CRE 0 - OXFFFFFFFF 0x30000
value can be used to differentiate different XBee-based

devices. Digi reserves the range 0 - OxFFFFFF.

For example, Digi currently uses the following DD values

to identify various Zigbee products:

0x30001 - ConnectPort X8 Gateway
0x30002 - ConnectPort X4 Gateway
0x30003 - ConnectPort X2 Gateway
0x30005 - RS-232 Adapter

0x30006 - RS-485 Adapter

0x30007 - XBee Sensor Adapter
0x30008 - Wall Router

0x3000A - Digital I/0 Adapter
0x3000B - Analog 1/0 Adapter
0x3000C - XStick

0x3000F - Smart Plug

0x30011 - XBee Large Display
0x30012 - XBee Small Display

CR Conflict Report. The number of PAN id conflict reports CRE 1-0x3F 3
that must be received by the network manager within
one minute to trigger a PAN ID change. A corrupt beacon
can cause a report of a false PAN id conflict. A higher
value reduces the chance of a spurious PAN ID change.

1. Node types that support the command: C = Coordinator, R = Router, E = End Device
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Networking commands
Node
Command Name and Description Type | Parameter Range
Operating Channel. Read the channel number used for CRE XBee [read-only]
transmitting and receiving between RF modules. Uses 0, 0x0OB - Ox1A |
802.15.4 channel numbers. A value of 0 means the (Channels 11-26)
device has not joined a PAN and is not operating on any XBee-PRO (S2)
channel. 0, 0x0B - 0x18

(Channels 11-24)
XBee-PRO (S2B)

0, 0x0B - 0x19

(Channels 11-25)

DA Force Disassociation. End device willimmediately CRE - -
disassociate from a Coordinator (if associated) and
reattempt to associate.

ID Extended PAN ID. Set/read the 64-bit extended PAN ID. CRE 0 - OXFFFFFFFFFFFFFFFF 0
If set to 0, the coordinator will select a random extended
PAN ID, and the router / end device will join any
extended PAN ID. Changes to ID should be written to
non-volatile memory using the WR command to
preserve the ID setting if a power cycle occurs.

OP Operating Extended PAN ID. Read the 64-bit extended CRE 0x01 - [read-only]
PAN ID. The OP value reflects the operating extended OxFFFFFFFFFFFFFFFF
PAN ID that the module is running on. If ID > 0, OP will
equal ID.

NH Maximum Unicast Hops. Set / read the maximum hops CRE 0 - OxFF Ox1E

limit. This limit sets the maximum broadcast hops value
(BH) and determines the unicast timeout. The timeout is
computed as (50 * NH) + 100 ms. The default unicast
timeout of 1.6 seconds (NH=0x1E) is enough time for
data and the acknowledgment to traverse about 8 hops.

BH Broadcast Hops. Set/Read the maximum number of CRE 0-0x1E 0
hops for each broadcast data transmission. Setting this
to 0 will use the maximum number of hops.

Ol Operating 16-bit PAN ID. Read the 16-bit PAN ID. The Ol CRE 0 - OXFFFF [read-only]
value reflects the actual 16-bit PAN ID the module is
running on.

NT Node Discovery Timeout. Set/Read the node discovery CRE 0x20 - OxFF 0x3C (60d)

timeout. When the network discovery (ND) command is
issued, the NT value is included in the transmission to
provide all remote devices with a response timeout.
Remote devices wait a random time, less than NT,
before sending their response.

[x 100 msec]
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Networking commands

Node
Name and Description Parameter Range m

SC

Network Discovery options. Set/Read the options
value for the network discovery command. The options
bitfield value can change the behavior of the ND
(network discovery) command and/or change what
optional values are returned in any received ND
responses or APl node identification frames. Options
include:

0x01 = Append DD value (to ND responses or APl node
identification frames)

002 = Local device sends ND response frame when ND is
issued.

Scan Channels. Set/Read the list of channels to scan.

Coordinator - Bit field list of channels to choose from
prior to starting network.

Router/End Device - Bit field list of channels that will be
scanned to find a Coordinator/Router to join.

Changes to SC should be written using WR command to
preserve the SC setting if a power cycle occurs.

Bit (Channel):

0 (0X0B) 4(0XOF)  8(0x13) 2 (0x17)
1 (0x0C) 5(0x10) 9 (0x14) 3 (0x18)
2 (0x0D) 6(0x11)  10(0x15) 14 (0x19)
3 (OXOE) 7(0x12)  11(0x16) 15 (Ox1A)

XBee/XBee-PRO Zigbee RF Modules User Guide

CRE

CRE

0 - 0x03 [bitfield]

XBee 1FFE
1 - OXFFFF [bitfield]

XBee-PRO (S2)

1 - Ox3FFF [bitfield]

(bits 14, 15 not allowed)
XBee-PRO (S2B)

1-OX7FFF

(bit 15 is not allowed)
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Networking commands

Node
Name and Description Parameter Range m

ZS

NJ

Scan Duration. Set/Read the scan duration exponent.
Changes to SD should be written using WR command.
Coordinator - Duration of the Active and Energy Scans
(on each channel) that are used to determine an
acceptable channel and Pan ID for the Coordinator to
startup on.
Router / End Device - Duration of Active Scan (on each
channel) used to locate an available Coordinator /
Router to join during Association.
Scan Time is measured as: (# Channelsto Scan) * (2 2 SD)
*15.36ms - The number of channels to scan is
determined by the SC parameter. The XBee can scan up
to 16 channels (SC = OxFFFF).
Sample Scan Duration times (13 channel scan):

If SD =0, time =0.200 sec

SD =2, time=0.799 sec

SD=4,time=3.190 sec

SD=6,time=12.780 sec

SD influences the time the MAC listens for
beacons or runs an energy scan on a given
channel. The SD time is not a good estimate of
the router/end device joining time
requirements. Zighee joining adds additional
overhead including beacon processing on each
channel, sending a join request, and so forth.
that extend the actual joining time.

Zigbee Stack Profile. Set / read the Zigbee stack profile
value. This must be set the same on all devices that
should join the same network.

Node Join Time. Set/Read the time that a Coordinator/
Router allows nodes to join. This value can be changed
atrun time without requiring a Coordinator or Router to
restart. The time starts once the Coordinator or Router
has started. The timer is reset on power-cycle or when
NJ changes.

For an end device to enable rejoining, NJ should be set
less than OxFF on the device that will join. If NJ < OxFF,
the device assumes the network is not allowing joining
and first tries to join a network using rejoining. If
multiple rejoining attempts fail, or if NJ=0xFF, the
device will attempt to join using association.

Setting the NJ command will not cause the radio
to broadcast the new value of NJ out to the
network via a Mgmt_Permit_Joining_req; this
value is transmitted by setting CB=2. See the
command description for CB for more
information.
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7 [exponent]
CRE 0-2 0
CRE 0 - OxFF OxFF
[x 1sec] (always allows
joining)
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Networking commands

Node
Name and Description Parameter Range m

NW

JN

AR

DJ

Channel Verification. Set/Read the channel verification
parameter. If JV=1, a router will verify the coordinator is
on its operating channel when joining or coming up

from a power cycle. If a coordinator is not detected, the
router will leave its current channel and attempt to join
anew PAN. If JV=0, the router will continue operating on

its current channel even if a coordinator is not detected.

Network Watchdog Timeout. Set/read the network
watchdog timeout value. If NW is set > 0, the router will
monitor communication from the coordinator (or data
collector) and leave the network if it cannot
communicate with the coordinator for 3 NW periods.
The timer is reset each time data is received from or sent
to a coordinator, or if a many-to-one broadcast is
received.

Join Notification. Set / read the join notification
setting. If enabled, the module will transmit a broadcast
node identification packet on power up and when
joining. This action blinks the Associate LED rapidly on
all devices that receive the transmission, and sends an
API frame out the UART of API devices. This feature
should be disabled for large networks to prevent
excessive broadcasts.

Aggregate Routing Notification. Set/read the periodic
time for broadcasting aggregate route messages. If
used, these messages enable many-to-one routing to
the broadcasting device. Set AR to 0x00 to send only one
broadcast, to OxFF to disable broadcasts, or to other
values for periodic broadcasts in 10 second units.

Disable Joining. Setting this register to 1 will disable
the device from joining. This setting is not writable (WR)
and will reset to zero after a power cycle.

Initial ID. This register determines the operating 16-bit
PAN ID for the network. Changing this value will cause
the Coordinator to leave the network and form another.
A setting of OXFFFF allows the system to choose its own
16 bit 802.15.4 PAN Identifier.

This setting is not writable (WR) and will reset to OXFFFF
after a power cycle.

0 - Channel verification

1. Node types that support the command: C = Coordinator, R = Router, E = End Device
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disabled
1 - Channel verification
enabled
R 0 - OX64FF 0 (disabled)
[Xx 1 minute]
(up to over 17 days)
RE 0-1 0
CR 0 - OXFF (x10 seconds) OxFF
(disabled)
RE 1 (enabled) 0 [not
writable]
C 0x0000-0xFFFF OxFFFF [not
writable]
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Security commands
Node | parameter
Command Name and Description Type! | Range
Encryption Enable. Set/Read the encryption enable setting. 0 - Encryption
disabled
1 - Encryption
enabled
EO Encryption Options. Configure options for encryption. Unused option = CRE 0 - OxFF

bits should be set to 0. Options include:
0x01 - Send the security key unsecured over-the-air during joins
0x02 - Use trust center (coordinator only

NK Network Encryption Key. Set the 128-bit AES network encryption key. C 128-bit value 0
This command is write-only; NK cannot be read. If set to 0 (default), the
module will select a random network key.

KY Link Key. Set the 128-bit AES link key. This command is write only; KY  CRE 128-bit value 0
cannot be read. Setting KY to 0 will cause the coordinator to transmit
the network key in the clear to joining devices, and will cause joining
devices to acquire the network key in the clear when joining.

1. Node types that support the command: C = Coordinator, R = Router, E = End Device
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RF interfacing commands

Node
Command Name and Description Type Parameter Range

Power Level. Select/Read the power level at which the RF XBee (S2)

module transmits conducted power. For XBee-PRO (S2B) (boost mode enabled)

Power Level 4 is calibrated and the other power levels are 0=-8dBm

approximate. For XBee (S2), only the default power level 1=-4dBm

(PL=4) is guaranteed from -40 to 85° C. 2=-2dBm
3=0dBm
4=+2dBm

XBee-PRO (S2)

4=17dBm

XBee-PRO (S2)
(International Variant)
4=10dBm
XBee-PRO (S2B)
(Boost mode enabled)
4=18dBM
3=16dBm
2=14dBm
1=12dBm
0=10dBm
XBee-PRO (S2B)
(International Variant)
(Boost mode enabled)

4=10dBm
3=8dBm
2=6dBm
1=4dBm
0=2dBm
PM Power Mode. Set/read the power mode of the device. CRE 0-1, 1
Enabling boost mode will improve the receive sensitivity by 0 =Boost mode
1dB and increase the transmit power by 2dB. disabled,
Enabling boost mode on the XBee-PRO (S2) will not 1=Boost mode
affect the output power. Boost mode imposes a slight enabled.

increase in current draw. See section 1.2 for details.

DB Received Signal Strength. This command reports the CRE 0 - OXFF
received signal strength of the last received RF data packet. Observed range for
The DBcommand only indicates the signal strength of the last XBee-PRO:
hop. It does not provide an accurate quality measurement for Ox1A-0x58
a multihop link. DB can be set to 0 to clear it. The DB For XBee:
command value is measured in -dBm. For example if DB 0x 1A - 0x5C

returns 0x50, then the RSSI of the last packet received was -
80dBm. As of 2x6x firmware, the DB command value is also
updated when an APS acknowledgment is received.

PP Peak Power. Read the dBm output when maximum poweris CRE 0x0-0x12 [read
selected (PL4). only]

1. Node types that support the command: C = Coordinator, R = Router, E = End Device

XBee/XBee-PRO Zigbee RF Modules User Guide 162



Command reference tables Serial interfacing (I/0) commands

Serial interfacing (1/0) commands

Node
Command Name and Description Type Parameter Range

API Enable. Enable API Mode.

The AP command is only supported when using API firmware: l = APl-enabled
21xx (API coordinator), 23xx (APl router), 29xx (APl end 2 =APl-enabled
device). (w/escaped control
characters)
AO API Options. Configure options for API. Current options CRE 0 - Default receive API 0
select the type of receive API frame to send out the UART for indicators enabled
received RF data packets. 1- Explicit Rx data

indicator API frame
enabled (0x91)
3-enable ZDO
passthrough of ZDO
requests to the UART
which are not supported
by the stack, as well as
Simple_Desc_req,
Active_EP_req, and
Match_Desc_req.

BD Interface Data Rate. Set/Read the serial interface datarate  CRE 0-7 3
for communication between the module serial port and host. (standard baud rates)
Any value above 0x07 will be interpreted as an actual baud 0=1200b/s
rate. When a value above 0x07 is sent, the closest interface 1=2400
data rate represented by the number is stored in the BD 2=4800
register. 3=9600
4=19200
5=38400
6=57600
7=115200

0x80 - 0XE1000
(non-standard rates up to

921kb/s)
NB Serial Parity. Set/Read the serial parity setting on the CRE 0 = No parity 0
module. 1=Even parity
2 =0dd parity
3=Mark parity
SB Stop Bits. Set/read the number of stop bits for the UART. Two CRE 0 =1 stop bit 0
stop bits are not supported if mark parity is enabled. 1=2stop bits
RO Packetization Timeout. Set/Read number of charactertimes CRE 0 - OxFF 3
of inter-character silence required before packetization. Set [x character times]

(RO=0) to transmit characters as they arrive instead of
buffering them into one RF packet The RO command is only
supported when using AT firmware: 20xx (AT coordinator),
22xx (AT router), 28xx (AT end device).
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Command reference tables

1/0 commands

Node
Name and Description Parameter Range M

DIO7 Configuration. Select/Read options for the DIO7 lineof CRE
the RF module.

D6 D106 Configuration. Configure options for the DIO6 line of ~ CRE
the RF module.

1. Node types that support the command: C = Coordinator, R = Router, E = End Device

1/0 commands

0 = Disabled

1=CTS Flow Control

3 =Digital input

4 = Digital output, low
5 =Digital output, high
6 = RS-485 transmit
enable (low enable)

7 = RS-485 transmit
enable (high enable)

0= Disabled 0
1=RTS flow control
3=Digital input

4 =Digital output, low

5 =Digital output, high

Node
Command Name and Description Type | Parameter Range

10 Sample Rate. Set/Read the |0 sample rate to enable
periodic sampling. For periodic sampling to be enabled, IR
must be set to a non-zero value, and at least one module pin
must have analog or digital 10 functionality enabled (see DO-
D8, P0-P2 commands). The sample rate is measured in
milliseconds.

IC |0 Digital Change Detection. Set/Read the digital IO pinsto CRE
monitor for changes in the |0 state. IC works with the
individual pin configuration commands (D0-D8, P0-P2). If a
pin is enabled as a digital input/output, the IC command can
be used to force an immediate |0 sample transmission when
the DIO state changes. IC is a bitmask that can be used to
enable or disable edge detection on individual channels.
Unused bits should be set to 0.

Bit (10 pin):

0(DIO0  4(DIO4) 8 (DIO8)
1(DI01)  5(DIO5) 9 (DIOY)
2(DI02)  6(DIO6) 10 (DIO10)
3(DI03)  7(DIO7) 11(DIO11)
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0, 0x32:0xFFFF (ms)

10 - OXFFFF 0
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Command reference tables 1/0 commands

Node
Name and Description Parameter Range M

PWMO Configuration. Select/Read function for PWMO. 0 =Disabled
1=RSSI PWM
3 - Digital input, monitored
4 - Digital output, default

low
5 - Digital output, default
high
P1 DI1011 Configuration. Configure options forthe DIO11 line of CRE 0 - Unmonitored digital 0
the RF module. input

3- Digital input, monitored
4- Digital output, default

low
5- Digital output, default
high
P2 DI1012 Configuration. Configure options forthe DIO12 lineof CRE 0 - Unmonitored digital 0
the RF module. input

3- Digital input, monitored
4- Digital output, default
low

5- Digital output, default
high

P3 D1013 Configuration. Set/Read function for DIO13. This CRE 0,3-5
command is not yet supported. 0 - Disabled
3 - Digital input
4 - Digital output, low
5 - Digital output, high

DO ADO/DIO0 Configuration. Select/Read function for ADO/ CRE 1- Commissioning button 1
DIOO. enabled
2 - Analog input, single
ended
3 - Digital input

4 - Digital output, low
5 - Digital output, high

D1 AD1/DI01 Configuration. Select/Read function for AD1/ CRE 0,2-5 0
DIO1. 0 - Disabled
2 - Analog input, single
ended
3 - Digital input

4 - Digital output, low
5 - Digital output, high
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Node
Name and Description Parameter Range M

AD2/DI102 Configuration. Select/Read function for AD2/ 0,2-5

DIO2. 0 - Disabled
2 - Analog input, single
ended
3 - Digital input

4 - Digital output, low
5 - Digital output, high

D3 AD3/DI03 Configuration. Select/Read function for AD3/ CRE 0,2-5 0
DIO3. 0 - Disabled
2 - Analog input, single
ended
3 - Digital input

4 - Digital output, low
5 - Digital output, high

D4 D104 Configuration. Select/Read function for DIO4. CRE 0,3-5 0
0 - Disabled
3 - Digital input
4 - Digital output, low
5 - Digital output, high

D5 DIO5 Configuration. Configure options for the DIO5 line of ~ CRE 0 = Disabled 1
the RF module. 1=Associated
indication LED

3=Digital input

4 = Digital output, default

low

5 = Digital output, default

high

D8 D108 Configuration. Set/Read function for DIO8. This CRE 0,3-5
command is not yet supported. 0 - Disabled
3 - Digital input
4 - Digital output, low
5 - Digital output, high

LT Assoc LED Blink Time. Set/Read the Associate LED blink CRE 0, 0x0A - OxFF (100-2550ms) 0
time. If the Associate LED functionality is enabled (D5
command), this value determines the on and off blink times
for the LED when the module has joined a network. If LT=0,
the default blink rate will be used (500ms coordinator, 250ms
router/end device). For all other LT values, LT is measured in
10ms.
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1/0 commands

Node
Name and Description Parameter Range M

Pull-up Resistor. Set/read the bit field that configures the CRE
internal pull-up resistor status for the I/0 lines “1” specifies

the pull-up resistor is enabled. “0” specifies no pullup.(30k

pull-up resistors)
Bits:”

0-DIO4 (Pin 11)
1-AD3/DIO3 (Pin 17
2-AD2/DIO2 (Pin 18
3-AD1/DIO1 (Pin 19
4-ADO / DIOO (Pin 20
5-RTS/DIO6 (Pin 16)

6 - DTR/ Sleep Request / DIO8 (Pin 9)
7-DIN / Config (Pin 3)

8 - Associate / DIO5 (Pin 15)
9-0n/Sleep / DIOY (Pin 13)

10 - DIO12 (Pin 4)

11- PWMO0 /RSSI/ DIO10 (Pin 6)
12-PWM1/DIO11 (Pin 7)
13-CTS/DIO7 (Pin 12)

—_—_

RP RSSI PWM Timer. Time the RSSI signal will be output onthe CRE
PWM after the last RF data reception or APS
acknowledgment. When RP = 0xFF, output will always be on.

%V Supply Voltage. Reads the voltage on the Vcc pin. Scaleby ~ CRE
1200/1024 to convert to mV units. For example, a %V reading
of 0x900 (2304 decimal) represents 2700mV or 2.70V.

V+ Voltage Supply Monitoring. The voltage supply threshold is CRE
setwith the V+ command. If the measured supply voltage falls
below or equal to this threshold, the supply voltage will be
included in the 10 sample set. V+is set to 0 by default (do not
include the supply voltage). Scale mV units by 1024/1200 to
convert to internal units. For example, for a 2700mV
threshold enter 0x900.

Given the operating Vcc ranges for different platforms, and
scaling by 1024/1200, the useful parameter ranges are:
XBee 2100-3600 mV 0,0x0700-0x0c00

PRO 3000-3400 mV, 0,0x0a00-0x0b55

S2B 2700-3600 mV, 0,0x0900-0x0c00

TP Reads the module temperature in Degrees Celsius. Accuracy CRE
+/- 7 degrees.

1° C=0x0001 and -1° C = OXFFFF.
This command is only available in PRO S2B.

1. Node types that support the command: C = Coordinator, R = Router, E = End Device
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0 - OX3FFF

OxlFFF
0 - OXFF [x 100 ms] 0x28

(40d)
0x-OxFFFF [read only] -
0-OXFFFF 0
0x0-OxFFFF -
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Diagnostics commands

Node
Command Name and Description Type Parameter Range

Firmware Version. Read firmware version of the module. 0 - OXFFFF [read-only] Factory-
The firmware version returns 4 hexadecimal values (2 bytes) set
“ABCD”. Digits ABC are the main release number and D is the

revision number from the main release. “B” is a variant

designator.

XBee and XBee-PRO ZB modules return:

0x2xxx versions.

XBee and XBee-PRO ZNet modules return:

Ox1xxx versions. ZNet firmware is not compatible with ZB

firmware.

HV Hardware Version. Read the hardware version of the module CRE 0 - OXFFFF [read-only] Factory-
version of the module. This command can be used to 0 set
L . . X1Exx
distinguish among different hardware platforms. The upper
byte returns a value that is unique to each module type. The
lower byte indicates the hardware revision.
XBee ZB and XBee ZNet modules return the following
(hexadecimal) values:
0x19xx - XBee module
0x1Axx - XBee-PRO module
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Node
Name and Description Parameter Range M

Association Indication. Read information regarding last RE 0 - OxFF
node join request: [read-only]
0x00 - Successfully formed or joined a network. (Coordinators
form a network, routers and end devices join a network).
0x21 - Scan found no PANs

0x22 - Scan found no valid PANs based on current SC and ID
settings

0x23 - Valid Coordinator or Routers found, but they are not
allowing joining (NJ expired)

0x24 - No joinable beacons were found

0x25 - Unexpected state, node should not be attempting to
join at thistime

0x27 - Node Joining attempt failed (typically due to
incompatible security settings)

0x2A - Coordinator Start attempt failed

0x2B - Checking for an existing coordinator

0x2C - Attempt to leave the network failed

OxAB - Attempted to join a device that did not respond.

OxAC - Secure join error - network security key received
unsecured

OxAD - Secure join error - network security key not received
OxAF - Secure join error - joining device does not have the
right preconfigured link key

OxFF - Scanning for a Zigbee network (routers and end
devices)

New non-zero Al values may be added in later
firmware versions. Applications should read Al until it
returns 0x00, indicating a successful startup
(coordinator) or join (routers and end devices)

1. Node types that support the command: C = Coordinator, R = Router, E = End Device

AT command options

Node
Command Name and Description Type | Parameter Range

Command Mode Timeout. Set/Read the period of 2 - 0x028F [x 100 ms] 0x64
inactivity (no valid commands received) after which the RF (100d)
module automatically exits AT Command Mode and returns
to Idle Mode.

CN Exit Command Mode. Explicitly exit the module from AT CRE - -
Command Mode.

GT Guard Times. Set required period of silence before and CRE 1- 0x0CE4 [x 1 ms] Ox3E8
after the Command Sequence Characters of the AT (max of 3.3 decimal sec) (1000d)

Command Mode Sequence (GT + CC + GT). The period of
silence is used to prevent inadvertent entrance into AT
Command Mode.
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Command reference tables Sleep commands

Node
Name and Description Parameter Range m

Command Sequence Character. Set/Read the ASCII CRE 0 - OxFF 0x2B
character value to be used between Guard Times of the AT (“+” ASClI)
Command Mode Sequence (GT + CC + GT). The AT

Command Mode Sequence enters the RF module into AT

Command Mode.

The CC command is only supported when using AT

firmware: 20xx (AT coordinator), 22xx (AT router), 28xx (AT

end device).

1. Node types that support the command: C = Coordinator, R = Router, E = End Device

Sleep commands

Node
Name and Description Parameter Range m

SN

SP

ST

SO
Command

Sleep Mode Sets the sleep mode on the RF module. An XBee = RE 0-Sleep disabled (router) 0 - Router
loaded with router firmware can be configured as either a 1-Pin sleep enabled 4-End
router (SM set to 0) or an end device (SM > 0). Changing a 4-Cyclic sleep enabled Device
device from a router to an end device (or vice versa) forces 5 - Cyclic sleep, pin wake

the device to leave the network and attempt to join as the

new device type when changes are applied.

Number of Sleep Periods. Sets the number of sleep periods CRE 1- OXFFFF 1

to not assert the On/Sleep pin on wakeup if no RF data is
waiting for the end device. This command allows a host

application to sleep for an extended time if no RF data is

present.
Sleep Period. This value determines how long the end CRE 0x20 - OxAF0 x 10ms 0x20
device will sleep at a time, up to 28 seconds. (The sleep time (Quarter second resolution)

can effectively be extended past 28 seconds using the SN
command.) On the parent, this value determines how long

the parent will buffer a message for the sleeping end device.

It should be set at least equal to the longest SP time of any
child end device.

Time Before Sleep Sets the time before sleep timeronan  E 1 - OXFFFE (x 1ms) 0x1388 (5

end device. The timer is reset each time serial or RF data is seconds)
received. Once the timer expires, an end device may enter

low power operation. Applicable for cyclic sleep end devices

only.

Sleep Options. Configure options for sleep. Unused option E 0 - OXFF 0

bits should be set to 0. Sleep options include:

0x02 - Always wake for ST time

0x04 - Sleep entire SN * SP time

0x06 - Enabled extended sleep and wake for ST time

Sleep options should not be used for most applications. See
Network commissioning and diagnostics for more
information.
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Command reference tables Execution commands

Node
Name and Description Parameter Range m

Sl

PO

Wake Host. Set/Read the wake host timer value. If the wake E 0 - OXFFFF (x 1ms)
host timer is set to a non-zero value, this timer specifies a

time (in millisecond units) that the device should allow after

waking from sleep before sending data out the UART or

transmitting an 10 sample. If serial characters are received,

the WH timer is stopped immediately.

Sleep Immediately. See Execution commands.

Polling Rate. Set/Read the end device poll rate. Setting this E 0 - 0x3E8 0x00 (100
to 0 (default) enables polling at 100 ms (default rate). msec)
Adaptive polling may allow the end device to poll more

rapidly for a short time when receiving RF data.

Execution commands

Where most AT commands set or query register values, execution commands cause an action to be executed on
the module. Execution commands are executed immediately and do not require changes to be applied.

Parameter
Command Name and Description Node Type | Range

WR

RE

FR

NR

Apply Changes. Applies changes to all command registers causing
queued command register values to be applied. For example,
changing the serial interface rate with the BD command will not
change the UART interface rate until changes are applied with the
AC command. The CN command and 0x08 APl command frame
also apply changes.

Write. Write parameter values to non-volatile memory so that CRE - -
parameter modifications persist through subsequent resets.

Once WRis issued, no additional characters should be sent
to the module until after the “OK\r” response is received.
The WR command should be used sparingly. The EM250
supports a limited number of write cycles.“

Restore Defaults. Restore module parameters to factory defaults. CRE - -

Software Reset. Reset module. Responds immediately withan OK  CRE - -
status, and then performs a software reset about two seconds
later.

Network Reset. Reset network layer parameters on one or more  CRE 0-1 --
modules within a PAN. Responds immediately with an “OK” then

causes a network restart. All network configuration and routing

information is consequently lost.

If NR = 0: Resets network layer parameters on the node issuing the

command.

If NR = 1: Sends broadcast transmission to reset network layer

parameters on all nodes in the PAN.
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Parameter
ommand Name and Description Node Type | Range

Sleep Immediately. Cause a cyclic sleep module to sleep
immediately rather than wait for the ST timer to expire.

CB Commissioning Pushbutton. This command can be used to CRE
simulate commissioning button presses in software. The
parameter value should be set to the number of button presses to
be simulated. For example, sending the ATCB1 command will
execute the action associated with one commissioning button
press.

Setting CB=2 will send out the new value of NJ unless NJ
has been set to either 0 or 255 (joining permanently
disabled or permanently enabled respectively). In these
two cases, setting CB=2 enables joining for one minute.
Joining will be disabled after the minute expires.

ND Node Discover. Discovers and reports all RF modules found. The  CRE optional 20- -
following information is reported for each module discovered. Byte
SH<CR> NI value
SL<CR>
NI<CR> (Variable length)
PARENT_NETWORK ADDRESS (2 Bytes)<CR>
DEVICE_TYPE<CR> (1 Byte: 0=Coord, 1=Router, 2=End
Device)
STATUS<CR> (1 Byte: Reserved)
PROFILE_ID<CR> (2 Bytes)
MANUFACTURER_ID<CR> (2 Bytes)
<CR>
After (NT * 100) milliseconds, the command ends by returning a
<CR>. ND also accepts a Node Identifier (NI) as a parameter
(optional). In this case, only a module that matches the supplied
identifier will respond.
If ND is sent through the API, each response is returned as a
separate AT_CMD_Response packet. The data consists of the
above listed bytes without the carriage return delimiters. The NI
string will end in a “0x00” null character. The radius of the ND
command is set by the BH command.
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Parameter
ommand Name and Description Node Type | Range

Destination Node. Resolves an NI (Node Identifier) string to a up to20-Byte  --
physical address (case-sensitive). The following events occur after printable ASCII
the destination node is discovered: string

<AT Firmware>

1 DL &DH areset to the extended (64-bit) address of the module
with the matching NI (Node Identifier) string.

2 OK (or ERROR)\ris returned.

3 Command Mode is exited to allow immediate communication

<API Firmware>

1 The 16-bit network and 64-bit extended addresses are
returned in an APl Command Response frame.

If there is no response from a module within (NT * 100)
milliseconds or a parameter is not specified (left blank), the
command is terminated and an “ERROR” message is returned. In
the case of an ERROR, Command Mode is not exited. The radius of
the DN command is set by the BH command.

IS Force Sample. Forces a read of all enabled digital and analog CRE - -
input lines.
1S XBee Sensor Sample. Forces a sample to be taken on an XBee RE - -

Sensor device. This command can only be issued to an XBee
sensor device using an APl remote command.

AS Active Scan. Scans the neighborhood for beacon responses. The
ATAS command is only valid as a local command. Response frames
are structured as:

AS_type - unsigned byte = 2 - ZB firmware uses a different format
than Wi-Fi XBee, which is type 1

Channel - unsigned byte

PAN - unsigned word in big endian format

Extended PAN - eight unsigned bytes in bit endian format

Allow Join - unsigned byte - 1 indicates join is enabled, 0 that it is
disabled

Stack Profile - unsigned byte

LQI - unsigned byte, higher values are better

RSSI - signed byte, lower values are better

1. Node types that support the command: C = Coordinator, R = Router, E = End Device
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Module support Power up the module at 9600 baud

This section provides customization information for the XBee/XBee-PRO ZB modules. In addition to providing an
extremely flexible and powerful API, the XBee and XBee-PRO ZB modules are a robust development platform that
have passed RF certification testing. Developers can customize default parameters, or even write or load custom

firmware for Ember's EM250 chip.

Power up the module at 9600 baud

XCTU

If BREAK is asserted (DIN held low) at reset, the module will power on at a 9600 baud rate regardless of the baud
rate set in the firmware. This can be used to recover from an unsupported baud rate. If this is done with AT
firmware installed, the module will power on in AT command mode at 9600 baud and will remain at that baud
rate until command mode is exited. If API firmware is installed, the module will power on and send applicable
modem status APl frames (reset notification, joined/started network, and so forth) out the UART at 9600 baud. It
will then be able to respond to API frames at 9600 baud until an APl frame applies changes.

Digi provides XCTU for configuring module parameters and updating firmware. XCTU has the capability to do the
following:

= Discover all XBee devices in the network
= Update firmware on a local module (requires USB or serial connection)
= Read or write module configuration parameters on a local or remote device

= Save and load configuration profiles containing customized settings
Contact Digi support for more information about XCTU.

Customizing XBee ZB firmware

Once module parameters are tested in an application and finalized, Digi can manufacture modules with specific,
customer-defined configurations for a nominal fee. These custom configurations can lock in a firmware version
or set command values when the modules are manufactured, eliminating the need for customers to adjust
module parameters on arrival. Alternatively, Digi can program custom firmware, including Ember's EZSP UART
image, into the modules during manufacturing. Contact Digi to create a custom configuration.

Design considerations for Digi drop-in networking

XBee/XBee-PRO embedded RF modules contain a variety of features that allow for interoperability with Digi's full
line of Drop-in Networking products. Interoperability with other “DIN” products can offer these advantages:

= Add IP-connectivity to your network via Cellular, Ethernet or Wi-Fi with a ConnectPort X Gateway.
= Extend the range of your network with the XBee Wall Router.

= Make deployment easy by enabling the Commissioning Pushbutton (pin 20) and AssociateLED (pin 15) to
operate with the Network Commissioning Tool software.

= Interface with standard RS-232, USB, Analog and Digital I/0O, RS-485, and other industrial devices using XBee
adapters.

= Monitor and manage your network securely from remote locations with Digi Remote Manager.

= We encourage you to contact our technical representatives for consideration, implementation, or design
review of your product for interoperability with Digi's drop-in networking solutions.
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XBee bootloader

XBee modules use a modified version of Ember’s bootloader. This bootloader version supports a custom entry
mechanism that uses module pins DIN (pin 3), DTR / SLEEP_RQ (pin 9), and RTS (pin 16). To invoke the
bootloader, do the following:

1 SetDTR/SLEEP_RQ low (TTL 0V) and RTS high.
Send a serial break to the DIN pin and power cycle or reset the module.
When the module powers up, DTR / SLEEP_RQ and DIN should be low (TTL 0V) and RTS should be high.

2

3

4 Terminate the serial break and send a carriage return at 115200 b/s to the module.

5 If successful, the module will send the Ember bootloader menu out the DOUT pin at 115200 b/s.
6

Commands can be sent to the bootloader at 115200 b/s.

Hardware flow control should be disabled when entering and communicating with the EM250
bootloader.

Programming XBee modules

Firmware on the XBee and XBee-PRO ZB modules can be updated through one of two means:

= Serially
= S|F header.
Each method is described below.

Where possible, configuration settings are retained regardless of firmware changes. This can lead to difficulties,
especially when changing firmware among variants of the same release with different default configuration
settings. The best practice after changing a firmware load is to do a RE (reset to factory defaults), explicitly set the
configuration registers to desired settings, and then do a WR (write configuration settings).

Serial firmware updates

Serial firmware updates make use of the XBee custom bootloader which ships in all units. This modified
bootloader is based on Ember's standalone bootloader, but with a modified entry mechanism. The modified
entry mechanism uses module pins 3,9, and 16 (DIN, DTR, and RTS respectively).

The XCTU program can update firmware serially on the XBee and XBee-PRO ZB modules. Contact Digi support for
details.

If an application requires custom firmware to update the XBee firmware serially, the following steps are required.

Invoke XBee bootloader

See XBee bootloader for steps to invoke the bootloader.

Send the firmware image

After invoking the bootloader, the Ember bootloader will send the bootloader menu characters out the UART at
115200 b/s. The application should do the following to upload a firmware image.

1 Look for the bootloader prompt BL > to ensure the bootloader is active
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2 Send an ASCII 1 character to initiate a firmware update

3 After sending a1, the EM250 waits for an XModem CRC upload of an .eblimage over the serial line at 115200 b/
s. The .ebl file must be sent to the EM250 in order.

If no serial transaction is initiated within a 60 second timeout period, the bootloader times out and returns to the
menu. If the upload is interrupted with a power cycle or reset event, the EM250 will detect an invalid application
image and enter bootloader mode. The entire ebl image should be uploaded again to recover. If an error occurs
while uploading, the EM250 bootloader returns an error code from the following table:

Hex Error Code  Description

0x21

0x22

0x23

0x24

0x25

0x26

0x27

0x41

0x42

0x43

0x44

0x45

0x46

0x47

0x48

0x49

Ox4A

0x4B

0x4C

0x4D

The bootloader encountered an error while trying to parse the Start of Header (SOH) character in the
XModem frame.

The bootloader detected an invalid checksum in the XModem frame.

The bootloader encountered an error while trying to parse the high byte of the CRC in the XModem frame.
The bootloader encountered an error while trying to parse the low byte of the CRC in the XModem frame.
The bootloader encountered an error in the sequence number of the current XModem frame.

The frame that the bootloader was trying to parse was deemed incomplete (some bytes missing or lost).
The bootloader encountered a duplicate of the previous XModem frame.

No .ebl header was received when expected.

Header failed CRC.

File failed CRC.

Unknown tag detected in .eblimage.

Invalid .ebl header signature.

Trying to flash odd number of bytes.

Indexed past end of block buffer.

Attempt to overwrite bootloader flash.

Attempt to overwrite SIMEE flash.

Flash erase failed.

Flash write failed.

End tag CRC wrong length.

Received data before query request/response.

SIF firmware updates

The XBee/XBee-PRO modules have a 2x5 SIF header that can be used with Ember's InSight tools to upload
firmware onto the modules. These tools include a USB device (USBLink) and Ethernet-enabled InSight Adapters.
Contact Ember for details.
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If programming firmware through the SIF interface, be aware that uploading firmware through the
SIF header can potentially erase the XBee bootloader. If this happens, serial firmware updates will
not work.
4
The pinout for the SIF headers are shown in Overview,

Writing custom firmware

The XBee/XBee-PRO module can be used as a hardware development platform for the EM250. Custom firmware
images can be developed around the EmberZNet 2.5.x and 3.x mesh stacks (for the EM250) and uploaded to the
XBee.

If programming firmware through the SIF interface, be aware that uploading firmware through the
SIF header can potentially erase the XBee bootloader. If this happens, serial firmware updates will
not work.

Regulatory compliance

XBee modules are certified for operation on all 16 channels. The EM250 output power can be configured up to
3dBm with boost mode enabled.

XBee-PRO modules are certified for operation on 14 of the 16 band channels (channels 11 - 24). The scan channels
mask of XBee-PRO devices must be set in the application to disable the upper two channels (for example
0x01FFF800). The XBee-PRO contains power compensation circuitry to adjust the output power near 18dBm or
10dBm depending on the part number. For best results, the EM250 should be configured with an output power
level of 0dBm (or -2dBm if boost mode is enabled). The end product is responsible to adhere to these
requirements.

Enabling GPIO 1 and 2

Most of the remaining sections in this section describe how to configure GPIO 1 and 2 to function correctly in
custom applications that run on the XBee and XBee-PRO modules. In order for GPIO pins 1 and 2 to be
configurable, the application must set the GPIO_CFG register to enable GPIO 1 and 2. Bits 4 - 7 in the GPIO_CFG
register control the functionality of various GPIO lines. The following table lists values for these bits that enable
GPIO 1 and 2. Other functionality is affected by these settings. See the EM250 datasheet from Ember for a
complete listing of functionality.

GPIO_CFG[7:4]Enabled Functionality Enabled Functionality

0000 GPIO0,1,2,3,9,10,11,12
0111 0111GPI00,1,2,3, 12
1010 GPIOO,1,2,3

1101 GPIOO,1,2,3,11,12

Example 1
The following code enables GPIO 0, 1, 2, 3, 9, 10, 11, and 12 and maintains all other GPIO_CFG bits.

intléu x;
x = GPIO_CFG;
x &= (OxFFOF); // Clear bits 4 - 7
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GPIO_CFG = x;

Example 2
The following code enables GPIO 0, 1, 2, 3, and 12 and maintains all other GPIO_CFG bits.

intléu x;

X = GPIO_CFG;

x &= (OxFFOF); // Clear bits 4 - 7

X |= 0x0070;// Set bits 4 - 7 to 0111 as shown in the table above.
GPIO_CFG = x;

Detecting XBee versus XBee-PRO

For some applications, it may be necessary to determine if the code is running on an XBee or an XBee-PRO device.
The GPIO1 pin on the EM250 is used to identify the module type; see Pin signals. GPIO1 is connected to ground on
the XBee module. The following code could be used to determine if a module is an XBee or XBee-PRO:

GPIO_DIRCLRL = GPIO(1);// Set GPI01 as an input
GPIO_PUL |= GPIO(1);// Enable GPIO1 pullup resistor
ModulelsXBeePro = (GPIO_INL & GPI0O(1));//ModulelsXBeePro > 0 if XBee-PRO, =0 if non-PRO.

Ensuring optimal output power

XBee modules manufactured before February 2008 had an incorrect configuration setting that caused the default
output power mode to be set incorrectly. Digi's ZB and ZNet firmware compensate for this by setting the output
power mode in the application firmware.

Custom applications should call the emberSetTxPowerMode() function to set the output power mode as shown
below:

XBee applications

emberSetTxPowerMode(EMBER_TX_POWER_MODE_DEFAULT); or
emberSetTxPowerMode(EMBER_TX_POWER_MODE_BOOST);

XBee-PRO applications:

emberSetTxPowerMode(EMBER_TX_POWER_MODE_ALTERNATE); or
emberSetTxPowerMode(EMBER_TX_POWER_MODE_BOOST_AND_ALTERNATE);

XBee-PRO modules must also set a couple of |10 lines to enable output power compensation. This is shown below.
Once the IO lines are initialized (after powerup), the XBee will enable the power amplifier and LNA as needed.

On powerup:
/* GPIO 2 should be set low for at least 10 milliseconds when coming up from power cycle. */
GPIO_DIRSETL = GPI0O(2);// Set GPIO 2 as an output
GPIO_CLRL = GPIO(2);// Drive GPIO 2 low
/* After at least 10ms, GPIO 2 should be set high to power the output power compensation circuitry.

At the same time GPIO 1 should be configured as an output and set low to enable the output power
compensation circuitry. */
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GPIO_DIRSETL = GPIO(1) | GPIO(2);// Set GPIO 1,2 as outputs
GPIO_CLRL = GPIO(1);// Drive GPIO 1 low
GPIO_SETL = GPIO(2);// Drive GPIO 2 high

Improving low power current consumption

To improve low power current consumption, the XBee should set a couple of unused IO lines as output low. This
can be done during application initialization as shown below.

XBee (non-PRO) initialization:

/* GPIO 1 and 2 are not used in the XBee (non-PRO) and should be set as outputs and driven low to reduce
current draw. */

GPIO_DIRSETL = GPIO(1) | GPIO(2);// Set GPIO 1,2 as outputs
GPIO_CLRL = GPIO(1) | GPIO(2);// Set GPIO 1,2 low

XBee-PRO modules should disable the power compensation circuitry when sleeping to reduce current draw. This
is shown below.

When sleeping (end devices):

/* The power compensation shutdown line on XBee-PRO modules (GPIO 1) should be set high when entering
sleep to reduce current consumption. */

GPIO_SETL = GPIO(1);

When waking from sleep (end devices):

/* The power compensation shutdown line on XBee-PRO (GPIO 1) should be set low to enable the
power compensation circuitry and LNA. */
GPIO_CLRL = GPIO(1);
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Zigbee Node Types

Coordinator A node that has the unique function of forming a network. The coordinator is responsible for
establishing the operating channel and PAN ID for an entire network. Once established, the
coordinator can form a network by allowing routers and end devices to join to it. Once the network
is formed, the coordinator functions like a router (it can participate in routing packets and be a
source or destination for data packets).

-- One coordinator per PAN

-- Establishes/Organizes PAN

-- Can route data packets to/from other nodes

-- Can be a data packet source and destination

-- Mains-powered

Refer to Coordinator operation for more information.

Router A node that creates/maintains network information and uses this information to determine the best
route for a data packet. A router must join a network before it can allow other routers and end
devicesto jointoit.

A router can participate in routing packets and is intended to be a mains-powered node.
-- Several routers can operate in one PAN

-- Can route data packets to/from other nodes

-- Can be a data packet source and destination

-- Mains-powered

Refer to Router operation for more information.

End device End devices must always interact with their parent to receive or transmit data. See the joining
definition. They are intended to sleep periodically and therefore have no routing capacity.
An end device can be a source or destination for data packets but cannot route packets. End devices
can be battery-powered and offer low-power operation.
-- Several end devices can operate in one PAN
-- Can be a data packet source and destination
-- All messages are relayed through a coordinator or router
-- Lower power modes

Zigbee Protocol

PAN Personal Area Network - A data communication network that includes a coordinator and one or
more routers/end devices.
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Joining

Network Address

Operating Channel

Energy Scan

Route Request

Route Reply

Route Discovery

Zigbee Stack

The process of a node becoming part of a Zigbee PAN. A node becomes part of a network by
joining to a coordinator or a router (that has previously joined to the network). During the
process of joining, the node that allowed joining (the parent) assigns a 16-bit address to the
joining node (the child).

The 16-bit address assigned to a node after it has joined to another node. The coordinator
always has a network address of 0.

The frequency selected for data communications between nodes. The operating channel is
selected by the coordinator on power-up.

A scan of RF channels that detects the amount of energy present on the selected channels. The
coordinator uses the energy scan to determine the operating channel.

Broadcast transmission sent by a coordinator or router throughout the network in attempt to
establish a route to a destination node.

Unicast transmission sent back to the originator of the route request. Itis initiated by a node
when it receives a route request packet and its address matches the Destination Address in the
route request packet.

The process of establishing a route to a destination node when one does not exist in the Routing
Table. It is based on the Ad-hoc On-demand Distance Vector routing (AODV) protocol.

Zigbee is a published specification set of high-level communication protocols for use with small,
low-power modules. The Zigbee stack provides a layer of network functionality on top of the
802.15.4 specification.

For example, the mesh and routing capabilities available to Zigbee solutions are absent in the
802.15.4 protocol.
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United States FCC

OEM labeling requirements

FCC notices
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Europe

Approved antennas

Canada (IC)

Australia/New Zealand

Brazil (Anatel)
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Agency certifications United States FCC

United States FCC

The XBee RF Module complies with Part 15 of the FCC rules and regulations. Compliance with the labeling
requirements, FCC notices and antenna usage guidelines is required.

To fulfill FCC Certification, the OEM must comply with the following regulations:

1 The system integrator must ensure that the text on the external label provided with this device is placed on
the outside of the final product.

2 XBee RF Module may only be used with antennas that have been tested and approved for use with this
module (refer to the antenna tables in this section).

OEM labeling requirements

The Original Equipment Manufacturer (OEM) must ensure that FCC labeling requirements are met. Thisincludes a
clearly visible label on the outside of the final product enclosure that displays the contents shown in the figure
below.

Required FCC Label for OEM products containing the XBee RF Module
Contains FCC ID: OUR-XBEE2*

The enclosed device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (i.) this device may not cause harmful interference and (ii.) this
device must accept any interference received, including interference that may cause
undesired operation.

Required FCC Label for OEM products containing the XBee PRO (S2) RF Module
Contains FCC ID:MCQ-XBEEPRO2*

The enclosed device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (i.) this device may not cause harmful interference and (ii.) this
device must accept any interference received, including interference that may cause
undesired operation.

Required FCC Label for OEM products containing the XBee PRO (S2B) RF Module
Contains FCC ID:MCQ-PROS2B*

The enclosed device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (i.) this device may not cause harmful interference and (ii.) this
device must accept any interference received, including interference that may cause
undesired operation.

FCC notices

IMPORTANT: The XBee and XBee PRO RF Module have been certified by the FCC for use with other products
without any further certification (as per FCC section 2.1091). Modifications not expressly approved by Digi could
void the user's authority to operate the equipment.

IMPORTANT: OEMs must test final product to comply with unintentional radiators (FCC section 15.107 & 15.109)
before declaring compliance of their final product to Part 15 of the FCC Rules.

IMPORTANT: The RF module has been certified for remote and base radio applications. If the module will be
used for portable applications, the device must undergo SAR testing.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part
15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a
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residential installation. This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation.

If this equipment does cause harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the
following measures: Re-orient or relocate the receiving antenna, Increase the separation between the equipment
and receiver, Connect equipment and receiver to outlets on different circuits, or Consult the dealer or an
experienced radio/TV technician for help.

FCC-approved antennas (2.4 GHz)

The XBee and XBee-PRO RF Module can be installed utilizing antennas and cables constructed with standard
connectors (Type-N, SMA, TNC, and so forth.) if the installation is performed professionally and according to FCC
guidelines. For installations not performed by a professional, non-standard connectors (RPSMA, RPTNC, and so
forth.) must be used.

The modules are FCC approved for fixed base station and mobile applications for the channels indicated in the
tables below. If the antenna is mounted at least 20cm (8 in.) from nearby persons, the application is considered a
mobile application. Antennas not listed in the table must be tested to comply with FCC Section 15.203 (Unique
Antenna Connectors) and Section 15.247 (Emissions).

XBee RF Modules: XBee RF Modules have been tested and approved for use with all the antennas listed in the
tables below. (Cable-loss IS required when using gain antennas as shown below.)

The antennas in the tables below have been approved for use with this module. Digi does not carry all of these
antenna variants. Contact Digi Sales for available antennas.
Antennas approved for use with the XBee /XBee-PRO ZB RF Modules (cable-loss is not required.)
Minimum
Cable Loss/
Power

Reduction/
Min Attenuation
Part Number Type (Description) Application’  Separation Required

Omni-directional antennas for all available channels

A24-HASM-450 Dipole (Half-wave articulated RPSMA - 4.5”) | 2.1 dBi Fixed/Mobile | 20cm N/A

A24-HABSM Dipole (Articulated RPSMA) 2.1dBi Fixed 20 cm N/A

A24-HABUF-P5I Dipole (Half-wave articulated bulkhead 2.1dBi Fixed 20cm N/A
mount U.FL. w/ 5” pigtail)

A24-HASM-525 Dipole (Half-wave articulated RPSMA - 2.1dBi Fixed/Mobile | 20cm N/A
5.25")

A24-Ql Monopole (Integrated whip) 1.5 dBi Fixed 20cm N/A

29000294 Integral PCB antenna (S2B only) -0.5dBi | Fixed/Mobile | 20cm N/A

29000095 Dipole (Half-wave articulated RPSMA - 4.5”) | 2.1 dBi Fixed/Mobile |20cm N/A

29000430 Integral PCB Antenna (S2 only) -0.5dBi | Fixed/Mobile |[20cm N/A
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Antennas approved for use with the XBee RF Module

Part Number Type (Description)

Application!

FCC-approved antennas (2.4 GHz)

Min. Separation
Required

Cable-loss

Yagi class antennas for channels 11-26

A24-Y6NF Yagi (6-element) 8.8 dBi Fixed 2m 7.8dB
A24-YTNF Yagi (7-element) 9.0 dBi Fixed 2m 8dB
A24-YONF Yagi (9-element) 10.0 dBi Fixed 2m 9dB
A24-Y10NF Yagi (10-element) 11.0 dBi Fixed 2m 10dB
A24-Y12NF Yagi (12-element) 12.0 dBi Fixed 2m 11dB
A24-Y13NF Yagi (13-element) 12.0 dBi Fixed 2m 11dB
A24-Y15NF Yagi (15-element) 12.5dBi Fixed 2m 11.5dB
A24-Y16NF Yagi (16-element) 13.5dBi Fixed 2m 12.5dB
A24-Y16RM Yagi (16-element, RPSMA connector) 13.5dBi Fixed 2m 12.5dB
A24-Y18NF Yagi (18-element) 15.0 dBi Fixed 2m 14 dB
Panel class antennas for channels 11 - 26
A24-P8SF Flat Panel 8.5 dBi Fixed 2m 8.2dB
A24-P8NF Flat Panel 8.5 dBi Fixed 2m 8.2dB
A24-P13NF Flat Panel 13.0 dBi Fixed 2m 12.7dB
A24-P14NF Flat Panel 14.0 dBi Fixed 2m 13.7dB
A24-P15NF Flat Panel 15.0 dBi Fixed 2m 14.7 dB
A24-P16NF Flat Panel 16.0 dBi Fixed 2m 15.7dB
A24-P19NF Flat Panel 19.0 dBi Fixed 2m 18.7dB
Omni-directional antennas for channels 11 - 26
A24-C1 Surface Mount Integral Chip -1.5dBi Fixed/Mobile 20cm N/A
A24-F2NF Omni-directional (Fiberglass base station) 2.1dBi Fixed/Mobile 20cm N/A
A24-F3NF Omni-directional (Fiberglass base station) 3.0dBi Fixed/Mobile 20cm 0.3dB
A24-F5NF Omni-directional (Fiberglass base station) 5.0 dBi Fixed/Mobile 20cm 2.3dB
A24-F8NF Omni-directional (Fiberglass base station) 8.0 dBi Fixed 2m 5.3dB
A24-FONF Omni-directional (Fiberglass base station) 9.5 dBi Fixed 2m 6.8dB
A24-F10NF Omni-directional (Fiberglass base station) 10.0 dBi Fixed 2m 7.3dB
A24-F12NF Omni-directional (Fiberglass base station) 12.0 dBi Fixed 2m 9.3dB
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Antennas approved for use with the XBee RF Module

Min. Separation

Part Number Type (Description) Application? Required Cable-loss
A24-F15NF Omni-directional (Fiberglass base station) 15.0 dBi Fixed 2m 12.3dB
A24-WTNF Omni-directional (Base station) 7.2 dBi Fixed 2m 45dB
A24-MT7NF Omni-directional (Mag-mount base station) | 7.2 dBi Fixed 2m 4.5dB

Antennas approved for use with the XBee-PRO (S2) RF Module
Min.
Part Separation

Number Type (Description) Application!  Required Cable-loss

Yagi class antennas for channels 11 - 24

A24-Y6NF Yagi (6-element) 8.8 dBi Fixed 2m N/A
A24-YTNF Yagi (7-element) 9.0 dBi Fixed 2m N/A
A24-YONF Yagi (9-element) 10.0dBi | Fixed 2m N/A
A24-Y1ONF Yagi (10-element) 11.0dBi | Fixed 2m N/A
A24-Y12NF Yagi (12-element) 12.0dBi | Fixed 2m N/A
A24-Y13NF Yagi (13-element) 12.0dBi | Fixed 2m N/A
A24-Y15NF Yagi (15-element) 12.5dBi | Fixed 2m N/A
A24-Y16NF Yagi (16-element) 13.5dBi | Fixed 2m N/A
A24-Y16RM | Yagi(16-element, RPSMA connector) 13.5dBi | Fixed 2m N/A
A24-Y18NF Yagi (18-element) 15.0dBi | Fixed 2m 0.5dB

Panel class antennas for channels 11 - 24

A24-P8SF Flat Panel 8.5 dBi Fixed 2m N/A
A24-P8NF Flat Panel 8.5 dBi Fixed 2m N/A
A24-P13NF Flat Panel 13.0dBi | Fixed 2m N/A
A24-P14NF Flat Panel 14.0dBi | Fixed 2m N/A
A24-P15NF Flat Panel 15.0dBi | Fixed 2m N/A
A24-P16NF Flat Panel 16.0dBi | Fixed 2m N/A
A24-P19NF | Flat Panel 19.0dBi | Fixed 2m 2.5dB

Omni-directional antennas for channels 11 - 24

A24-C1 Surface Mount integral chip -1.5dBi Fixed/Mobile 20cm N/A
A24-F2NF Omni-directional (Fiberglass base station) 2.1 dBi Fixed/Mobile |20cm N/A
A24-F3NF Omni-directional (Fiberglass base station) 3.0dBi Fixed/Mobile |20cm N/A
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Antennas approved for use with the XBee-PRO (S2) RF Module

Min.
Separation
Type (Description) Application!  Required Cable-loss

A24-F5NF Omni-directional (Fiberglass base station) 5.0 dBi Fixed/Mobile |20cm N/A
A24-F8NF Omni-directional (Fiberglass base station) 8.0 dBi Fixed 2m N/A
A24-FONF Omni-directional (Fiberglass base station) 9.5dBi Fixed 2m N/A
A24-F10NF Omni-directional (Fiberglass base station) 10.0dBi | Fixed 2m N/A
A24-F12NF Omni-directional (Fiberglass base station) 12.0dBi | Fixed 2m N/A
A24-F15NF Omni-directional (Fiberglass base station) 15.0dBi | Fixed 2m 0.5dB
A24-WT7NF Omni-directional (Base station) 7.2 dBi Fixed 2m N/A
A24-MTNF Omni-directional (Mag-mount base station) 7.2 dBi Fixed 2m N/A

Antennas approved for use with the XBee-PRO (S2B) RF Module

Minimum Cable Loss/
Power Reduction/

Part Min. Attenuation Required
Number Type (Description) Application®  Separation  for 18dBm Output

Yagi class antennas for channels 11 to 24

A24-Y6NF Yagi (6-element) 8.8 dBi Fixed 2m N/A
A24-YTNF Yagi (7-element) 9.0 dBi Fixed 2m N/A
A24-YONF Yagi (9-element) 10.0dBi | Fixed 2m N/A
A24-Y10NF Yagi (10-element) 11.0dBi | Fixed 2m N/A
A24-Y12NF Yagi (12-element) 12.0dBi | Fixed 2m N/A
A24-Y13NF Yagi (13-element) 12.0dBi | Fixed 2m N/A
A24-Y15NF Yagi (15-element) 12.5dBi | Fixed 2m N/A
A24-Y16NF Yagi (16-element) 13.5dBi | Fixed 2m N/A
A24-Y16RM Yagi (16-element, RPSMA connector) | 13.5dBi | Fixed 2m N/A
A24-Y18NF Yagi (18-element) 15.0dBi | Fixed 2m N/A

Panel class antennas for channels 11 to 24

A24-P8SF Flat Panel 8.5 dBi Fixed 2m N/A
A24-P8NF Flat Panel 8.5 dBi Fixed 2m N/A
A24-P13NF Flat Panel 13.0dBi | Fixed 2m N/A
A24-P14NF Flat Panel 14.0dBi | Fixed 2m 0.8dB
A24-P15NF Flat Panel 15.0dBi | Fixed 2m 1.8dB
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Antennas approved for use with the XBee-PRO (S2B) RF Module

RF exposure

Minimum Cable Loss/
Power Reduction/

Part Min. Attenuation Required

Number Type (Description) Application!  Separation  for 18dBm Output

A24-P16NF Flat Panel 16.0dBi | Fixed 2m 2.8dB

Omni-directional antennas for channels 11 to 24

A24-FONF Omni-directional (Fiberglass base 9.5 dBi Fixed 2m N/A
station)

A24-F10NF Omni-directional (Fiberglass base 10.0dBi | Fixed 2m N/A
station)

A24-F12NF Omni-directional (Fiberglass base 12.0dBi | Fixed 2m N/A
station)

A24-F15NF Omni-directional (Fiberglass base 15.0dBi | Fixed 2m N/A
station)

Omni-directional antennas for channels 11 to 25

A24-F2NF Omni-directional (Fiberglass base 2.1dBi Fixed/Mobile |20cm N/A
station)

A24-F3NF Omni-directional (Fiberglass base 3.0dBi Fixed/Mobile |20cm N/A
station)

A24-F5NF Omni-directional (Fiberglass base 5.0 dBi Fixed/Mobile |20cm N/A
station)

A24-F8NF Omni-directional (Fiberglass base 8.0 dBi Fixed 2m N/A
station)

A24-WTNF Omni-directional (Base station) 7.2 dBi Fixed 2m N/A

A24-MT7NF Omni-directional (Mag-mount base 7.2 dBi Fixed 2m N/A

station)

1. If using the RF module in a portable application (for example - if the module is used in a handheld device and the antenna is less than
20cm from the human body when the device is in operation): The integrator is responsible for passing additional SAR (Specific
Absorption Rate) testing based on FCC rules 2.1091 and FCC Guidelines for Human Exposure to Radio Frequency Electromagnetic Fields,
OET Bulletin and Supplement C. The testing results will be submitted to the FCC for approval prior to selling the integrated unit. The
required SAR testing measures emissions from the module and how they affect the person.

RF exposure

XBee/XBee-PRO Zigbee RF Modules User Guide

To satisfy FCC RF exposure requirements for mobile transmitting devices, a separation distance of
20 cm or more should be maintained between the antenna of this device and persons during device
operation. To ensure compliance, operations at closer than this distance are not recommended.
The antenna used for this transmitter must not be co-located in conjunction with any other

antenna or transmitter.
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The preceding statement must be included as a CAUTION statement in OEM product manuals in order to alert
users of FCC RF Exposure compliance.

Europe

The XBee ZB (S2) is not certified for use in European countries.

The XBee-PRO (S2) and XBee-PRO (S2B) (International versions only) are certified for use in several European
countries. For information, visit www.digi.com/resources/certifications.

If the XBee-PRO (S2) and XBee-PRO (S2B) (International variants only) are incorporated into a product, the
manufacturer must ensure compliance of the final product with articles 3.1a and 3.1b of the RE Directive (Radio
Equipment Directive). A Declaration of Conformity must be issued for each of these standards and kept on file as
described in the RE Directive (Radio Equipment Directive).

Furthermore, the manufacturer must maintain a copy of the XBee RF module user manual documentation and
ensure the final product does not exceed the specified power ratings, antenna specifications, and/or installation
requirements as specified in the user manual. If any of these specifications are exceeded in the final product, a
submission must be made to a notified body for compliance testing to all required standards.

Maximum power and frequency specifications
The maximum RF power for the XBee-PRO ZB (S2) is 12 dBm EIRP.

The operating frequencies of the XBee-PRO ZB (S2) are one of the 14 channels on the following frequencies:
2405, 2410, 2415, 2420, 2425, 2430, 2435, 2440, 2445, 2450, 2455, 2460, 2465, 2470

The maximum RF power for the XBee-Pro S2B is 12.78 dBm EIRP.

The operating frequencies of the XBee-PRO ZB (S2B) are one of the 15 channels on the following frequencies:
2405, 2410, 2415, 2420, 2425, 2430, 2435, 2440, 2445, 2450, 2455, 2460, 2465, 2470, 2475

OEM labeling requirements

The 'CE' marking must be affixed to a visible location on the OEM product.

CE labeling requirements

20
15

5mm (min) 10

0 5 10 15 20 25 30 35

The CE mark shall consist of the initials “CE” taking the following form:
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= [fthe CE marking is reduced or enlarged, the proportions given in the above graduated drawing must be
respected.

= The CE marking must have a height of at least 5mm except where this is not possible on account of the nature
of the apparatus.

= The CE marking must be affixed visibly, legibly, and indelibly.

Restrictions

Digi does not list the entire set of standards that you must meet for each country. You assume full responsibility
to learn and meet the required guidelines for each country in your distribution market. Refer to the regulatory
agencies in those countries concerning compliance for products containing the XBee RF Module.

Power Output: When operating in Europe, XBee-PRO modules must operate at or below a transmit power output
level of 10dBm. To transmit at or below 10dBm:

= Order the International variant of the XBee-PRO module, which has a maximum transmit output power of
10dBm (@ PL=4).

Declarations of conformity

Digi has issued Declarations of conformity for the XBee RF Modules concerning emissions, EMC and safety. Files
can be obtained by contacting Digi Support.

Important note

Digi does not list the entire set of standards that must be met for each country. Digi customers assume full
responsibility for learning and meeting the required guidelines for each country in their distribution market.
Refer to the radio regulatory agency in the desired countries of operation for more information.

Approved antennas

XBee RF Module

The following antennas are approved for use with the embedded XBee RF Module:

= Dipole (2.1 dBi, omni-directional, articulated RPSMA, Digi part number A24-HABSM)
= Chip antenna (-1.5 dBi)

= Attached monopole whip (1.5 dBi)

= [Integral PCB antenna (-0.5 dBi)

XBee-PRO (S2) RF Module

The following antennas are approved for use with the embedded XBee-PRO S2 RF Module:
= Dipole (2.1 dBi, omni-directional, articulated RPSMA, Digi part number A24-HABSM)

= Chip antenna (-1.5 dBi)

= Attached monopole whip (1.5 dBi)

= Integral PCB antenna (-0.5 dBi)
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XBee-PRO (S2B) RF Module

The following antennas are approved for use with the embedded XBee-PRO RF S2B Module:

= Dipole (2.1 dBi, omni-directional, articulated RPSMA, Digi part number A24-HABSM)
= PCB embedded trace antenna (-0.5dBi)
= Attached monopole whip (1.5 dBi)

Canada (IC)

This device complies with Industry Canada licence-exempt RSS standard(s). Operation is subject to the following
two conditions: (1) this device may not cause interference, and (2) this device must accept any interference,
including interference that may cause undesired operation of the device.

Le présent appareil est conforme aux CNR d'Industrie Canada applicables aux appareils radio exempts de
licence. L'exploitation est autorisée aux deux conditions suivantes: (1) ['appareil ne doit pas produire de
brouillage, et (2) l'utilisateur de 'appareil doit accepter tout brouillage radioélectrique subi, méme sile
brouillage est susceptible d'en compromettre le fonctionnement.

Labeling requirements

Labeling requirements for Industry Canada are similar to those of the FCC. A clearly visible label on the outside of
the final product enclosure must display the following text:

Contains Model XBee Radio, IC: 4214A-XBEE2

The integrator is responsible for its product to comply with IC ICES-003 - Unintentional Radiators. ICES-003 is
similar to FCC Part 15 Sub. B and Industry Canada accepts Industry Canada RSS-247 report or CISPR 22 test report
for compliance with ICES-003.

If it contains an XBee-PRO (S2) RF Module, the clearly visible label on the outside of the final product enclosure
must display the following text:

Contains Model XBee PRO Radio, IC: 1846A-XBEEPRO2

If it contains an XBee-PRO (S2B) RF Module, the clearly visible label on the outside of the final product enclosure
must display the following text:

Contains Model XBee PRO S2B Radio, IC: 1846A-PROS2B

The integrator is responsible for its product to comply with IC ICES-003 - Unintentional Radiators. ICES-003 is
similar to FCC Part 15 Sub. B and Industry Canada accepts Industry Canada RSS-247 report or CISPR 22 test report
for compliance with ICES-003.

Transmitters for detachable antennas

This radio transmitter has been approved by Industry Canada to operate with the antenna types listed in the
table above with the maximum permissible gain and required antenna impedance for each antenna type
indicated. Antenna types not included in this list, having a gain greater than the maximum gain indicated for that
type, are strictly prohibited for use with this device. The required antenna impedance is 50 ohms.

Le présent émetteur radio a été approuvé par Industrie Canada pour fonctionner avec les types d'antenne
énumérés ci-dessous et ayant un gain admissible maximal et l'impédance requise pour chaque type d'antenne.
Les types d'antenne non inclus dans cette liste, ou dont le gain est supérieur au gain maximal indiqué, sont
strictement interdits pour l'exploitation de |'émetteur.
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Detachable antenna

Under Industry Canada regulations, this radio transmitter may only operate using an antenna of a type and
maximum (or lesser) gain approved for the transmitter by Industry Canada. To reduce potential radio
interference to other users, the antenna type and its gain should be so chosen that the equivalent isotropically
radiated power (e.i.r.p.) is not more than that necessary for successful communication.

Conformément a la réglementation d'Industrie Canada, le présent émetteur radio peut fonctionner avec une
antenne d'un type et d'un gain maximal (ou inférieur) approuvé pour I'émetteur par Industrie Canada. Dans le
but de réduire les risques de brouillage radioélectrique a l'intention des autres utilisateurs, il faut choisir le type
d'antenne et son gain de sorte que la puissance isotrope rayonnée équivalente (p.i.r.e.) ne dépasse pas l'intensité
nécessaire al'établissement d'une communication satisfaisante.

Australia/New Zealand

These modules comply with requirements to be used in end products in Australia and New Zealand. All products
with EMC and radio communications must have a registered RCM/R-NZ mark. Registration to use the compliance
mark will only be accepted from Australian or New Zealand manufacturers or importers, or their agents.

In order to have an RCM/R-NZ mark on an end product, a company must comply with a or b below.
a. Have a company presence in Australia or New Zealand.

b. Have a company/distributor/agent in Australia or New Zealand that will sponsor the importing of the end
product.

Contact Digi for questions related to locating a contact in Australia or New Zealand.

Brazil (Anatel)

These modules comply with requirements to be used in end products in Brazil.

Modelos XBP24-Z7SIT, XBP24-Z7UIT,
XBP24-ZTWIT e XBP24-ZTPIT.

2256-14-1209

> LR

ANATEL (O1)07R99029305165

Este equipamento opera em carater secundario, isto é, ndo tem direito a prote¢do contra interferéncia
prejudicial, mesmo de esta¢gSes do mesmo tipo, e ndo pode causar interferéncia a sistemas operando em carater
primario
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Safety instructions

XBee modules

M The XBee radio module cannot be guaranteed operation due to the radio link and
so should not be used for interlocks in safety critical devices such as machines or
automotive applications.

H The XBee radio module have not been approved for use in (this list is not
exhaustive):

» medical devices

+ nuclear

« applications

+ explosive or flammable atmospheres

B There are no user serviceable components inside the XBee radio module. Do not
remove the shield or modify the XBee in any way. Modifications may exclude the
module from any warranty and can cause the XBee radio to operate outside of
regulatory compliance for a given country, leading to the possible illegal operation
of the radio.

B Use industry standard ESD protection when handling the XBee module.

W Take

B care while handling to avoid electrical damage to the PCB and components.
H Do not expose XBee radio modules to water or moisture.

B Use this product with the antennas specified in the XBee module user guides.

B The end user must be told how to remove power from the XBee radio module or to
locate the antennas 20 cm from humans or animals.

MHcTpyKuun 3a 6e3onacHOCT

XBee mooynu

B Pamro mMonymer XBee He Moxe jga Obje TapaHTHpaH 3a paboTa Topau
pamuMoBph3KaTa M 3aTOBa HE TPsIOBAa Ja CE M3I0JI3Ba 3a OJOKMPOBKH B KPUTHYHHU
3a 0e30MacHOCTTa yCTPOWCTBA KATO MAIIMHU WK aBTOMOOWIIHU [TPUIIOKEHHUS.

M Paxno mMonynsT XBee He € 0100peH 3a U3MOJI3BAHE B (TO3M CIUCHK HE €
H3YepIIaTeseH):
* MEAWIMHCKH H3IEIHS
* SANPECHHU MPHUIIOKEHUS

* EKCIUIO3MBHA WM 3amajuMa atMocdepa

M B pamromonysia XBee HsiMa KOMIOHEHTH, KOUTO MOTaT Ja c€ OOCIy)KBaT OT
norpebuTens. He mpemaxBaiite mmra u He Momuduiupaiite XBee 1mo HUKaKbB

Ha4MuH. Moun(bnxaumne MoraTr ga U3KJIo4aT MOoJyJia OT BCSKAKBa rapaHiusa U Ja
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HakKapar paauoTo XBee na pa6OTI/I H3BBH PCTYJIATOPHOTO CHOTBETCTBUC 3a AaJiICHA

JIbpKaBa, KOETO BOAW JI0 BH3MO)KHA HE3aKOHHA paboTa HA paanoTOo.
M Mznonssaiite crangapraa ESD samura npu pabora ¢ XBee moxyna.

B Buwumasaiite, nokato GopaBuTe, 3a Ia H30ErHETE EIEKTPHYECKH MOBPENU Ha
MeyaTHaTa IIaTka 1 KOMIIOHEHTHUTE.

M He wuznaraiite pagunomonyiute XBee Ha Boja WM Biara.
M znonssaiite TO3W NPOJLYKT C aHTEHHTE, IIOCOYEHH B PHKOBOJCTBATA 3a
notpeduTenst Ha Moxyia XBee.

M Kpaiiaust norpeburen TpsaOBa 1a Obje Ka3zaHO Kak Jia [PEMaxHE 3aXPaHBAHETO
oT paxguomMonyna XBee mnu ma pasnosoku aHteHuTe Ha 20 CM OT XOpa WM
KHUBOTHH.

Sigurnosne upute

XBee moduli

M Radio modulu XBee ne moZe se jamciti rad zbog radio veze i stoga se ne smije
koristiti za blokade u sigurnosnim kriti¢nim uredajima kao Sto su strojevi ili
automobilske aplikacije.

M XBee radio modul nije odobren za upotrebu u (ovaj popis nije konacan):
« medicinskih uredaja
+ nuklearne
« primjene
+ eksplozivne ili zapaljive atmosfere

B Unutar XBee radio modula nema komponenti koje moZe servisirati korisnik.
Nemojte uklanjati stit i ni na koji nacin modificirati XBee. Izmjene mogu iskljuciti
modul iz bilo kakvog jamstva i mogu uzrokovati rad XBee radija izvan uskladenosti
s propisima za odredenu zemlju, $to moZe dovesti do moguceg nezakonitog rada
radija.

B Koristite standardnu ESD zastitu pri rukovanju XBee modulom.

M Budite

B oprezni tijekom rukovanja kako biste izbjegli elektricna ostecenja PCB-a i
komponenti.

Bl Ne izlazite XBee radio module vodi ili vlazi.

M Koristite ovaj proizvod s antenama navedenim u korisni¢kim vodic¢ima za XBee
modul.

B Krajnjem korisniku se mora reci kako da iskljuci napajanje iz XBee radio modula ili
da locira antene 20 cm od ljudi ili Zivotinja.

Bezpecnostni instrukce

moduly XBee
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M Radiovy modul XBee nemUZe zarucit provoz kvdli rddiovému spojeni, a proto by
nemél byt pouZivan pro blokovani v zafizenich kritickych z hlediska bezpeénosti,
jako jsou stroje nebo automobilové aplikace.

H Radiovy modul XBee nebyl schvalen pro poutZiti v (tento seznam neni
vycCerpavajici):
« zdravotnické prostredky
- jaderné
« aplikace

« vybusné nebo horlavé atmosféry

B Uvnit radiového modulu XBee nejsou Zadné uZivatelsky opravitelné soucasti.
Neodstrafiujte $tit ani nijak neupravujte XBee. Upravy mohou vyjmout modul z
jakékoli zaruky a mohou zpUsobit, Ze radio XBee bude fungovat mimo zakonnou
shodu pro danou zemi, coz povede k moznému nezakonnému provozu radia.

B Pfi manipulaci s modulem XBee pouZzivejte standardni ochranu ESD.

B Pri manipulaci budte opatrni, aby nedoslo k elektrickému poskozeni desky
plosnych spojl a soucasti.

B Nevystavujte radiové moduly XBee vodé nebo vlhkosti.

M PouZivejte

B tento produkt s anténami uvedenymi v uZivatelskych priruckach modulu XBee.

B Koncovy uzivatel musi byt informovan, jak odpojit napajeni radiového modulu
XBee nebo jak umistit antény 20 cm od lidi nebo zvitat.

Sikkerhedsinstruktioner

XBee moduler

M XBee-radiomodulet kan ikke garanteres drift pa grund af radioforbindelsen og bar
derfor ikke bruges til aflasninger i sikkerhedskritiske enheder sdsom maskiner eller
bilapplikationer.

I XBee-radiomodulet er ikke godkendst til brug i (denne liste er ikke udtemmende):
« medicinsk udstyr
« nukleare applikationer

« eksplosive eller brandfarlige atmosfaerer

M Der eringen komponenter, der kan repareres af brugeren, inde i XBee-
radiomodaulet. Fjern ikke skjoldet eller modificer XBee pa nogen made. £ndringer
kan udelukke modulet fra enhver garanti og kan fa XBee-radioen til at fungere
uden for lovgivningsoverholdelse for et givet land, hvilket kan fare til den mulige
ulovlige drift af radioen.

M Brug industristandard ESD-beskyttelse, nar du handterer XBee-modulet.

B Veer forsigtig under handteringen for at undga elektrisk beskadigelse af printet og
komponenterne.
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B Udsaet ikke XBee-radiomoduler for vand eller fugt.

B Brug dette produkt med de antenner, der er specificeret i XBee-modulets
brugervejledninger.

M Slutbrugeren skal fortaelles, hvordan man fierner stremmen fra XBee-
radiomodulet eller placerer antennerne 20 cm fra mennesker eller dyr.

Veiligheidsinstructies

XBee-modules

M De werking van de XBee-radiomodule kan niet worden gegarandeerd vanwege de
radioverbinding en mag daarom niet worden gebruikt voor vergrendelingen in
veiligheidskritieke apparaten zoals machines of autotoepassingen.

Il De XBee-radiomodule is niet goedgekeurd voor gebruik in (deze lijst is niet
uitputtend):

« 0 medische apparaten
+ 0 nucleaire toepassingen
« 0 explosieve of ontvlambare atmosferen

B Erzijn geen door de gebruiker te onderhouden componenten in de XBee-
radiomodule. Verwijder het schild niet en wijzig de XBee op geen enkele manier.
Modificaties kunnen de module uitsluiten van enige garantie en kunnen ertoe
leiden dat de XBee-radio werkt buiten de regelgeving voor een bepaald land, wat
kan leiden tot de mogelijke illegale werking van de radio.

M Gebruik industriestandaard ESD-bescherming bij het hanteren van de XBee-
module.

B Wees voorzichtig bij het hanteren om elektrische schade aan de printplaat en
componenten te voorkomen.

B Stel XBee-radiomodules niet bloot aan water of vocht.

B Gebruik dit product met de antennes die zijn gespecificeerd in de
gebruikershandleidingen van de XBee-module.

M De eindgebruiker moet worden verteld hoe de voeding van de XBee-radiomodule
moet worden losgekoppeld of hoe de antennes op 20 cm van mensen of dieren
moeten worden geplaatst.

Ohutusjuhised

XBee moodulid

M XBee raadiomooduli t66d ei saa raadiolingi tottu garanteerida ja seetSttu ei tohiks
seda kasutada ohutuse seisukohalt oluliste sesadmete (nt masinad voi
autorakendused) blokeerimiseks.

B XBee raadiomoodulit ei ole heaks kiidetud kasutamiseks (see loetelu ei ole
ammendav):
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« meditsiiniseadmed
« tuumarakendused
« plahvatusohtlik voi tuleohtlik keskkond

M XBee raadiomoodulis ei ole kasutaja poolt hooldatavaid komponente. Arge
eemaldage kaitset ega muutke XBee mingil viisil. Muudatused véivad mooduli
garantiist valja jatta ja XBee raadio tootab valjaspool antud riigi regulatiivseid
vastavusi, pohjustades raadio véimaliku ebaseadusliku kasutamise.

M Kasutage XBee mooduli késitsemisel to6stusharu standardset ESD-kaitset.

H Olge

B késitsemisel ettevaatlik, et valtida PCB ja komponentide elektrikahjustusi.

B Arge jatke XBee raadiomooduleid vee vdi niiskuse kitte.

B Kasutage seda toodet XBee mooduli kasutusjuhendis kirjeldatud antennidega.

M LSppkasutajale tuleb 6elda, kuidas XBee raadiomoodulilt toide eemaldada vGi
antennid inimestest voi loomadest 20 cm kaugusele paigutada.

Turvallisuusohjeet

XBee moduulit

M XBee-radiomoduulin toimintaa ei voida taata radiolinkin vuoksi, joten sita ei tule
kayttaa turvallisuuden kannalta kriittisten laitteiden, kuten koneiden tai
autosovellusten,
lukitsemiseen.

B XBee-radiomoduulia ei ole hyvaksytty kaytettavaksi (tdma luettelo ei ole
tyhjentava):

+ ladketieteelliset laitteet
« ydinvoimasovellukset
« rajahdysvaarallisiin tai syttyviin tiloihin

B XBee-radiomoduulin sisall3 ei ole kdyttdjan huollettavia osia. Alé poista suojusta
tai muokkaa XBeeta millaan tavalla. Muutokset voivat sulkea moduulin takuun
ulkopuolelle ja aiheuttaa sen, etta XBee-radio toimii tietyn maan

saadostenmukaisuuden ulkopuolella, mika johtaa radion mahdolliseen
laittomaan kayttoon.

B Kaytd alan standardia ESD-suojausta kasitellessasi XBee-moduulia.

B Ole varovainen kasitellessasi, jotta valtat piirilevyn ja komponenttien
sahkovauriot.

H Al3 altista XBee-radiomoduuleja vedelle tai kosteudelle.
W Kayta
B t&ta tuotetta XBee-moduulin kdyttooppaissa madriteltyjen antennien kanssa.

B Loppukayttéjalle on kerrottava, kuinka XBee-radiomoduulin virta katkaistaan tai
antennit sijoitetaan 20 cm:n etdisyydelle ihmisista tai eldimista.
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Consignes de sécurité

Modules XBee

B Le fonctionnement du module radio XBee ne peut pas étre garanti en raison de la
liaison radio et ne doit donc pas étre utilisé pour les verrouillages dans des
dispositifs critiques pour la sécurité tels que des machines ou des applications
automobiles.

B Le module radio XBee n'a pas été approuvé pour une utilisation dans (cette liste
n'est pas exhaustive) :

. dispositifs médicaux
« applications nucléaires
- atmosphéres explosives ou inflammables

M Il n'y a aucun composant réparable par ['utilisateur a l'intérieur du module radio
XBee. Ne retirez pas la protection et ne modifiez en aucune fagon le XBee. Les
modifications peuvent exclure le module de toute garantie et peuvent entrainer le
fonctionnement de la radio XBee en dehors de la conformité réglementaire pour
un pays donné, ce qui peut entrainer un fonctionnement illégal de la radio.

B Utilisez la protection ESD standard de l'industrie lors de la manipulation du
module XBee.

H Soyez prudent lors de la manipulation afin d'éviter des dommages électriques au
circuit imprimé et aux composants.

B N'exposez pas les modules radio XBee a l'eau ou a I'humidité.

M Utilisez ce produit avec les antennes spécifiées dans les guides d'utilisation du
module XBee.

B L'utilisateur final doit savoir comment couper l'alimentation du module radio
XBee ou placer les antennes a 20 cm des humains ou des animaux.

Sicherheitshinweise

XBee-Module

M Der Betrieb des XBee-Funkmoduls kann aufgrund der Funkverbindung nicht
garantiert werden und sollte daher nicht fiir Verriegelungen in
sicherheitskritischen Geraten wie Maschinen oder Automobilanwendungen
verwendet werden.

H Das XBee-Funkmodul ist nicht zugelassen fiir den Einsatz in (diese Liste ist nicht
vollstandig):

« Medizinprodukte
+ nukleare
« Anwendungen

« explosive oder brennbare Atmospharen
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M Das XBee-Funkmodul enthélt keine vom Benutzer zu wartenden Komponenten.
Entfernen Sie nicht die Abschirmung oder modifizieren Sie das XBee in irgendeiner
Weise. Modifikationen konnen das Modul von jeglicher Garantie ausschliefsen und
dazu fiihren, dass das XBee- Funkgerat auflerhalb der gesetzlichen Vorschriften fiir
ein bestimmtes Land betrieben wird, was zu einem moglichen illegalen Betrieb des
Funkgerats fiihren kann.

B Verwenden Sie beim Umgang mit dem XBee-Modul ESD-Schutz nach
Industriestandard.

B Seien Sie vorsichtig bei der Handhabung, um elektrische Schaden an der
Leiterplatte und den Komponenten zu vermeiden.

M XBee-Funkmodule nicht Wasser oder Feuchtigkeit aussetzen.

B Verwenden Sie dieses Produkt mit den in den Benutzerhandbiichern des XBee-
Moduls angegebenen Antennen.

B Dem Endbenutzer muss mitgeteilt werden, wie er das XBee-Funkmodul von der
Stromversorgung trennt oder die Antennen 20 cm von Menschen oder Tieren
entfernt aufstellt.

0dnyiec acdpaleiag

Movddeg XBee

M H povida podoedvov XBee dev pmopeiva gyyundei tn Aetrtovpyio g Adyo g
pad10leVENG KoL ETIOPEVAOC OEV TIPETIEL VO YPTCLUOTIOLEITOAL Y10 OCPAAEIES GE
KPIOILES Y1 TNV OCQUAELD CLOKEVES, OTIMG UNYOVILATO 1 EPUPUOYEG
O TOKLVITOV.

B H povada padiopdvov XBee Sev &yet eykpidel yio ypfion oe (awt 1 Aota dev eivar
e€avtAnTikn):

*  LOTPOTEYVOAOYIKA TIPOIOVTQ
o TIUPNVIKES EQAPUOYEG
o EKPNKTIKEG 1] EVQPAEKTEG ATHOGPOIPESG

Bl Aev vidpyovv e€opTApaTo TIOV VO UTTOPOVV VO, ETIOKEVOGTOVV ATIO TO XPNOTH
péoco ot povado padogovov XBee. Mnv agaipeite v acTiida kot unv
tpoTtoTioteite to XBee pe kavévav tpoTo. Ot TPOTIOTIOMGELS EVOEXETOL VAL
arokAgiovv ™ povada ard oToludNTIOTE £YYUNON KOl UTTOPEL vo. TIPOKAAEGOLY TN
Aettovpyio. 70V padtodvov XBee €KTOC TG GUUUOPPOONG UE TOVG KOVOVIGHOVG
v po dedopévn ympa, odnydviag o€ Tibavn Tapdvoun Agrtovpyio Tov
PUSOPOVOUL.

B Xpnowotmomote Brounyaviky Tpooctocio ESD katd 1o yepiopd g povadog XBee.

M IIpocéyete katd to yeplopd yio va armoevyete niektpikn PAGPN oto PCB kot ota
eEapmporo.

B Mnyv exBétete Tig povadeg padiopdvov XBee og vepd 1 vypaoia.

B XpnowoTotiote avtd 10 TPoidv pe Tig Kepaieg Tov kabopilovial oTovg 0dnNyong
XPNoNG ™G Hovadag XBee.

XBee/XBee-PRO Zigbee RF Modules User Guide 200



Agency certifications Brazil (Anatel)

B Tpémerva evuepmbei 0 TeMKOG ¥pAOTNG TIOG Vo OPALPESEL TNV TPOPOSOGia ATtO
™ povada padtopmvov XBee 1 va gvtotticel Tig kepaieg oe amdotaon 20 cm armd
avOpmdTovg 1 {da.

Biztonsagi utasitasok

XBee modulok

« Az XBee radiomodul miikédése nem garantalhat6 a radidkapcsolat miatt, ezért nem
hasznalhatd biztonsagi szempontbdl kritikus eszkézok, példaul gépek vagy autdipari
alkalmazasok reteszelésére.

« Az XBee radidmodul nem engedélyezett a kdvetkezd teriileteken vald hasznalatra (ez a
lista nem teljes):

0 orvosi eszk6zok
o nuklearis alkalmazasok
o robbanasveszélyes vagy gyulékony légkor

« Az XBee radiomodulban nincsenek felhasznald altal javithato alkatrészek. Ne tavolitsa el
a pajzsot, és semmilyen médon ne médositsa az XBee-t. A mddositasok kizarhatjak a
modult a jétallasbol, és az XBee radié miikodését az adott orszag jogszabalyi elGirasaitol
eltér6en okozhatjak, ami a radio esetleges illegalis mikddéséhez vezethet.

« Az XBee modul kezelésekor hasznaljon ipari szabvanyos ESD védelmet.

« Akezelés soran tigyeljen arra, hogy elkeriilje a PCB és az alkatrészek elektromos
karosodasat.

+ Ne tegye ki az XBee radiomodulokat viznek vagy nedvességnek.

« Hasznalja ezt a terméket az XBee modul hasznalati Gtmutatéjaban meghatarozott
antennakkal.

« Avégfelhasznaldt tajékoztatni kell arrdl, hogyan tavolitsa el az XBee radiomodul
aramellatasat, vagy
+ hogyan helyezze el az antennakat az emberektdl vagy allatoktdl 20 cm-re.

Istruzioni di sicurezza

Moduli XBee

= |l funzionamento del modulo radio XBee non puo essere garantito a causa del collegamento
radio e quindi non deve essere utilizzato per gli interblocchi in dispositivi critici per la sicurezza
come macchine o applicazioni automobilistiche.

= |l modulo radio XBee non & stato approvato per 'uso in (questo elenco non € esaustivo):
e dispositivi medici
e applicazioni nucleari

e atmosfere esplosive o inflammabili

= Non ci sono componenti riparabili dall'utente all'interno del modulo radio XBee. Non rimuovere
lo scudo o modificare in alcun modo ['XBee. Le modifiche possono escludere il modulo da
qualsiasi garanzia e possono causare il funzionamento della radio XBee al di fuori della
conformita normativa per un determinato paese, portando al possibile funzionamento illegale
della radio.
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= Utilizzare la protezione ESD standard del settore durante la manipolazione del modulo XBee.

= Prestare attenzione durante la manipolazione per evitare danni elettrici al PCB e ai componenti.

= Non esporre i moduli radio XBee all'acqua o all'umidita.

= Utilizzare questo prodotto con le antenne specificate nelle guide per 'utente del modulo XBee.

= ['utente finale deve sapere come togliere |'alimentazione al modulo radio XBee o come
posizionare le antenne a 20 cm da persone o animali.

Drosibas instrukcijas XBee moduli

M Radio modula XBee darbiba nevar tikt garantéta radio savienojuma dél, tapéc to
nevajadzétu izmantot blokéSanai drosibas zina kritiskas iericés, pieméram,
masinas vai automobilos.

M XBee radio modulis nav apstiprinats lietoSanai (Sis saraksts nav pilnigs):

« mediciniskas ierices
+ kodolprogrammas
« spradzienbistama vai uzliesmojosa vidé

M XBee radio modula iekSpusé nav neviena komponenta, ko lietotajs varétu apkopt.
Nenonemiet vairogu un nekada veida neparveidojiet XBee. Modifikacijas rezultata
modulis var tikt izslegts no jebkadas garantijas un var izraisit XBee radio darbibu,

kas neatbilst noteiktas valsts normativajiem aktiem, izraisot iespéjamu nelegalu
radio darbibu.

B Stradajot ar XBee moduli, izmantojiet nozares standarta ESD aizsardzibu.

B Rikojoties, rikojieties uzmanigi, lai izvairitos no PCB un komponentu elektriskiem
bojajumiem.

B Nepaklaujiet XBee radio modulus Gdens vai mitruma iedarbibai.

B zmantojiet

B Soizstradajumu ar antenam, kas noraditas XBee modula lietotaja rokasgramatas.

M Galalietotajam irjapaskaidro, ka atvienot XBee radio modula stravu vai novietot
antenas 20 cm attaluma no cilvékiem vai dzivniekiem.

Saugos instrukcijos

XBee moduliai

B Negalima garantuoti, kad ,XBee“ radijo modulis veiks dél radijo rysio, todél jo
neturéty buti naudojamas blokuoti saugai svarbiuose jrenginiuose, pvz., masinose
ar automobiliuose.

B XBee radijo modulis nebuvo patvirtintas naudoti (Sis sgrasas néra baigtinis):
« medicinos prietaisai
« branduolinés programos
« sprogioje

« ardegioje aplinkoje
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M XBee radijo modulio viduje néra komponenty, kuriuos vartotojas galéty priziuréti.
Jokiu bldu nenuimkite skydo ir nekeiskite XBee. Dél modifikacijy moduliui gali
buti netaikoma jokia garantija, o ,XBee“ radijas gali veikti ne pagal tam tikros
Salies norminius reikalavimus, o tai gali sukelti neteiséta radijo naudojima.

M Dirbdami su XBee moduliu naudokite pramonés standartine ESD apsauga.

B Dirbdami bukite atsargis, kad nepazeistuméte PCB ir komponenty.

M Saugokite XBee radijo modulius nuo vandens ar drégmeés.

M Naudokite §j gaminj su antenomis, nurodytomis XBee modulio vartotojo vadove.

B Galutiniam vartotojui turi biti paaiskinta, kaip atjungti XBee radijo modulio
maitinima arba nustatyti antenas 20 cm atstumu nuo Zmoniy ar gyviiny.

Sikkerhetsinstruksjoner

XBee-moduler

M XBee-radiomodulen kan ikke garanteres drift pa grunn av radiolinken, og bar
derforikke brukes til forriglinger i sikkerhetskritiske enheter som maskiner eller
bilapplikasjoner.

B XBee-radiomodulen er ikke godkjent for bruk i (denne listen er ikke uttemmende):
« medisinsk utstyr
« kjernefysiske applikasjoner
+ eksplosive
+ eller brennbare atmosfaerer
M Det eringen komponenter som kan repareres av brukeren inne i XBee-
radiomodulen. Ikke fjern skjoldet eller modifiser XBee pa noen mate. Endringer
kan ekskludere modulen fra enhver garanti og kan fere til at XBee-radioen

fungerer utenfor regelverket for et gitt land, noe som kan fere til ulovlig drift av
radioen.

B Bruk industristandard ESD-beskyttelse nar du handterer XBee-modulen.

M Vaer forsiktig ved handtering for 8 unnga elektrisk skade pad PCB og komponenter.
B Ikke utsett XBee radiomoduler for vann eller fuktighet.

W Bruk

B dette produktet med antennene spesifisert i XBee-modulens brukerveiledninger.

B Sluttbrukeren ma bli fortalt hvordan man fjerner strammen fra XBee-
radiomodulen eller plasserer antennene 20 cm fra mennesker eller dyr.

Instrukcje bezpieczenstwa

Moduty XBee

B Modut radiowy XBee nie moze zagwarantowac dziatania ze wzgledu na tacze
radiowe, dlatego nie nalezy go uzywaé do blokad w urzadzeniach o krytycznym
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znaczeniu dla bezpieczenstwa, takich jak maszyny lub aplikacje motoryzacyjne.
M Modut radiowy XBee nie zostat dopuszczony do uzytku w (lista ta nie jest
wyczerpujaca):
« wyroby medyczne
+ zastosowania nuklearne

« atmosferach wybuchowych lub tatwopalnych

B Wewnatrz modutu radiowego XBee nie ma zadnych elementdw, ktdre mogtyby by¢
serwisowane przez uzytkownika. Nie zdejmuj ostony ani nie modyfikuj XBee w
zaden sposdb. Modyfikacje moga wykluczyé modut z jakiejkolwiek gwarancji i
spowodowacd, ze radio XBee bedzie dziatac niezgodnie z przepisami
obowigzujgcymi w danym kraju, co moze prowadzi¢ do nielegalnego dziatania
radia.

B Podczas obstugi modutu XBee nalezy stosowac standardowa ochrone ESD.

B Podczas obstugi nalezy zachowac ostroznos$é, aby uniknaé uszkodzen
elektrycznych PCB i komponentdw.

B Nie wystawiaj modutéw radiowych XBee na dziatanie wody lub wilgoci.

B Uzywaj tego produktu z antenami okreslonymi w podrecznikach uzytkownika
modutu XBee.

W Uzytkownik koncowy musi zostac poinformowany, jak odtaczy¢ zasilanie modutu
radiowego XBee lub zlokalizowa¢ anteny w odlegtosci 20 cm od ludzi lub zwierzat.

Instrucdes de seguranca

Modulos XBee

B - O mddulo de radio XBee ndo pode ter operagdo garantida devido ao link de radio
e, portanto, ndo deve ser usado para intertravamentos em dispositivos criticos de
seguranga, como maquinas ou aplicagdes automotivas.

B - O mddulo de radio XBee nio foi aprovado para uso em (esta lista ndo é
exaustiva):
« o dispositivos médicos
+ o0 aplicagdes nucleares
« 0

« atmosferas explosivas ou inflamaveis

M - N3o ha componentes que possam ser reparados pelo usuario dentro do médulo
de radio XBee. Ndo remova a blindagem nem modifique o XBee de forma alguma.
As modificagOes podem excluir o médulo de qualquer garantia e fazer com que o
radio XBee opere fora da conformidade regulatéria de um determinado pais,
levando a possivel operacdo ilegal do radio.

M - Use protecdo ESD padrdo da inddstria ao manusear o médulo XBee.

B - Tome cuidado ao manusear para evitar danos elétricos a PCB e aos
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componentes.
M - N3do exponha os médulos de radio XBee a agua ou umidade.

M - Use este produto com as antenas especificadas nos guias do usuario do médulo
XBee.

Bl - O usuario final deve ser informado sobre como remover a energia do médulo de
radio XBee ou localizar as antenas a 20 cm de humanos ou animais.

Instructiuni de siguranta

module XBee

B Nu se poate garanta functionarea modulului radio XBee din cauza conexiunii radio
si, prin urmare, nu trebuie utilizat pentru interblocari in dispozitive critice pentru
sigurantd, cum ar fi masini sau aplicatii auto.

Hl Modulul radio XBee nu a fost aprobat pentru utilizare in (aceasta lista nu este
exhaustiva):

« dispozitive medicale
« aplicatii nucleare
« atmosfere

« explozive sau inflamabile

B Nu exista componente care sa poata fi reparate de utilizator in interiorul modulului
radio XBee. Nu indepartati scutul si nu modificati XBee in niciun fel. Modificarile
pot exclude modulul din orice garantie si pot face caradioul XBee sa functioneze
in afara conformitatii cu reglementarile pentru o anumita tara, ceea ce duce lao
posibila functionare ilegala a radioului.

B Folositi protectia ESD standard Tn industrie cand manipulati modulul XBee.

B Aveti grija in timpul manipuldrii pentru a evita deteriorarea electrica a PCB-uluisia
componentelor.

B Nu expuneti modulele radio XBee la apa sau umezeala.

M Utilizati acest produs cu antenele specificate Tn ghidurile utilizatorului modulului
XBee.

B Utilizatorului final trebuie sa i se spuna cum sa scoata alimentarea de la modulul
radio XBee sau sa gaseasca antenele la 20 cm de oameni sau animale.

Bezpecnostné instrukcie

moduly XBee

B Radiovy modul XBee neméze byt zaruceny kvéli radiovému spojeniu, a preto by sa
nemal pouZivat na blokovanie v zariadeniach kritickych z hladiska bezpecnosti,
ako su stroje alebo automobilové aplikacie.

H Radiovy modul XBee nebol schvaleny na pouZitie v (tento zoznam nie je Gplny):
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zdravotnicke pomocky

« jadrové

- aplikacie

« vybusné alebo horlavé atmosféry

B Vo vnutri radiového modulu XBee sa nenachadzajd Ziadne pouzivatelsky
opravitelné komponenty. Neodstranujte stit ani Ziadnym spésobom neupravujte
XBee. Upravy mdzu vyfiat modul zo zaruky a mdzu spdsobit, Ze radio XBee bude
fungovat mimo zhody s predpismi pre dand krajinu, ¢o vedie k moznej nezdkonnej
prevadzke radia.

B Pri manipulacii s modulom XBee pouZivajte Standardnud ochranu pred ESD.

B Pri manipulacii budte opatrni, aby ste predisli elektrické mu poskodeniu dosky
plosnych spojov a komponentov.

M Radiové moduly XBee nevystavujte vode ani vlhkosti.

M Tento produkt pouZivajte s anténami $pecifikovanymi v pouZivatelskych
priru¢kach modulu XBee.

B Koncovy pouZivatel musi byt informovany o tom, ako odpojit napajanie radiového
modulu XBee alebo ako umiestnit antény 20 cm od [udi alebo zvierat.

Varnostna navodila

XBee moduli

B Radijskega modula XBee ni mogoce zagotoviti delovanja zaradi radijske povezave
in ga zato ne smete uporabljati za zaklepanje v varnostno kriticnih napravah, kot
so stroji ali avtomobilske aplikacije.

M Radijski modul XBee ni bil odobren za uporabo v (ta seznam ni izCrpen):
+ medicinskih pripomockov
+ jedrske aplikacije

+ eksplozivne ali vnetljive atmosfere

B V radijskem modulu XBee ni komponent, ki bi jih lahko popravil uporabnik. Ne
odstranjujte $¢ita in na noben nacin ne spreminjajte XBee. Spremembe lahko
modul izkljucijo iz kakrsne koli garancije in lahko povzrocijo, da radio XBee deluje
zunaj zakonske skladnosti za dano drZavo, kar vodi do moZnega nezakonitega
delovanja radia.

B Priravnanju z modulom XBee uporabite standardno industrijsko zascito pred ESD.

M Pri rokovanju pazite, da se izognete elektricnim poskodbam tiskanega vezja in
komponent.

H Radijskih

B modulov XBee ne izpostavljajte vodi ali vlagi.

B Ta izdelek uporabljajte z antenami, navedenimi v uporabniskih prirocnikih
modula XBee.
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M Koncnemu uporabniku je treba povedati, kako odstraniti napajanje z radijskega
modula XBee ali naj locira antene 20 cm od ljudi ali Zivali.

Modulos XBee

M No se puede garantizar el funcionamiento del médulo de radio XBee debido al
enlace de radio y, por lo tanto, no debe usarse para enclavamientos en
dispositivos criticos para la seguridad, como maquinas o aplicaciones
automotrices.

M El mddulo de radio XBee no ha sido aprobado para su uso en (esta lista no es
exhaustiva):

« dispositivos médicos
« aplicaciones nucleares
« atmosferas

« explosivas o inflamables

B No hay componentes reparables por el usuario dentro del mddulo de radio XBee.
No quite el escudo ni modifique el XBee de ninguna manera. Las modificaciones
pueden excluir el médulo de cualquier garantia y pueden hacer que la radio XBee
funcione fuera del cumplimiento normativo de un pais determinado, lo que puede
provocar una operacion ilegal de la radio.

M Utilice la proteccion ESD estandar de la industria al manipular el médulo XBee.

M Tenga cuidado al manipularlo para evitar dafios eléctricos en la PCB y los
componentes.

B No exponga los mddulos de radio XBee al agua ni a la humedad.

M Utilice este producto con las antenas especificadas en las guias de usuario del
mddulo XBee.

B Se debe indicar al usuario final cdmo desconectar la alimentacidon del médulo de
radio XBee o ubicar las antenas a 20 cm de personas o animales.

Sakerhets instruktioner

XBee-moduler

B XBee-radiomodulen kan inte garanteras funktion pa grund av radiolédnken och bor
darfor inte anvandas for forreglingar i sakerhetskritiska enheter som maskiner
eller biltillampningar.

M XBee-radiomodulen har inte godkéants for anvandning i (denna lista ar inte
uttdmmande):

« medicinsk utrustning
+ karnkraftstillampningar

« explosiv eller brandfarlig atmosfar

M Det finns inga komponenter som anvandaren kan reparera inuti XBee-
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radiomodulen. Ta inte bort skdlden eller modifiera XBee pa ndgot satt. Andringar
kan utesluta modulen fran alla garantier och kan gora att XBee-radion fungerar
utanfor bestammelserna for ett visst land, vilket kan leda till att radion kan
anvandas olagligt.

B Anvénd industristandard ESD-skydd nér du hanterar XBee-modulen.

M Var forsiktig vid hanteringen for att undvika elektriska skador pa kretskortet och
komponenterna.

B Utsatt inte XBee radiomoduler for vatten eller fukt.
M Anvénd den hér produkten med antennerna som specificeras i XBee-modulens
anvandarguider.

Slutanvandaren maste informeras om hur man kopplar bort strémmen fran XBee- radiomodulen
eller for att placera antennerna 20 cm fran manniskor eller djur.
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New features
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Migrating from ZNet 2.5 to XBee ZB Command set

This section describes the significant differences in XBee ZB compared to its predecessor, ZNet 2.5.

Command set
Firmware versions

New features.

Command set

The following ZNet 2.5 commands have changed for XBee ZB:

ZA - Set / read the Zigbee Addressing enable command. This command was required in ZNet 2.5
to enable application level addressing commands SE, DE, Cl. XBee ZB does not support ZA. The
SE, DE, and Cl values always determine the application level addressing values.

Al - Read the association status. Al now includes several new values.

New features

ZB offers many new and improved features over ZNet 2.5, including:

Data transmissions are directly resolved to APS unicasts. This provides the ability to send and
receive ZDO commands.

NH command configures the unicast transmission timeout. This command can extend the
number of unicast hops dramatically over the 6-8 hop limit that existed in ZNet 2.5.

ZS command allows Zigbee stack profile to be set as required.

Routers and coordinators can expire end device children from their child tables if the end device
has not polled within a settable timeout.

Routers and coordinators can expire end device children from their child tables if the end device
has not polled within a settable timeout.
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